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Executive summary 
The is workpackage consists of two elements, a review of the standards landscape and the 
development of new meta-standards. 
 
The conventional approach to standards mapping has been developed by UIL to include a so called 
broad:deep approach. This allows the analysis to be undertaken at a broad sectoral level and then 
deep dive into specific use cases to see how prevalent the respective standards are. As indicated by 
Figure 1, the number of standards within scope is vast. Therefore, the ability to determine 
applicability will be paramount.  
 

 
Figure 1 - Relationship diagram of sub-set of de jure standards within the scope of CDBB 

 
The analysis has indicated the standards landscape within the scope of maximum impact by CDBB, 
service provision, is the most scarcely described by de jure standards namely service and strategic 
planning. However, subsequent analysis has indicated that de facto standards are more prevalent in 
this stage of the lifecycle, but these are not considered by the conventional approaches to 
developing standard landscapes. This echo’s the findings in WP1 that showed that the National 
Standard Bodies are stakeholders of national standards, but standardisation exists in industry and 
special interest groups who also define standards, guidelines and codes of practice, all of which help 
govern how different business, systems or products function, interoperate and integrate. 
 
The concept of meta standards was developed to provide a method of taking a perspective across a 
number of different and often disparate standards to achieve additional features and functionality 
that would impossible with an existing standard set. It has been shown to help with the 
discoverability of the correct standard by focusing the users attention to the appropriate area and 
providing a logical order, particularly through a life cycle, of often abstract definitions.  
The process of creating a meta standard is quite time consuming, subjective and reliant on a diligent 
expert knowledge. Development of a tool to assist the process would be of benefit. Furthermore, 
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the standards databases like Perinorm do not record information at a clause level. The BSI online 
tool is a publishing portal that gives access to flat files but not in a machine readable or searchable 
form. These are factors that would benefit from addressing, particularly when the overall landscape 
is so complex. 
 
The concept has been successfully proven with further use cases of ISO55001, ISO55002, BS1192:7 
and PAS185, which has highlighted a series of areas for consideration in future standard updates. It 
would now benefit from user testing to assess the mapping and analysis. 
 
Having established and tested the methodology, and reflected on the complexity of the standards 
landscape, it has highlighted the need for automated conformance checking of products and services 
against the standards, guidelines and codes of practice in their individual and meta-standards form. 
 
The asset-data landscape gives a broad context for standards for CDBB. It provides a shortlist of 
standards, but not the ‘recommended’ standard(s) in a particular context. In heavily regulated 
industries, BSI have invested in developing tools that align process workflows and standards.  A good 
example of this is compliance navigator1 that supports organisations in the medical device sector. 
Such tools do not exist in the DBB space and so the landscape needs research into how standards 
could be mapped to activities, providing useful user specific tool that can support a more effective 
and compliant delivery of services for the built environment.  

 
 
  

                                                             
1 https://compliancenavigator.bsigroup.com/  



© urban innovation labs   4 
 

Table of Contents 

1 Standards Landscape for L2C Digital Built Britain - Introduction .............................................. 6 

1.1 Landscape Mapping ......................................................................................................... 6 

1.2 Approach for the L2C project ........................................................................................... 6 

2 Research methodology ............................................................................................................. 8 

2.1 Resources......................................................................................................................... 8 

2.2 Keywords ......................................................................................................................... 9 

2.3 How the research was carried out ................................................................................... 9 
2.3.1 Phase 1 (Detailed Landscape)..................................................................................................... 9 
2.3.2 Phase 2 (Detailed Landscape)..................................................................................................... 9 
2.3.3 Phase 3 (Broad scale Landscape) .............................................................................................. 10 

2.4 How the landscape data is presented ............................................................................ 10 

2.5 How to use the workbook .............................................................................................. 10 

2.6 Limitations of use .......................................................................................................... 11 

2.7 Perinorm licence ............................................................................................................ 11 

3 Broad scale standards landscape for L2C ............................................................................... 12 

3.1 Overview ....................................................................................................................... 12 

3.2 Observations .................................................................................................................. 13 

3.3 Landscape Heat Maps .................................................................................................... 14 

4 Detailed scale standards landscape for L2C............................................................................ 16 

4.1 Transport ....................................................................................................................... 17 

4.2 Utilities .......................................................................................................................... 17 

4.3 Health ............................................................................................................................ 18 

4.4 Housing .......................................................................................................................... 18 

5 Broadscale:Finescale Interaction ............................................................................................ 19 

6 Annex 1 .................................................................................................................................. 21 

6.1 Standards Source and Development Organisations ....................................................... 21 

6.2 Search Terms ................................................................................................................. 23 
6.2.1 Asset-Data ............................................................................................................................... 23 
6.2.2 Transport................................................................................................................................. 24 
6.2.3 Utilities .................................................................................................................................... 24 
6.2.4 Housing ................................................................................................................................... 25 
6.2.5 Health ..................................................................................................................................... 26 

7 Future of a DBB Meta Standard - Introduction ....................................................................... 27 

7.1 Meta standard ............................................................................................................... 27 



© urban innovation labs   5 
 

7.2 L2C approach ................................................................................................................. 28 

8 Building the meta standard .................................................................................................... 29 
8.1.1 Step 1 - Identifying the use case, user and master standards .................................................... 29 
8.1.2 Step 2 - Creating the matrix ..................................................................................................... 29 
8.1.3 Step 3 - Identify and prepare supplementary standards ........................................................... 30 
8.1.4 Step 4 – Keyword identification and mapping .......................................................................... 31 
8.1.5 Step 5 – Complete the meta standard ...................................................................................... 31 

9 CDBB Meta standard .............................................................................................................. 32 

9.1 Asset management Meta Standard framework ............................................................. 32 
9.1.1 Summarising the master standards and supplementary standards ........................................... 32 
9.1.2 Building the Asset management meta standard ....................................................................... 34 
9.1.3 Discussion ............................................................................................................................... 35 

9.2 Smart Cities meta standard integration ......................................................................... 37 
9.2.1 Updating the matrix ................................................................................................................. 37 

9.3 Conclusions and recommendations ............................................................................... 41 
9.3.1 Scalability ................................................................................................................................ 41 
9.3.2 Usability .................................................................................................................................. 42 
9.3.3 Conformance ........................................................................................................................... 42 

10 Appendix A ............................................................................................................................. 43 

10.1 Process map ................................................................................................................... 43 

10.2 Meta standard matrices ................................................................................................. 44 
 
 
 
 
  



© urban innovation labs   6 
 

Part 1 - Standards landscape for Digital Built Britain  
Digital Built Britain (DBB) has a broad scope, covering over 11,000 standards across the construction 
and information technology space.  Like many new and emerging cross-domain topic areas (Internet 
of Things, Big Data, Smart Cities) standardisation activities in the context of DBB are based on 
application of existing ‘vertical’ standards from established domains and the development of new 
‘horizontal’ standards.  These horizontal standards can provide integration between established 
vertical standards or ‘fill the gaps’ where no standardisation exists. 

A standards landscape provides a view on a domain of interest from a standards perspective. The 
domain of interest can be ‘any’ subject area, but the relevance of the standards landscape is very 
dependent on the ontology used to define the particular domain of interest.  The ontology needs to 
be informed by the purpose of the standards landscape; this is analogous to a road atlas: if a 
standards landscape is not scaled appropriately it will deliver too much or too little information. 

This work undertook a series of database investigations to establish the standards pertinent to 
different viewpoints of the DBB subject area. To undertake more detailed research on standards 
application, members of the UIL consortium used the results (spreadsheets of standards) from the 
BSI investigations.   

As the UK National Standards Body, BSI were unable to provide specific advice or interpretation on 
the contents of the landscape. BSI’s role is to present the facts of the landscape and provide 
observations for technical experts to investigate in more detail. 

 

1 Standards Landscape for L2C Digital Built Britain - Introduction 

1.1 Landscape Mapping 
Standards Landscape mapping relates to the identification and categorisation of standards within a 
particular topic of interest. Formal standards metadata provides information on the standard 
citation, plus information on the committee that developed the standard and, importantly, 
normative references used within the standard.  This effectively defines a ‘parent:child’ relationship 
between the standards.  Within a group of standards it is therefore possible to produce a network of 
standards dependencies, remembering that a standard may be a normative reference within many 
‘child’ standards. 

This landscape can then be used to augment default relationships between standards, with sector 
specific topics and areas of interest. At its basic level, a landscape map would provide a list of ‘in 
scope’ standards. This is typically used when proposing new areas of standardisation to identify 
potential conflicts between new and existing standards. Further analysis can yield insights such as 
standards gaps, where topics have no standards associated with them. Landscapes analysis can also 
be conducted in the context of particular stakeholder groups, business workflow or policy 
frameworks to establish insights such as ‘Which standards support this piece of legislation?’ 

1.2 Approach for the L2C project 
The approach used followed the established approach for standards landscape mapping and was 
undertaken by the BSI Knowledge Centre with expert technical and standards input from the UIL 
team. 
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The landscape mapping activity established a topic ontology for Level 2 Convergence (L2C) to 
provide terms that can be used to search the standards databases. Formal Standards do have a high-
level subject classification, but this is too imprecise to undertake a landscape mapping.  For this a 
customised ontology of terms needs to be established.  One of the subject ontologies is shown in 
Figure 2 below: 

 

 
 

Figure 2 - Ontology for the broad L2C landscape 

 

The ontology is based on a trio of concepts; this allows for search of standards that are relevant to a 
particular topic in a given application area (system) in a given domain (target).  For example, we may 
be able to find standards on manufacturing::design::analysis, but not transport::design::analysis.  
Wildcards and Boolean operators allow us to refine our search. The outcome of the search may also 
inform how the ontology needs to evolve. 

Each system and topic in the ontology is represented by a number of synonyms. These are used to 
provide key words to query the standards database using an iterative process to refine the keywords 
to return appropriate standards in terms of both relevance and quantity. 

Matrices and networks can be constructed of the ontology based on the results of the standards 
search. This can include statistical representation of the results, for example, a pie chart or stacked 
bar graph of the number of standards in each topic for a given system. 

For the L2C project, an extensive number of landscapes were generated for different topic areas and 
also at different ‘scales’ in the DBB landscape. These are covered in the following section but 
comprise briefly of a broad scope standards landscape covering the standards related to DBB, 

class StandardsSearch

«system»
Target

- targetType: targetType

notes
The target is the root topic
areas of interest, often the
market segment in which an
actor is operating or
undertaking tasks.

«subsystem»
function

- keywords: keyword [1..*]
- system: system
- topic: topic

notes
The function describes the
activity being undertaken
in the target area, for
example "supply chain IN
planning"

«enumeration»
topic

 2: search
 5: analysis
 3: format
 4: exchange
 6: management
 1: creation

«enumeration»
system

 2: design
 6: maintenance
 5: commission
 4: construction
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 3: manufacture
 7: operation

«enumeration»
targetType

 manufacturing
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 smart cities
 IoT
 houses

The system or 'vertical 
axes'.  The 'feature of 
interest' in the target 
areas.  These relate to 
the asset lifecycle

a Function may have 
sub-functions .  Topics 
are consistent for all 
levels of Functions

These are attributes of 
the system we are 
interested in.  The topics 
are often generic and 
relevant to many 
systems.  Sometimes 
called 'horizontal axes'.  
These are facets of the 
data lifecycle.

The target type 
segmenting or 
classifying the vertical 
keywords. 

«dataType»
Keyword

notes
Each function can have
several keywords or
synonyms used in the
search.  The keywords are
often tailored according to
ensure function is relevant
to the target
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mapped across the asset lifecycle and data lifecycle, highlighting the gaps across the landscape. The 
standards landscape was filtered for the following target areas: 

• Transport 
• Utilities 
• IOT 
• Smart Cities 
• Manufacturing 
• Health 
• Housing 

 
The aim of this landscape is to provide a context for generic data management activities in the 
context of DBB activities and provide a heat map of standards activity. 

Fine scale standard landscapes for the scope of DBB as outlined above covered the following target 
areas: 

• Transport 
• Utilities 
• Housing 
• Health 

 
These standards landscapes covered sub-topics of these thematic areas, intercepted with specific 
service areas related to the topics, for example, ‘capacity planning for a rail station’. The aim is to be 
able to identify standards that an actor performing that service should follow as best practice. For 
this work four separate spreadsheets were supplied. 

This ‘broad scale v fine scale’ approach to landscape mapping is a new approach developed by UIL 
and has been tested on this project to discover if it provides insights into how standards can be 
discovered and used. For large multidisciplinary subject areas like IoT and Smart Cities, BSI have 
found that single ‘all encompassing’ landscapes can be too large providing little support to experts to 
interpret. It is hoped that this approach can provide both breadth and depth to support the use and 
selection of standards in a particular context. 

 

2 Research methodology 
At BSI is it largely, but not exclusively, based on the content held within formal standards catalogues.  
BSI has a dedicated Knowledge Centre of information professionals who manage BSI’s catalogues 
and databases. 

 

2.1 Resources 
The leading standards database Perinorm was used for this piece of research. Perinorm is a 
bibliographic standards and technical regulations reference database, with indexed international 
standards from over 200 organizations in 23 countries, totalling more than 1,700,000 records. The 
data is sourced directly from standards bodies and updated on a monthly basis, ensuring high 
quality, relevant data.  
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2.2 Keywords 
Searches of Perinorm are dependent on the selection of appropriate keywords based on the subject 
area ontology. The selection of keywords used for the searches is an iterative process based on the 
quality of the results returned for each keyword combination. Keywords are added, removed and 
refined, to return the most appropriate (in terms of relevance and quantity) list of standards.   
 
2.3 How the research was carried out  
The formal standards piece of research was split into three main phases: 

2.3.1 Phase 1 (Detailed Landscape) 
• The L2C project team discussed the different available options and established the most 

appropriate approach to carry out the standards research. 

o A number of key target areas were identified.  For each target area a system:topic 
matrix was created. The system facets were defined on the vertical axis of the 
matrix, and two topics on the horizontal axis. 

• The matrix served as a basis to identify relevant keywords and phrases relevant to each 
target area. The system facets described a particular aspect of the target area. The topic 
keywords describe a service or activity being performed. The list of keywords and phrases 
was the result of a joint effort from the subject matter experts. 

o To ensure that the selected keywords and phrases were suitable to the terminology 
used in the standards world, the project team and the Knowledge Centre verified 
the keywords by running individual searches on the standards database and 
establishing whether these would retrieve any standards.  

o Where standards were not found, the Knowledge Centre team tried to adapt the 
original terms provided to the ‘standards language’ by looking for synonyms or 
related terms found on the International Classification for Standards (ICS) codes as 
well in the descriptors field from some core relevant standards.  

o In some cases, the synonyms or related terms still didn’t find any results; this clearly 
defined the gaps in standardisation.  

• Once all keywords were agreed by the project team, the Knowledge Centre carried out 
Perinorm searches on each individual keyword or group of related terms to obtain the total 
number of standards found per search. This gave an idea of the overall count for the entire 
standards landscape, which helped in phase 2 to establish the number of standards that 
should be expected when combining the sector specific system (vertical axis) and the 
keywords within each topic (horizontal axis).  

2.3.2 Phase 2 (Detailed Landscape) 
• The second phase of the research began in order to narrow the overall results for each 

vertical by combining these with the keywords for each service 1 and 2.  
• The subject matter experts in the project team assisted the Knowledge Centre team in 

refining the searches that brought a considerably large number of standards, in other words, 
those higher 2,000 results.  

• Several test searches were conducted allowing them to identify the keywords that were 
causing the retrieval of a large and irrelevant number of results. A decision was made to 
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remove these terms from the searches, so that the total number of standards results was 
reduced and more focused. 

2.3.3 Phase 3 (Broad scale Landscape) 
• Phase 3 mirrored the first and second phase comprising of the asset lifecycle as the system, 

and facets of the data lifecycle as the topic areas. 

• The results from this landscape were subsequently filtered to the target areas used in the 
detailed landscape. 

 

2.4 How the landscape data is presented 
The results are presented in a separate Excel Workbook, along with the relevant background 
information demonstrating the search resources. The workbook includes: 

1. Matrices for all four detailed thematic targets areas plus the broadscale asset-data 
target. 

2. Boolean Keyword Searches: this explains how keywords were combined to yield the 
cross representation results of the vertical sectors by the horizontal services for each 
matrix. 

3. Standards Results: the complete list of the search results. The data herein is designed to 
be manipulated in order to view the results by both the vertical sector, the horizontal 
service, and by each sub-areas within the main sector. 

4. An overview of how to make use of this workbook is provided below: 

 
For each standard in the landscape following information is provided: 

• Document identifier 

• Publication date 

• Title 

• Abstract 

• International relationship 

• Cross references 

• Committee reference 

• Descriptors 

• Classification 

• Issuing body 

 

2.5 How to use the workbook 
• The data has been designed to be manipulated by using the filters in columns A, B and C. 

Column A contains the vertical sector data such as Construction and Utilities, column B 
contains the broad horizontal (topic) technology layer, and column C allows for further 
precision by narrowing the results by the sub sector areas. For example, if you want to know 
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which standards are applicable to ‘transport hubs’ in relation ‘Service 1', you would filter by 
‘Transport’ in column A and ‘Service 1’ in Column C.  

• Ultimately, this type of data manipulation allows for a quick and simple query of the data to 
ascertain the relevant standards based on any combination of the vertical sectors and 
services, as well as areas within the asset lifecycle and any of the data facets. 

 

2.6 Limitations of use 
The use of Perinorm for this project also presented some challenges:  

1. Initial keywords were either too broad or were not relevant to the accepted Standards 
Indexing terms. This required several iterations testing keywords, excluding broad ones 
and finding synonyms for the ones that were too specific. 

2. Using generic terms leads to irrelevant standards found within the search results. 
Furthermore, many standards are indexed in Perinorm with generic terms which may be 
used in a different context that falls out of the scope of the research. This makes it very 
difficult to refine the search results in an automated way, and sometimes may require 
the removal of standards from the results manually. This, however, breaks the research 
methodology and makes updating the data in the future difficult.  

3. There are inconsistencies in the indexing of standards included in Perinorm. Some EN, 
ISO and IEC standards are indexed differently to the National adopted version of same 
EN, ISO or IEC standards. This means that some standards would not be found 
depending on which keywords are used in the searches. A review of the descriptors is 
required to understand why some expected standards are not being retrieved.  

4. Duplication of standards were found in three different ways: 
o Some European and International National Standards bodies from overseas such as 

France and China adopt EN and ISO standards using their own numbering system. 
This means that the original EN or ISO standard numbers do not appear in the 
document identifier of the adoptions; this makes it very difficult to remove adopted 
versions of EN or ISO standards from our searches. To date, the only way to remove 
these duplicates has been a manual task.  

o There are, in some cases, various versions retrieved in Perinorm within one search, 
where the variance of versioning and naming protocols across the worldwide IoT 
Standards Bodies means that our strategic searches do not pick up on the 
duplication. 

o The third type of duplication is when a standard comes up in the results in more 
than one horizontal or vertical. Although it may not give a true number of total 
standards, this type of duplication allows the demonstration of overlap between 
different sectors or technologies. 

 
2.7 Perinorm licence 
The Perinorm database of standards is supported by three bodies, of which BSI is one. However, this 
does not give BSI the right to republish the content without agreement from the other parties.  For 
this reason, a Perinorm licence was obtained by UIL to enable BSI to pass the results of the searches 
onto them for subsequent analysis. 
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3 Broad scale standards landscape for L2C 

3.1 Overview 
The broad scale standards landscape is informed by two viewpoints of DBB as shown in Figure 1:  the 
asset lifecycle view and the data lifecycle view. Fundamental to DBB is the management of 
information about the asset through the asset lifecycle. The asset lifecycle includes the design, 
construction and operation of the asset. The data lifecycle includes the creation, storage and 
exchange of data and information. Full explanation of these are given in the table below: 

Data Lifecycle (topic) Asset Lifecycle (system) 
Topic Scope System Scope 
Creation How data is created, primarily 

through measurement. 
Strategic 
Planning** 

Determination of options for 
future scheme. Creation of 
brief. 

Search How data is discovered and 
published for discovery. 

Design Creation of information for 
manufacture, construction 
and use. 

Format The structure, content and 
encoding of the data. 

Manufacture Creation of components or 
systems within factory 
environment. 

Exchange Exchange and messaging 
protocols of data to facilitate 
interoperability. 

Construction Building an asset. 

Analysis Standardised approaches and 
methods for data analysis. 

Commission Starting service for the first 
time and validation of 
function before use. 

Management Process, procedures and 
techniques for data 
management. 

Maintenance* Ongoing activities to ensure 
assets remain fit for purpose. 

  Operation Activity to asset to allow a 
service to be provided. 

Table 1 - System and Topic keywords for the asset-data landscape 
 
The standards search examined standards at the interception between these system:topic 
viewpoints, for example, standards related to the creation of data at each stage of the asset 
lifecycle.  This would provide the basis for analysis such as: 

• Are there any standards specifically related to data capture in the context of the asset 
lifecycle? 

• Are there are different data capture standards for each phase of the asset lifecycle? 

The same can then be applied across all facets of the data lifecycles, for example, standards related 
to data exchange during the operation phase of an asset. This approach gives a broad contextual 
                                                             
* it is worth noting that topics such as archive/delete information is assumed part of each topic and 
decommission of the asset is an outcome derived from the activities across planning and maintenance.  
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standards landscape. It would indicate the existence of standards that could be used in that context, 
providing pointers for standards use. 

3.2 Observations 
The search identified just over 11,000 unique standards in this landscape. This is a high number but 
expected given the subject area (construction and IT have a large standards portfolios). A heat map 
of the standards distribution is shown in Figure 5. This standards landscape was also filtered to 
identify the relevance of this generic landscape to particular target areas.  The target areas are: 

• Transport  
• Utilities  
• Smart Cities  
• Internet of Things 
• Heath  
• Housing 

The aim of this was to identify variations in ‘heat maps’ across and between target areas.  Figure 2 
shows the distribution of the filtering across the target areas. This shows that utilities and 
manufacturing account for over 50% of the standards between them. There is nothing surprising in 
this, as these are extensive and established target areas. Likewise, the proportion of standards 
returned for IoT and Smart Cities are quite small, but these are emerging topic areas with small 
standards portfolios, so again this is not unusual.   

A more interesting observation is when the uniqueness of the standards is considered. Figure 3 
shows the uniqueness of the standards in the asset-data landscape to each of the filter terms in 
Table 1.  This shows that almost half the standards (43%) had no matches to any of the targets.  This 
means they are either generic or matched to other areas.  Given the topic areas chosen in the filters, 
this latter case would not be expected and most asset-data standards are agnostic to the target 
area.   

Similarly, where the filters do match, most standards are unique to one target area and only a total 
of 19% of standards explicitly matched to more than one topic. No standard matches to more than 
three target areas. Further analysis would be interesting to determine if the standards in a particular 
target area of the data-asset landscape reference the generic data-asset standards.  For example, 
‘do standards for transport data exchange reference generic data exchange standards?’  If data 
exchange standards in each target area have different normative references, then this may indicate 
a fundamental barrier to interoperability for CDBB. 
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Figure 3 - Distribution of filtered standards by target area 

 

 
 

Figure 4 - Standards Filter Matches showing uniqueness 

 
3.3 Landscape Heat Maps 
Heat maps were generated for all of the asset-data landscapes, shown in Figure 5.  The first heat map 
is for the entire asset-data landscape; the remaining seven are for the individual target areas. 

 

No matches to the 
target lifecycle stage

Matches only 1 
lifecycle stage

Matches 2 
lifecycle stages

Matches more than 
2 lifecycle stages
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Figure 5 - Heat Maps of Standards in the Asset-Data Landscape
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The heat maps are red for hot areas (most standards), blue for cold areas (fewest standards) and 
white in the middle.  Based on the patterns observed from the heat maps, a number of preliminary 
conclusions can be drawn in respect of standards in the context of CDBB2 as follows: 

• The operational phase of the asset lifecycle is consistently the coolest part of the landscape 
across all topics. 

o Smart Cities and Housing are the only topics where the operational phase is 
significantly warmer than average. 

o This would suggest that, at a general level, operational best practice is not widely 
standardised.  This should be investigated further if the evolution of BIM relies on 
data interoperability at the asset operation phase. 

• Data and information exchange is the warmest part of the landscape across all topics. 
o This is not unexpected as data exchange standards are a very common and obvious 

areas for standardisation, in other words, they are fundamental to collaboration. 
• The coolest topics for data and information relate to searching for data and data analysis 

o ‘Search’ covers how data is published and discovered and so limited standards in 
this area would reflect the anecdotal reports that ‘the right data is hard to find’. 

o Analysis covers the existence of proven and document approaches to how data is 
processed to derive information. 

• Related to the above, the coldest part of the landscape relates to data analysis in the 
operational phase of the asset lifecycle with only three (0.03%) of the total standards.  This 
would clearly indicate this is an area for research and possible future standardisation 
actions, given the broader aim for analytics to support the operation of buildings. 

• The hottest part of the landscape relates to data exchange during the design phase of the 
asset lifecycle, indicating the number of different information exchange definitions that exist 
at a process and device level. 

• Note that while IoT has gained extremely high interest in industry, it is a relatively new area 
of focus and therefore the low numbers in standards for this “market” is not surprising. 
There are many initiative and working groups currently addressing this new market 
opportunity which has its roots in the M2M communication, for which numerous de jure, as 
well as de facto, standards exist.  

More detailed investigation at the standard level would be interesting to see how the ‘heat’ is 
realised, for example, there are 87 standards related to data exchange in asset design system in the 
context of IoT.  It could be useful to understand the scope of these standards and how they relate to 
one another. 

4 Detailed scale standards landscape for L2C 
As outlined above, the asset-data landscape gives a broad context for standards for CDBB. It 
provides a shortlist of standards, but not the ‘recommended’ standard(s) in a particular context. In 
heavily regulated industries, BSI have invested in developing tools that align process workflows and 
standards.  A good example of this is compliance navigator3 that supports organisations in the 

                                                             
2 These are based on results of the landscape searches and would need to be verified by inspection of each of the standards themselves. 
This is beyond the scope of this project. 
3 https://compliancenavigator.bsigroup.com/  
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medical device sector. Such tools do not exist in the DBB space and so the landscape needs research 
into how standards could be mapped to activities. 

The approach used for the detailed level landscapes was to consider an actor in a target area, and 
describe the service that the actor performs as a user story. For example, “I am a facilities manager 
in the utilities sector and I need to specify the location of sensor to optimise building heating and 
cooling”.  This is a different context to “I am a facilities manager in the utilities sector and I need to 
integrate information from different legacy sensor system”.  In both cases the actor is the same, but 
role they are performing is different. Therefore, so are the standards they will need to support. 

The topic areas considered for actors were as follows: 

• Transport 
• Utilities 
• Health 
• Housing 

4.1 Transport 
9427 standards were returned using the keywords specified in Annex 7.  A heatmap of the results is 
shown in Figure 5 below.  The two service areas used to define the system keywords were: 

- Service 1: “managing real-time (road) traffic flow intelligence” 

- Service 2: “dynamic management of traffic signals (lights, VMS, etc.) based on real-time 
information” 

 

 
Figure 6 - Heat map of results – transport 

 
4.2 Utilities 
176O standards were returned using the keywords specified in Annex 7. A heatmap of the results is 
shown in Figure 6 below.  The two service areas used to define the system keywords were: 

- Service 1: “Management of demand side data” 

- Service 2: “Management of peak load” 
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Figure 7 - Heat map of results – utilities 

 

4.3 Health 
822 standards were returned using the keywords specified in Annex 7.  A heatmap of the results is 
shown in Figure 7 below.  It should be noted that for the Healthcare detailed searches Service 1 and 
Service 2 are different ontologies for the same service to determine which provided the best results.  
The two service areas used to define the system keywords were: 

- Service 1: care of elderly 

- Service 2: bed allocation  

 

 
Figure 8 - Heat map of results - Health 

 
 

4.4 Housing 
10,973 standards were returned using the keywords. These results were supplied to UIL analysts for 
interpretation.  A heat map of the results is shown in Figure 8 below 
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Figure 9: Heat map of results - Housing 

5 Broadscale:Finescale Interaction 
An area of investigation was the utility of broad scale and finescale searching of standards to create 
landscapes. In the past, this has always been problematic due to the number and quality of 
standards returned. From a standards development perspective this is addressed through repeated 
iterations until a subset of standards is arrived at that could be considered normative references for 
the new standard.  In the detailed level searches, a similar approach was undertaken.  For this 
project only two iterations were performed, but repeated iterations could be undertaken until a 
final set of standards is arrived at that supported a particular use case or activity in the best possible 
way.  

For the broadscale landscape there is no absolute target for the standards, but a method to define 
the scope of standards through keywords.  Using the data:asset ontology 11,000 standards were 
returned, filtered to particular target areas. 

What is interesting is that, in terms of the standards common to both, the correlation between the 
board scale and finescale view of the same target area is generally very small. In other words, a 
standard in the data-asset landscape that meets the transport filter may not appear in the detailed 
transport search and vice versa.   

A systematic match was undertaken of standards appearing in the asset-data landscape and those 
appearing in the four finescale landscapes.  The match criteria between the two was an exact match 
on the Document Identifier.  The results are shown in Table 2: 
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Finescale Target standards from finescale 
target in asset-data  

standards from asset-data in 
the finescale target 

Transport 
(9426 standards) 

153 (2%) 263 (1% total, 27% filtered)  

Utilities 
(1760 standards) 

55 (0%) 102 (2% total, 27% filtered) 

Health 
(794 standards) 

19 (2%) 40 (0% total, 8% filtered) 

Housing 
(10971 standards) 

102 (0%) 124 (1% total, 3% filtered) 

Table 2 - Broad scale:Finescale standards intersection 

 
Column 1 gives the number of standards from the finescale landscape that appear in the asset-data 
landscape. Column 2 gives the reciprocal, in other words, the number of standards from the asset-
data landscape that appear in the finescale landscape.  For this, two statistics are given: one for the 
full total asset-landscape and one just for the asset-data filtered for the different targets.  

First of all, it is important to point out that the intersection between the standards is not the same in 
both directions due to duplicates in the search results.  These duplicates are ‘by design’ as the 
finescale ontologies required standards to be uniquely identified for each system:topic interaction. 

A manual assessment was made of this low correlation to determine the reasons.  One reason for 
this is that the match criterion was an exact match on the document identifier and there were 
several examples of where different parts of the same standard was identified to be in different 
landscapes.  For example, DIN30795-1 was in the detailed Transport landscape and DIN30795-7 was 
in asset-data (and filtered correctly as a Transport standard). 

Another reason why standards in the finescale landscape did not appear broader landscape is 
because fundamentally they were not defined in terms of data AND asset keywords (only one or the 
other).  The AND could be relaxed, but then the problem is a much larger landscape and also only in 
one dimension (data OR asset). In effect, the filters are being applied at a target level and then 
combined. It is worth noting that if two broader searches were performed the results are likely to 
have greater overlaps and intercepts.  

The third point, and related to the above, highlights that landscapes are very dependent on the 
ontology used to define them. It can be seen there is a far greater match for Transport and Utilities 
than Housing than for the filtered asset-data landscape.  

Finally, it should be remembered that both the broadscale and fine scale landscapes established in 
the project are all correct for their intended purposes. However, because they have different 
ontologies they cannot be considered interoperable in all cases. The approach used to define the 
system and topic ontologies is fundamental to the standards returned. The broadscale and finescale 
ontologies represent different journeys and what you see (intercepting standards) on that journey 
will be different. 
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6 Annex 1 

6.1 Standards Source and Development Organisations 
For the purpose of this research, formal standards searches have been carried out for the following 
list of countries and Standards Development Organisations worldwide:   

• Leading European standardization organisations: 

- Germany (DIN) 

- Austria (ON) 

- Belgium (NBN) 

- Denmark (DS) 

- Spain (AENOR) 

- France (AFNOR) 

- Italy (UNI) 

- Norway (STANDARD ONLINE AS) 

- Netherlands (NEN) 

- Poland (PKN) 

- Czech Republic (CSN) 

- UK (BSI) 

- Russia (GOST) 

- Slovakia (UNMS) 

- Sweden (SIS) 

- Switzerland (SNV) 

- Turkey (TS) 

- Lithuania (LSB) 

 
• European and international standardisation organizations: 

- CEN European Committee for Standardization 

- CENELEC European Committee for Electrotechnical Standardization 

- ETSI European Telecommunications Standards Institute 

- IEC International Electrotechnical Commission 

- ISO International Organization for Standardization 

 
• US-based standardisation organizations: 

- ANSI American National 

- Standards Institute 

- API American Petroleum Institute 

- ASME American Society of Mechanical Engineers 
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- ASTM American Society for Testing and Materials 

- EIA Electronic Industries Alliance 

- IEEE Institute of Electrical and Electronics Engineers 

- NEMA National Electrical Manufacturers Association, 

- NFPA National Fire Protection Association 

- SAE Society of Automotive Engineers 

- UL Underwriters Laboratories 

• Others: 

- ITU International Telecommunication Union 

- JSA Japan Standards Association 

- CSA Canadian Standards Association 

- SABS South African Bureau of Standards 
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6.2 Search Terms 

6.2.1 Asset-Data 

 

 
 
 
 

Concept Term/Facet Synonym

Data Creation Capture
Information Measure*

Monitor*
Observation

Search OR Catalogue
Publish Metadata

Discovery
Archive

Format OR Structure
Product Content Model

Encoding
Schema

Exchange Communication
Interoperability
Transmission

Analysis Visualisation
Portrayal
Error Handling

Management Lifecycle
Audit
Security
Reuse
Destruction
Quality

Concept Term/Facet Strategic Planning Brief and Design Manufactur* Construction Commission and Handover Maintenance Operation Services (externally focussed) Outcomes

Data or 
Information

Risk OR Contract OR "Management 
accounting" or account OR Purchas* 
OR Cost or costing OR Tender* OR 
"Life cycle*" OR Procurement or 
procure OR "Construction works" OR 
Value OR Business OR Strateg* OR 
Policy or policies OR Environmental 
or environment OR Efficiency or 
efficient OR planning OR benefit* OR 
investment or invest or finance or 
investing

Building* or quality or Specification* or 
Design* or "Information security" or 
"Architectural design" or Sustainability or 
"Supply chain" or Infrastructure or structural 
or "Setting-up conditions" or "check lists"  or 
briefing or "capability approval" or structure

"Construction products" or offsite or "type 
testing" or modular or markings or conformity 
or durability or "fire resistance" or "thermal 
performance" or "construction materials" or 
tolerances or mechanical or "Electronic 
equipment and components" or emission or 
Manufactur* 
or 

"Project management" or "Engineering 
works" or Construct* or safety or site 
or "site investigation*" or "personal 
protective equipment" or installation 
or workmanship or geotechnic* 

"Technical document*" or commission* or 
"construction operations" or "visual 
testing" or "safety measures" or operations 
or "data exchange" or validat* or "hand 
over" or handover

"Facility management" or 
maintenance or testing or report* 
or assurance or inspect* or 
examin* or checklist* or "check 
list*" or assessment or assessing or 
"occupational safety" or 
"equipment safety"

"Asset management" or 
"Building service*" or 
operational or "field testing" or 
"electrically operated devices" or 
"thermal environment systems" 
or "air-distribution systems" or 
"energy management" or 
ventilation or "service contract*" 
or "organizational resilience" or 
"organisational resilience" or 
"business continuity" or 
"transport* services" or "public 
utilities"

"railway applications" or noise or 
external or factory or "industrial 
facilities" or "industrial facility" or 
"business facilities" or "business 
facility" or enterprise* or 
"administrative facilities" or consumer 
or services or "public services"

Not required at present "circular economy" or 
"material efficiency" or 
"sustainable procurement" or 
welfare or privacy or payback

Not required at present

AND No. of Results AND No. of Results AND No. of Results AND No. of Results AND No. of Results AND No. of Results AND No. of Results AND No. of Results AND No. of Results

Creation

Creation or Capture or 
Measur* or Monitor* or 
Observation 

Creat* or Captur* or Measur* or 
Monitor* or Observ* 

Origin (empty): 85
Origin: IX: 24

Creat* or Captur* or Measur* or Monitor* or 
Observ* 

Origin (empty): 205
Origin: IX: 27

Creat* or Captur* or Measur* or Monitor* or 
Observ* 

Origin (empty): 111
Origin: IX: 9

Creat* or Captur* or Measur* or 
Monitor* or Observ* 

Origin (empty): 139 
Origin: IX: 25

Creat* or Captur* or Measur* or Monitor* 
or Observ* 

Origin (empty): 103
Origin: IX: 26

Creat* or Captur* or Measur* or 
Monitor* or Observ* 

Origin (empty): 147
Origin: IX: 12

Creat* or Captur* or Measur* or 
Monitor* or Observ* 

Origin (empty): 19
Origin: IX: 4

Creat* or Captur* or Measur* or 
Monitor* or Observ* 

Origin (empty): 
Origin: IX: 

Creat* or Captur* or Measur* 
or Monitor* or Observ* 

Origin (empty): 
Origin: IX: 

Search/Publish

search or publish or 
Catalogue or Metadata or 
Discovery or Archive or 
handling 

search* or publish* or Catalogu* or 
Metadata or Discover* or Archiv* or 
handl* 

Origin (empty): 26
Origin: IX: 4 

search* or publish* or Catalogu* or 
Metadata or Discover* or Archiv* or handl* Origin (empty): 134

Origin: IX: 11

search* or publish* or Catalogu* or Metadata 
or Discover* or Archiv* or handl* Origin (empty): 26

Origin: IX: 4

search* or publish* or Catalogu* or 
Metadata or Discover* or Archiv* or 
handl* 

Origin (empty): 58
Origin: IX: 6

search* or publish* or Catalogu* or 
Metadata or Discover* or Archiv* or 
handl* 

Origin (empty): 63
Origin: IX: 3

search* or publish* or Catalogu* 
or Metadata or Discover* or 
Archiv* or handl* 

Origin (empty): 46
Origin: IX: 2

search* or publish* or Catalogu* 
or Metadata or Discover* or 
Archiv* or handl* 

Origin (empty): 14
Origin: IX: 0

search* or publish* or Catalogu* or 
Metadata or Discover* or Archiv* or 
handl* 

Origin (empty): 
Origin: IX: 

search* or publish* or 
Catalogu* or Metadata or 
Discover* or Archiv* or 
handl* 

Origin (empty): 
Origin: IX: 

Format/Product

format or product or 
Structure or Content 
Model or Encoding or 
Schema 

format* or product or Structure or 
structural or "Content Model*" or 
Encod* or Schema 

Origin (empty): 84
Origin: IX:  13

format* or product or Structure or structural 
or "Content Model*" or Encod* or Schema Origin (empty): 572 

Origin: IX: 74

format* or product or Structure or structural or 
"Content Model*" or Encod* or Schema Origin (empty): 165

Origin: IX: 24

format* or product or Structure or 
structural or "Content Model*" or 
Encod* or Schema 

Origin (empty): 164
Origin: IX: 20

format* or product or Structure or 
structural or "Content Model*" or Encod* 
or Schema 

Origin (empty): 407
Origin: IX: 64

format* or product or Structure or 
structural or "Content Model*" or 
Encod* or Schema 

Origin (empty): 165
Origin: IX: 14

format* or product or Structure 
or structural or "Content 
Model*" or Encod* or Schema 

Origin (empty): 13
Origin: IX: 1

format* or product or Structure or 
structural or "Content Model*" or 
Encod* or Schema 

Origin (empty): 
Origin: IX: 

format* or product or 
Structure or structural or 
"Content Model*" or Encod* 
or Schema 

Origin (empty): 
Origin: IX: 

Exchange

exchang* or communicat* 
or Interoperability or 
interchange or 
transmission or transmit* 
or network* 

exchang* or communicat* or 
Interoperability or interchange or 
transmission or transmit* or 
network* 

Origin (empty): 227 
Origin: IX:  54

exchang* or communicat* or Interoperability 
or interchange or transmission or transmit* 
or network* Origin (empty): 1543

Origin: IX: 268

exchang* or communicat* or Interoperability or 
interchange or transmission or transmit* or 
network* Origin (empty): 494

Origin: IX: 97

exchang* or communicat* or 
Interoperability or interchange or 
transmission or transmit* or network* Origin (empty): 571

Origin: IX: 93

exchang* or communicat* or 
Interoperability or interchange or 
transmission or transmit* or network* Origin (empty): 1040

Origin: IX: 125

exchang* or communicat* or 
Interoperability or interchange or 
transmission or transmit* or 
network* 

Origin (empty): 629
Origin: IX: 97

exchang* or communicat* or 
Interoperability or interchange 
or transmission or transmit* or 
network* 

Origin (empty): 80
Origin: IX: 9

exchang* or communicat* or 
Interoperability or interchange or 
transmission or transmit* or network* Origin (empty): 

Origin: IX: 

exchang* or communicat* or 
Interoperability or 
interchange or transmission 
or transmit* or network* 

Origin (empty): 
Origin: IX: 

Analysis

analys* or analyz* or 
Visualis* or visualiz*or 
Portrayal or "Error 
Handling" 

analys* or analyz* or Visualis* or 
visualiz*or Portrayal or "Error 
Handling" 

Origin (empty): 22
Origin: IX:  0

analys* or analyz* or Visualis* or visualiz*or 
Portrayal or "Error Handling" Origin (empty): 39

Origin: IX: 0

analys* or analyz* or Visualis* or visualiz*or 
Portrayal or "Error Handling" Origin (empty): 30

Origin: IX: 0

analys* or analyz* or Visualis* or 
visualiz*or Portrayal or "Error 
Handling" 

Origin (empty): 30
Origin: IX: 0

analys* or analyz* or Visualis* or 
visualiz*or Portrayal or "Error Handling" Origin (empty): 19

Origin: IX: 0

analys* or analyz* or Visualis* or 
visualiz*or Portrayal or "Error 
Handling" 

Origin (empty): 80 
Origin: IX: 0

analys* or analyz* or Visualis* or 
visualiz*or Portrayal or "Error 
Handling" 

Origin (empty): 3
Origin: IX: 0

analys* or analyz* or Visualis* or 
visualiz*or Portrayal or "Error 
Handling" 

Origin (empty): 
Origin: IX: 

analys* or analyz* or 
Visualis* or visualiz*or 
Portrayal or "Error Handling" 

Origin (empty): 
Origin: IX: 

Management

manag* or Lifecycle* or 
Audit* or Security or 
reuse or reusing or reused 
or destruction or Quality 
or "Life cycles" or "life 
cycle" or destroy*

manag* or Lifecycle* or Audit* or 
Security or reuse or reusing or 
reused or destruction or Quality or 
"Life cycles" or "life cycle" or 
destroy*

Origin (empty): 239 
Origin: IX:  18

manag* or Lifecycle* or Audit* or Security or 
reuse or reusing or reused or destruction or 
Quality or "Life cycles" or "life cycle" or 
destroy*

Origin (empty): 817
Origin: IX: 51

manag* or Lifecycle* or Audit* or Security or 
reuse or reusing or reused or destruction or 
Quality or "Life cycles" or "life cycle" or destroy* Origin (empty): 137 

Origin: IX: 17

manag* or Lifecycle* or Audit* or 
Security or reuse or reusing or reused 
or destruction or Quality or "Life 
cycles" or "life cycle" or destroy*

Origin (empty): 348
Origin: IX: 28

manag* or Lifecycle* or Audit* or Security 
or reuse or reusing or reused or 
destruction or Quality or "Life cycles" or 
"life cycle" or destroy*

Origin (empty): 339
Origin: IX: 25

manag* or Lifecycle* or Audit* or 
Security or reuse or reusing or 
reused or destruction or Quality or 
"Life cycles" or "life cycle" or 
destroy*

Origin (empty): 307
Origin: IX: 31

manag* or Lifecycle* or Audit* 
or Security or reuse or reusing or 
reused or destruction or Quality 
or "Life cycles" or "life cycle" or 
destroy*

Origin (empty): 46
Origin: IX: 7

manag* or Lifecycle* or Audit* or 
Security or reuse or reusing or reused 
or destruction or Quality or "Life 
cycles" or "life cycle" or destroy*

Origin (empty): 
Origin: IX: 

manag* or Lifecycle* or 
Audit* or Security or reuse or 
reusing or reused or 
destruction or Quality or "Life 
cycles" or "life cycle" or 
destroy*

Origin (empty): 
Origin: IX: 

AND
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6.2.2 Transport 

 
 

6.2.3 Utilities 

 

"Transport* station*" No. of Hits "Transport* Hub" No. of Hits "Buildings open to the public" No. of Hits "Railway Station" No. of Hits "Smart station*" No. of Hits "Intelligent Transport Systems" No. of Hits "Smart motorways" No. of Hits "Smart cit*" No. of Hits Road No. of Hits Traffic No. of Hits

Service 1

"Manag*" OR "control*" OR 
"passenger*" OR  "decision-
making" OR " users" OR " 
journey*" OR "rout*" OR 
"traveller*" OR "trip*" OR 
"citizen*" OR "centre*" OR 
"center*" OR "directions" OR 
"dynamic" OR "flow" OR 
"adaptative" OR "density" OR 
"wayfinding" OR "walk*"

6 (Origin:Empty) 36
 1 (Origin:IX) 3

Manag* OR control* OR 
passenger* OR  "decision making" 
OR users OR user OR journey* OR 
rout* OR traveller* OR traveler OR 
trip* OR citizen* OR centre* OR 
center* OR directions OR direction 
OR dynamic OR flow OR adaptative 
OR density OR wayfinding OR "way 
finding" OR walk* 

0 (Origin:Empty)
 0 (Origin:IX)

Manag* OR control* OR 
passenger* OR  "decision making" 
OR users OR user OR journey* OR 
rout* OR traveller* OR traveler OR 
trip* OR citizen* OR centre* OR 
center* OR directions OR direction 
OR dynamic OR flow OR adaptative 
OR density OR wayfinding OR "way 
finding" OR walk* 

296 (Origin:Empty) 896
 4 (Origin:IX)

Manag* OR control* OR 
passenger* OR  "decision making" 
OR users OR user OR journey* OR 
rout* OR traveller* OR traveler OR 
trip* OR citizen* OR centre* OR 
center* OR directions OR direction 
OR dynamic OR flow OR adaptative 
OR density OR wayfinding OR "way 
finding" OR walk* 

8 (Origin:Empty) 17
 0 (Origin:IX) 3

Manag* OR control* OR 
passenger* OR  "decision making" 
OR users OR user OR journey* OR 
rout* OR traveller* OR traveler OR 
trip* OR citizen* OR centre* OR 
center* OR directions OR direction 
OR dynamic OR flow OR adaptative 
OR density OR wayfinding OR "way 
finding" OR walk* 

0 (Origin:Empty)
 0 (Origin:IX)

"real time" OR "traffic flow" OR 
"control centre*" OR "control 
center*" OR "on-trip" OR "traffic 
data" OR "dynamic" OR "traffic 
statistics" OR "traffic monitor*" 
OR "traffic condition*" OR "level 
of service" OR "traffic 
classification" OR "traveller 
information service*" OR "travel 
information system*"

21 (Origin:Empty)
1 (Origin:IX)

"real time" OR "traffic flow" OR 
"control centre*" OR "control 
center*" OR "on-trip" OR "traffic 
data" OR "dynamic" OR "traffic 
statistics" OR "traffic monitor*" 
OR "traffic condition*" OR "level 
of service" OR "traffic 
classification" OR "traveller 
information service*" OR "travel 
information system*"

0 (Origin:Empty)
 0 (Origin:IX)

"real time" OR "traffic flow" OR 
"control centre*" OR "control 
center*" OR "on-trip" OR "traffic 
data" OR "dynamic" OR "traffic 
statistics" OR "traffic monitor*" 
OR "traffic condition*" OR "level 
of service" OR "traffic 
classification" OR "traveller 
information service*" OR "travel 
information system*"

0 (Origin:Empty)
 0 (Origin:IX)

"real time" OR "traffic flow" OR 
"control centre*" OR "control 
center*" OR "on-trip" OR "traffic 
data" OR "dynamic" OR "traffic 
statistics" OR "traffic monitor*" 
OR "traffic condition*" OR "level 
of service" OR "traffic 
classification" OR "traveller 
information service*" OR "travel 
information system*"

199 (Origin:Empty) 197
 1 (Origin:IX)

"real time" OR "traffic flow" OR 
"control centre*" OR "control 
center*" OR "on-trip" OR "traffic 
data" OR "dynamic" OR "traffic 
statistics" OR "traffic monitor*" 
OR "traffic condition*" OR "level 
of service" OR "traffic 
classification" OR "traveller 
information service*" OR "travel 
information system*"

195 (Origin:Empty)
15 (Origin:IX)

Service 2

"Provision" OR "Free-flow" OR 
"ticket*" OR "supply" OR 
"smart" OR "seamless" OR 
"payment" OR "wireless" OR 
"passengers"

1 (Origin:Empty) 6
1 (Origin:IX) 2

"Provision" OR "Free-flow" OR 
"ticket*" OR "supply" OR 
"smart" OR "seamless" OR 
"payment" OR "wireless" OR 
"passengers"

0 (Origin:Empty)
 0 (Origin:IX)

"Provision" OR "Free-flow" OR 
"ticket*" OR "supply" OR 
"smart" OR "seamless" OR 
"payment" OR "wireless" OR 
"passengers"

251 (Origin:Empty) 391
4 (Origin:IX)

"Provision" OR "Free-flow" OR 
"ticket*" OR "supply" OR 
"smart" OR "seamless" OR 
"payment" OR "wireless" OR 
"passengers"

6 (Origin:Empty)
 0 (Origin:IX)

"Provision" OR "Free-flow" OR 
"ticket*" OR "supply" OR 
"smart" OR "seamless" OR 
"payment" OR "wireless" OR 
"passengers"

0 (Origin:Empty)
 0 (Origin:IX)

"Dynamic" OR "MIDAS" OR "real-
time" OR "traffic sign*" OR 
"Traffic technolog*" OR 
"telematics" OR "rout*" 
"journey*" OR "VMS" OR "road 
vehicles" OR "messag*" OR 
"adaptative"

69 (Origin:Empty) 74
3 (Origin:IX) 4

"Dynamic" OR "MIDAS" OR "real-
time" OR "traffic sign*" OR 
"Traffic technolog*" OR 
"telematics" OR "rout*" 
"journey*" OR "VMS" OR "road 
vehicles" OR "messag*" OR 
"adaptative"

0 (Origin:Empty)
 0 (Origin:IX)

"Dynamic" OR "MIDAS" OR "real-
time" OR "traffic sign*" OR 
"Traffic technolog*" OR 
"telematics" OR "rout*" 
"journey*" OR "VMS" OR "road 
vehicles" OR "messag*" OR 
"adaptative"

3 (Origin:Empty)
 0 (Origin:IX)

"Dynamic" OR "MIDAS" OR "real-
time" OR "traffic sign*" OR 
"Traffic technolog*" OR 
"telematics" OR "rout*" 
"journey*" OR "VMS" OR "road 
vehicles" OR "messag*" OR 
"adaptative"

6615 (Origin:Empty) 6521
 258 (Origin:IX) 264

"Dynamic" OR "MIDAS" OR "real-
time" OR "traffic sign*" OR 
"Traffic technolog*" OR 
"telematics" OR "rout*" 
"journey*" OR "VMS" OR "road 
vehicles" OR "messag*" OR 
"adaptative"

653 (Origin:Empty) 659
 103 (Origin:IX) 104

Keyword ->
Smart cities or smart city No. of hits Smart grid or smart grids No. of hits

Electricity OR "Power transmission" 
(excluded from search due to 1783 hits) OR 
"distribution network*" No. of hits "Micro grid" No. of hits Smart buildings or Smart building No. of hits

Service 1

"energy manag*" OR "load management" OR 
"load forecasting" OR "load control*" OR 
"control centre*" OR "control center*" OR 
"forecasting" OR "energy demand" OR "load" 
OR "energy" OR " level of service" OR 
"information" OR "energy consumption data" 
OR "available capacity data" OR "consumption 
profile data" OR "environmental data" OR 
"demand management" OR "demand-side 
response" OR "edge balancing" OR 
"management of DSR data"

26 (Origin:Empty)
 2 (Origin:IX)

"energy manag*" OR "load management" OR 
"load forecasting" OR "load control*" OR 
"control centre*" OR "forecasting" OR "energy 
demand" OR "load" OR "energy" OR " level of 
service" OR "information" OR "energy 
consumption data" OR "available capacity 
data" OR "consumption profile data" OR 
"environmental data" OR "demand 
management" OR "demand-side response" OR 
"edge balancing" OR "management of DSR 
data"

59 (Origin:Empty) 67
 0 (Origin:IX) 2

"energy manag*" OR "load management" OR 
"load forecasting" OR "load control*" OR 
"control centre*" OR "forecasting" OR "energy 
demand" OR "load" OR "energy" OR " level of 
service" OR "information" OR "energy 
consumption data" OR "available capacity 
data" OR "consumption profile data" OR 
"environmental data" OR "demand 
management" OR "demand-side response" OR 
"edge balancing" OR "management of DSR 
data"

1298 (Origin:Empty) 1306
 48 (Origin:IX)

"energy manag*" OR "load management" OR 
"load forecasting" OR "load control*" OR 
"control centre*" OR "forecasting" OR "energy 
demand" OR "load" OR "energy" OR " level of 
service" OR "information" OR "energy 
consumption data" OR "available capacity 
data" OR "consumption profile data" OR 
"environmental data" OR "demand 
management" OR "demand-side response" OR 
"edge balancing" OR "management of DSR 
data"

0 (Origin:Empty) 6
0 (Origin:IX) 

"energy manag*" OR "load management" OR 
"load forecasting" OR "load control*" OR 
"control centre*" OR "control center*" OR  
forecasting  OR "energy demand" OR  load  OR  
energy  OR " level of service" OR "information" 
OR "energy consumption data" OR "available 
capacity data" OR "consumption profile data" 
OR "environmental data" OR "demand 
management" OR "demand-side response" OR 
"edge balancing" OR "management of DSR 
data"

19 (Origin:Empty) 20
2(Origin:IX)

Service 2

"Management of" OR "control centre*" OR 
"control center*" OR "forecasting" OR "peak 
load" OR "intelligent appliance*" OR "smart 
appliance*" OR "household equipment*" OR 
"small business" OR "demand" OR "peak" OR 
"supply management" OR "supply provision" 
OR "frequency response reserve" OR "reserve" 
OR "demand management" OR "behind the 
meter"

1 (Origin:Empty)
 0 (Origin:IX)

"Management of" OR "control centre*" OR 
"control center*" OR "forecasting" OR "peak 
load" OR "intelligent appliance*" OR "smart 
appliance*" OR "household equipment*" OR 
"small business" OR "demand" OR "peak" OR 
"supply management" OR "supply provision" 
OR "frequency response reserve" OR "reserve" 
OR "demand management" OR "behind the 
meter"

2 (Origin:Empty) 4
 0 (Origin:IX)

"Management of" OR "control centre*" OR 
"control center*" OR "forecasting" OR "peak 
load" OR "intelligent appliance*" OR "smart 
appliance*" OR "household equipment*" OR 
"small business" OR "demand" OR "peak" OR 
"supply management" OR "supply provision" 
OR "frequency response reserve" OR "reserve" 
OR "demand management" OR "behind the 
meter"

296 (Origin:Empty) 256
19 (Origin:IX)

"Management of" OR "control centre*" OR 
"control center*" OR "forecasting" OR "peak 
load" OR "intelligent appliance*" OR "smart 
appliance*" OR "household equipment*" OR 
"small business" OR "demand" OR "peak" OR 
"supply management" OR "supply provision" 
OR "frequency response reserve" OR "reserve" 
OR "demand management" OR "behind the 
meter"

0 (Origin:Empty)
0 (Origin:IX)

"Management of" OR "control centre*" OR 
"control center*" OR "forecasting" OR "peak 
load" OR "intelligent appliance*" OR "smart 
appliance*" OR "household equipment*" OR 
"small business" OR "demand" OR "peak" OR 
"supply management" OR "supply provision" 
OR "frequency response reserve" OR "reserve" 
OR "demand management" OR "behind the 
meter"

1 (Origin:Empty)
0 (Origin:IX)
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6.2.4 Housing 

 
  

"Residential" "Domestic" "Design" "architect*" "structur*" "engineer*"

AND No. of Results AND No. of Results AND No. of Results AND No. of Results AND No. of Results AND

Service 1: To 
provide safer, 
more accessible 
and affordable 
social housing.

"house" OR "houses" OR "housing" OR "access" OR 
"accessibility" OR "afford*" OR "cost*" OR "tenant" OR 
"landlord" OR "social" OR "citizen*" OR "Fire safety in 
buildings" OR "Means of escape from fire in buildings" 
OR "emergency exits" OR "Fire-escape routes" OR 
"management" OR "Lifts" OR "Risk assessment" OR 
"Fire doors" OR "Fire-resistant materials" OR 
"Buildings by fire risk categories" OR "Fire safety" OR 
"Fire alarms" OR "Disabled people" 

ALL: 384
IX :  0

"house" OR "houses" OR "housing" OR "access" OR 
"accessibility" OR "afford*" OR "cost*" OR "tenant" OR 
"landlord" OR "social" OR "citizen*" OR "Fire safety in 
buildings" OR "Means of escape from fire in buildings" 
OR "emergency exits" OR "Fire-escape routes" OR 
"management" OR "Lifts" OR "Risk assessment" OR 
"Fire doors" OR "Fire-resistant materials" OR 
"Buildings by fire risk categories" OR "Fire safety" OR 
"Fire alarms" OR "Disabled people" 

ALL: 500
IX :  1

"house" OR "houses" OR "housing" OR "access" OR 
"accessibility" OR "afford*" OR "cost*" OR "tenant" OR 
"landlord" OR "social" OR "citizen*" OR "Fire safety in 
buildings" OR "Means of escape from fire in buildings" 
OR "emergency exits" OR "Fire-escape routes" OR 
"management" OR "Lifts" OR "Risk assessment" OR 
"Fire doors" OR "Fire-resistant materials" OR 
"Buildings by fire risk categories" OR "Fire safety" OR 
"Fire alarms" OR "Disabled people" 

ALL: 1313
IX :  23

"house" OR "houses" OR "housing" OR "access" OR 
"accessibility" OR "afford*" OR "cost*" OR "tenant" OR 
"landlord" OR "social" OR "citizen*" OR "Fire safety in 
buildings" OR "Means of escape from fire in buildings" 
OR "emergency exits" OR "Fire-escape routes" OR 
"management" OR "Lifts" OR "Risk assessment" OR 
"Fire doors" OR "Fire-resistant materials" OR 
"Buildings by fire risk categories" OR "Fire safety" OR 
"Fire alarms" OR "Disabled people" 

ALL: 172
IX :  0

"house" OR "houses" OR "housing" OR "access" OR 
"accessibility" OR "afford*" OR "cost*" OR "tenant" OR 
"landlord" OR "social" OR "citizen*" OR "Fire safety in 
buildings" OR "Means of escape from fire in buildings" 
OR "emergency exits" OR "Fire-escape routes" OR 
"management" OR "Lifts" OR "Risk assessment" OR 
"Fire doors" OR "Fire-resistant materials" OR 
"Buildings by fire risk categories" OR "Fire safety" OR 
"Fire alarms" OR "Disabled people" 

ALL: 1430
IX :  42

"house" OR "houses" OR "housing" OR "access" OR 
"accessibility" OR "afford*" OR "cost*" OR "tenant" OR 
"landlord" OR "social" OR "citizen*" OR "Fire safety in 
buildings" OR "Means of escape from fire in buildings" 
OR "emergency exits" OR "Fire-escape routes" OR 
"management" OR "Lifts" OR "Risk assessment" OR 
"Fire doors" OR "Fire-resistant materials" OR 
"Buildings by fire risk categories" OR "Fire safety" OR 
"Fire alarms" OR "Disabled people" 

ALL: 742
IX :  37

Service 2: To 
build energy 
efficient housing 
more quickly.

"Efficiency" OR "Thermal output" OR "Heat" OR 
"Water heaters" OR "Heat transfer" OR "Heat loss" 
OR "Heat pumps" OR "Energy consumption" OR 
"Hot-water supply systems" OR "Thermal 
environment systems" OR "Space-heating 
systems" OR "Heating equipment" OR "energ*" OR 
"insulat*" OR "Engineering drawings" OR 
"Architectural drawings" OR "Drawings" OR 
"Technical drawing" OR "Graphic representation" 
OR  "Lines (geometry)" OR "Construction systems 
parts" OR "Technical documents" OR "Building 
specifications" OR "Space planning and design" 

ALL: 506 
IX :  3

"Efficiency" OR "Thermal output" OR "Heat" OR 
"Water heaters" OR "Heat transfer" OR "Heat loss" 
OR "Heat pumps" OR "Energy consumption" OR 
"Hot-water supply systems" OR "Thermal 
environment systems" OR "Space-heating 
systems" OR "Heating equipment" OR "energ*" OR 
"insulat*" OR "Engineering drawings" OR 
"Architectural drawings" OR "Drawings" OR 
"Technical drawing" OR "Graphic representation" 
OR  "Lines (geometry)" OR "Construction systems 
parts" OR "Technical documents" OR "Building 
specifications" OR "Space planning and design" 

ALL: 653
IX :  2

"Efficiency" OR "Thermal output" OR "Heat" OR 
"Water heaters" OR "Heat transfer" OR "Heat loss" 
OR "Heat pumps" OR "Energy consumption" OR 
"Hot-water supply systems" OR "Thermal 
environment systems" OR "Space-heating 
systems" OR "Heating equipment" OR "energ*" OR 
"insulat*" OR "Engineering drawings" OR 
"Architectural drawings" OR "Drawings" OR 
"Technical drawing" OR "Graphic representation" 
OR  "Lines (geometry)" OR "Construction systems 
parts" OR "Technical documents" OR "Building 
specifications" OR "Space planning and design" 

ALL: 1686
IX :  29

"Efficiency" OR "Thermal output" OR "Heat" OR 
"Water heaters" OR "Heat transfer" OR "Heat loss" 
OR "Heat pumps" OR "Energy consumption" OR 
"Hot-water supply systems" OR "Thermal 
environment systems" OR "Space-heating 
systems" OR "Heating equipment" OR "energ*" OR 
"insulat*" OR "Engineering drawings" OR 
"Architectural drawings" OR "Drawings" OR 
"Technical drawing" OR "Graphic representation" 
OR  "Lines (geometry)" OR "Construction systems 
parts" OR "Technical documents" OR "Building 
specifications" OR "Space planning and design" 

ALL: 336
IX :  1

"Efficiency" OR "Thermal output" OR "Heat" OR 
"Water heaters" OR "Heat transfer" OR "Heat loss" 
OR "Heat pumps" OR "Energy consumption" OR 
"Hot-water supply systems" OR "Thermal 
environment systems" OR "Space-heating 
systems" OR "Heating equipment" OR "energ*" OR 
"insulat*" OR "Engineering drawings" OR 
"Architectural drawings" OR "Drawings" OR 
"Technical drawing" OR "Graphic representation" 
OR  "Lines (geometry)" OR "Construction systems 
parts" OR "Technical documents" OR "Building 
specifications" OR "Space planning and design" 

ALL: 1816
IX :  56

"Efficiency" OR "Thermal output" OR "Heat" OR 
"Water heaters" OR "Heat transfer" OR "Heat loss" 
OR "Heat pumps" OR "Energy consumption" OR 
"Hot-water supply systems" OR "Thermal 
environment systems" OR "Space-heating 
systems" OR "Heating equipment" OR "energ*" OR 
"insulat*" OR "Engineering drawings" OR 
"Architectural drawings" OR "Drawings" OR 
"Technical drawing" OR "Graphic representation" 
OR  "Lines (geometry)" OR "Construction systems 
parts" OR "Technical documents" OR "Building 
specifications" OR "Space planning and design" 

ALL: 1193
IX :  47

Housing
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6.2.5 Health 
Search 1

Your query - Health 

without: Document identifier+: "EN" OR "ISO" OR "IEC" OR "TS" OR "TR" OR "CEN" OR “CIE” OR "DSF" ,

without: Title/Keywords (English): "Addendum" OR "amendment" OR "Corrigendum" OR "Erratum",

and Title (English): Health or healthcare or "Ambient Assisted Living" ,

and Title/Keywords (English): elderly OR outcome* OR benefit* OR care OR caring OR plan* OR deliver* OR triag* OR Convales* OR patient* OR acute 

OR framework* OR rehabilitat* OR chronic* OR social* OR communit* OR capacit* OR capabilit* OR discharge* OR administ* OR admit* OR emergenc* 

OR assist* OR "Ambient Assisted Living" or Sanatorium or "nursing home*",

without: Document identifier+: "AMD" OR "AC" OR "A1" OR "A2" OR "A3" OR "A4" OR "A5" OR "A6" OR "A7" OR "A8" OR "A9" OR "A10" OR "A11" OR 

"A12" OR "PRA1" OR "PRA2" OR "PRA3" OR "PRA4" OR "PRA5" OR "PRA6" OR "HD" OR "UIC" OR "CWA" OR "AGFW" OR "VDI" OR "VDMA" OR "ITU*" OR 

"ASD-STAN" OR "EN" OR "ISO" OR "IEC" OR "TS" OR "TR" OR "CEN" OR "CIE" OR "DSF",

Only valid records resulted in 671 hits.

Search 2

Your query - Health

Origin code: "IX",

without Title/Keywords (English): "Addendum" OR "amendment" OR "Corrigendum" OR "Erratum",

and Title (English): Health or healthcare or "Ambient Assisted Living" ,

and Title/Keywords (English): elderly OR outcome* OR benefit* OR care OR caring OR plan* OR deliver* OR triag* OR Convales* OR patient* OR acute 

OR framework* OR rehabilitat* OR chronic* OR social* OR communit* OR capacit* OR capabilit* OR discharge* OR administ* OR admit* OR emergenc* 

OR assist* OR "Ambient Assisted Living" or Sanatorium or "nursing home*",

without Document identifier+: "AMD" OR "AC" OR "A1" OR "A2" OR "A3" OR "A4" OR "A5" OR "A6" OR "A7" OR "A8" OR "A9" OR "A10" OR "A11" OR 

"A12" OR "PRA1" OR "PRA2" OR "PRA3" OR "PRA4" OR "PRA5" OR "PRA6" OR "HD" OR "UIC" OR "CWA" OR "AGFW" OR "VDI" OR "VDMA" OR "ITU*" OR 

"ASD-STAN" OR "EN" OR "ISO" OR "IEC" OR "TS" OR "TR" OR "CEN" OR "CIE" OR "DSF",

Only valid records resulted in 124 hits.

Search 1

Your query - Hospital Bed

without Document identifier+: "EN" OR "ISO" OR "IEC" OR "TS" OR "TR" OR "CEN" OR “CIE” OR "DSF" ,

without Title/Keywords (English): "Addendum" OR "amendment" OR "Corrigendum" OR "Erratum",

and Free text: hospital* and bed*,

and Free text: manag* OR block* OR discharg* OR administ* OR capacit*,

without Document identifier+: "AMD" OR "AC" OR "A1" OR "A2" OR "A3" OR "A4" OR "A5" OR "A6" OR "A7" OR "A8" OR "A9" OR "A10" OR "A11" OR 

"A12" OR "PRA1" OR "PRA2" OR "PRA3" OR "PRA4" OR "PRA5" OR "PRA6" OR "HD" OR "UIC" OR "CWA" OR "AGFW" OR "VDI" OR "VDMA" OR "ITU*" OR 

"ASD-STAN" OR "EN" OR "ISO" OR "IEC" OR "TS" OR "TR" OR "CEN" OR "CIE" OR "DSF",

Only valid records resulted in 29 hits.

Search 2

Your query - Hospital Bed 

Origin code: "IX"

without Title/Keywords (English): "Addendum" OR "amendment" OR "Corrigendum" OR "Erratum",

and Free text: hospital* and bed*,

and Free text: manag* OR block* OR discharge* OR administ* OR capacit*,

without Document identifier+: "AMD" OR "AC" OR "A1" OR "A2" OR "A3" OR "A4" OR "A5" OR "A6" OR "A7" OR "A8" OR "A9" OR "A10" OR "A11" OR 

"A12" OR "PRA1" OR "PRA2" OR "PRA3" OR "PRA4" OR "PRA5" OR "PRA6" OR "HD" OR "UIC" OR "CWA" OR "AGFW" OR "VDI" OR "VDMA" OR "ITU*" OR 

"ASD-STAN" OR "EN" OR "ISO" OR "IEC" OR "TS" OR "TR" OR "CEN" OR "CIE" OR "DSF",

Only valid records resulted in 0 hits.
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Part 2 – Meta Standard 
 

Digital Built Britain has a broad scope and the activities related to it amount to 43% of the UK’s 

economy. In consequence, the number of actors linked to the built environment spans city mayors 

and officials, city planners, transport authorities, utilities service providers, design and engineering 

consultancies, construction companies, asset managers, facilities managers, building regulation 

authorities, hospital trusts, and government departments, to name a few.  

In the journey towards a more integrated built environment able to address all the competing needs 

of different systems, a meta standard proposes an approach to begin to consolidate the needs and 

requirements of the asset into accessible, functional tools founded on the knowledge codified in 

standards, and augmented with best practice specifications, guidance and tools used by expert 

practitioners.  

The meta standard approach enables the Convergence principle to come to life by developing use 

case informed tools. These provide the user with all the requirements relevant to the asset in a way 

that can be easily specified, while ensuring a full lifecycle picture is given.  

 

7 Future of a DBB Meta Standard - Introduction  
 

7.1 Meta standard  
The meta standard toolkit was created by Dr Lluïsa Marsal as a methodology for integrating 

standards with a particular user in mind. The proof of concept meta standard integrated the Smart 

City standard with BIM and IoT standards. The intended user for this meta standard were mainly city 

planners.  

The purpose of a meta standard can be summarised in the context of DBB, in the following points:   

• Create an integration layer for the standards across the lifecycle of assets that refer to 

information requirements in particular, across the different stages of the lifecycle. This will 

therefore provide a comprehensive picture of the requirements across all stages.  

• Support actors across the different groups, to plan, design, build, maintain, and operate with 

tools to ensure they are taking into account all the requirements downstream. This will 

enable them to future proof the specification, creation, use and feedback of information 

about an asset and its performance.  

• Support individuals to carry out their work in a more informed way with a set of tools that 

help navigate the requirements for an information enabled built environment, and develop 

data driven tools that can support self-certification in the future.  

Key characteristics of a meta standard are: 

• It is user specific: while a whole lifecycle view can be provided, the meta standard base will 

dictate to a large extent which users or actors will find it most useful. By building the meta 

standard on the Smart Cities standards, the meta standard becomes geared towards 

supporting city infrastructure planners, while using the Asset management standards as the 

blueprint provides a useful tool to the asset manager or asset owner.  
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• It is competency led: the meta standard sets out a number of competencies that need to be 

fulfilled in order to ensure all aspects of the asset planning or asset maintenance have been 

met. In developing the meta standard further, we have considered the potential for 

increased scale and scope. The competency approach enables us to generalise these, 

whether we are considering a city scale development or a single building. To contextualise 

this within an organisation, where organisation could be a nation, city, local authority or 

campus, there should be a strategic framework which links the different aspects of the 

organisation together.  

• It comprises different pathways: currently, these pathways include strategy, 

data/information, technology and finance. While these are key pathways to ensure a 

comprehensive assessment of the requirements for an asset in each stage of the lifecycle, 

we believe that an Asset Capability pathway needs to be explicitly developed, highlighting 

the performance requirements of the asset in question. This is challenging for the ‘city view’ 

given its complexity, but a necessity at least at system level (for example, energy, transport, 

health) to ensure that the DBB vision can be realised. The asset capability would describe 

the functionality of the asset, which responds to the service that is seeks to provide. This 

capability would be accompanied by the requirements for the service provision, which 

invariably would include the organisational requirements and employee requirements to 

fulfil the function.  

 

7.2 L2C approach  

As seen in the DBB Standards Landscape, there are thousands of standards relevant to the 

management of information and the built environment. However, these standards are not always 

accessible to the right person. This can be as a result of: 

• Lack of relevant knowledge and capability: one of the biggest challenges faced by public 

clients, and local authorities in particular, is the lack of technical understanding of new data 

driven solutions and technologies. This can have a big impact in how services are initially 

procured and therefore their ultimate performance when services are delivered.  

• Lack of understanding of downstream and upstream activities: in order to deliver complex 

infrastructure or building projects, and the services these support, technical experts, 

architects, engineers, and service providers need to focus on the fine detail to ensure 

successful delivery. However, this can sometimes have a myopic effect in the way that 

interoperability across the lifecycle is served. Upstream activities need to be cognisant and 

take into account the requirement of information use and management downstream.  

• Poor links established between the asset, the information about the asset and how this 

supports a particular business or societal benefit. While this analysis is often part of business 

cases to support a particular change, the standards don’t support this link through the 

lifecycle and the pathway breaks down. This prevents a successful full lifecycle feedback 

loop of information to inform upstream activities in the lifecycle.  
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8 Building the meta standard 
The meta standard toolkit was created by Dr Lluïsa Marsal as a methodology for integrating 

standards. The proof of concept meta standard integrated the Smart City standard with BIM and IoT 

standards. The intended user for this meta standard was city planners. 

 
 

 

 

 

Figure 10 - Meta standards development process 

8.1.1 Step 1 - Identifying the use case, user and master standards  

As shown on Figure 10 the meta standard ‘tool’ could be adapted to different industries, levels of 

details or users. In this particular assignment we have focused on the meta standard tool required by 

city planners or city estates managers. This is a priority to explore because this role has a large 

impact in what is procured, whether during the capital phase or the operational phase.  

8.1.2 Step 2 - Creating the matrix 

The first step of the exercise was to review the asset management standards and apply the same 

methodology described in the Actionable Integrated Meta standard (AIM). The original meta 

standard took the four Smart City standards (PAS 181, PAS 182, PAS 183 and PAS 184) and analysed 

them individually, creating a matrix summary for each. 

The standard competencies within the standard are identified along the top row which are a high-

level description of the topics addressed and accounted for by the standard. The standard 

capabilities in the left-hand column are always the same in each standard and comprise the 

following: 

• The need 

• The strategy 

• Recommendations 

Standard components are then identified and categorised within this framework, as shown in Figure 

11. As the different clauses of the standards are reviewed and analysed for mapping, they are also 



© urban innovation labs   30 

categorised into strategy and vision (denoted in yellow), data and information (denoted in red), 

investment and expenditure (denoted in green) and technical and technological (in blue).  

These categories are important, and will be explored later on. The master standards chosen to 

create the meta standard framework will generally be of a strategic nature (mostly yellow 

competencies). This colour coding also supports the user to quickly inspect the nature of standards, 

for example, BS 1192 part 2 is mostly red and PAS 212 is mostly blue when decomposed. An example 

of PAS 181 and 184 is shown in Figure 12. As expected these Smart Cities standards are of strategic 

nature almost in their entirety.  

 
Figure 11 - conceptual architecture for the creation of a meta standard 

Once the components were categorized it was easy to see what the prominent category was.  It is 

evident from this exercise that PAS 181 and PAS 184 were primarily strategic and 182 and 183 were 

data focused. 

 

 
Figure 12: PAS 181 and 184 (Smart Cities meta standard) 

8.1.3 Step 3 - Identify and prepare supplementary standards 

The additional standards to supplement this meta standard are PAS 212 and BS1192 and the PAS 

1192 series. These standards were decomposed into their competencies and principal components. 

The matrices of these standards were transposed but retain the principal components column as the 

‘transposition pillar’. Because there were competencies with converging guidance that could be 
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combined and allocated in one row, this process allowed the standards to be compacted next to the 

Principal Component they serve. 

8.1.4 Step 4 – Keyword identification and mapping  

A keyword mapping exercise is carried out to help identify the linkages between the standards. This 

helps to map the components of the supporting standards to the right component and competency 

of the master standards. An example of keyword mapping is shown below in Figure 13, completed 

for the original meta standard produced in March 2017: 

 
Figure 13 - Keyword mapping between Smart Cities matrix and 1192 series 

8.1.5 Step 5 – Complete the meta standard  

Having identified the linkages, the relevant components are integrated into the meta standard as 

shown in Figure 14. This is the final step in the development of the meta standard.  
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Figure 14 - original meta standard 

 

 

 

9 CDBB Meta standard  
 

9.1 Asset management Meta Standard framework  
In this exercise we created a meta standard for interoperability between Asset management, BIM 

and IoT standards, applying the methodologies in the toolkit and creating a new user view: of the 

asset owner/manager.  

9.1.1 Summarising the master standards and supplementary standards 

Master Standards 
The Asset Management meta standard framework is based on the ISO 55000 and ISO 55001 (instead 

of the PAS 18x series in the case of the Smart Cities view).  

• ISO 55000 Asset management — Overview, principles and terminology 

• IS0 55001 Asset management — Management systems — Requirements 

• ISO 55002 Asset management — Management systems — Guidelines for the application of 

ISO 55001 was not included in the master standards as the information provided within  

builds exactly on the same competencies put forward in 55001, providing more information 

in each section, and not relevant for the purpose of the meta standard.  

Supplementary standards 
The supplementary standards to be included in this revision of the meta standard included the 1192 

series and the PAS 212. The BIM suite, BS 1192, is composed of five volumes, two of which are BS 

(British Standard) and three are PAS (Publicly Available Specifications): 
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PAS 1192-2:2013 2-Specification for information management for the 
capital/delivery phase of construction projects using building information 

modelling

Audit the channel management you procured to evaluate the 
performance of your Strategy for Digital Inclusion. Review 
your procurement policies to ensure they have the necessary 
flexibility for smart procurement and to procure channel 
management. Use the EVENTS view to identify the different 
ROLES your ITEMS can take in your multi-channel strategy.  

2R3. Information delivery – Post contract-award: In the BEM resubmission, suppliers shall 
ensure that information delivered by their supply chain is to a standard consistent with the 
contract (the employer information exchanges), and shall deliver information to their supply 
chain partners at pre-defi ned points during the project (the supply chain

information exchanges). The contents of the post contract-award BEP shall consist of 
everything requested in the EIR plus the following information: a) management; b) planning 
and documentation, c) standard method and procedure; d) the IT solutions. The BEP will also 
include the MIPD, which will be used by the project delivery manager (PDM) 

to convey the responsibilities for delivery of each suppliers information. to manage the 
delivery of information during the project. The PDM will coordinate the task team managers 
(TTM) which will compile their own task information delivery plan (TIDP).

organizational functions. Based on the OIR, specific AIR shall be specified as part of a 
contract or as an instruction to in-house teams and may use data and information from the 
AIM (asset information model) relating to the asset management activities being carried out.

City’s interoperability needs should be clearly 
indentified

Indentify city's interoperability needs by mapping the services 
that are currently provided digital only and the ones that are 
digitally interconnected. Address interoperability needs 
considerig the sharing and reuse of city data and assets. You 
can embrace commercial oportunities of interoperability by 
mapping interoperability needs in your Data Framework. Use 
the OBSERVING & RESPONDING view to map interoperability 
needs by assigning a STATE to the different EVENTS and 
SERVICES. 

Design an interoperability strategy that tackles both systemic 
and technical levels and that is able to identify key barriers to 
interoperability. Map Key barriers to interoperability in your 
Data Framework and equip yourself with enough data and 
information to address these.

Partner with other cities to learn good practices and standards on 
data interoperability for sharing and reusing purposes. Establish 
parntership agreements as required. Decide on a minimim quality 
standard for data to be shared and commercialised and include it in 
your Data Framework. This standard should give boundaries to the 
following data characteristics: Completeness, Acuracy, Availability, 
Timeliness (is the time lag between data being updated in the real world 
and an update occurring in the Data Framework), and Provenance. 

Use a knowlege creation approach to generate data 
capabilities, which consits on ensuring that data is federated 
beyond data specialists and is in the hands of the majority of 
the domain specialists, responsible for management and 
oversight of city services. Articulate the benfits of a data 
sharing culture properly: the benefits will initially accrue from 
having a single view of city data via the Data Framework

PAS 1192-3:2014 3-Specification for information management for the 
operational phase of assets using building information modelling (BIM)

The smart city roadmap should leverage on physical 
and digital opportunities for people and businesses 
to interact, transact and connect

Use the 5-Phases Roadmap to deliver your smart city strategy. 
Put special emphasis on offering digital and physical spaces 
for people and businesses to interact, transact and connect. 
Use the OBSERVING & RESPONDING view to relate your 
OBJECTS/BUILDINGS to PLACES. 

Collaborate with stakeholders in the identification of smart 
city targets for your city. Use the OBJECTIVES view to quantify 
these TARGETS. 

Empower citizens and businesses by opening up city data to 
drive innovation and create new value

Base the strategy of your Stakeholder Engagement 
Programme on the engagement of businesses and citizens as 
owners of and participants in the creation and delivery of city 
services. Use the ITEMS view to identify the 
OBJECTS/BUILDINGS involved in that strategy.  

Use use cases or evidence on the results of smart cities 
solutions already implemented to showcase the benefits of 
your roadmap to stakeholders and strength and promote 
furhter engament. Make sure your Integrated business 
platform and IT architecture promotes open data culture and 
enables market demand by citizens. Use the RESOURCES & 
DECISIONS view to present your benefits to your stakeholders 
so they can make a DECISION on furhter engagement 
(OBJECTIVE)

3R1. Asset information management process (IMP) is a responsibility of the organization 
managing an asset. This shall be achieved through the organization’s direct actions or 
through delegated or sub-contracted authority. The IMP shall operate with enterprise 
systems to optimize the capture, processing, storage and analysis of the data and 

information specified in the asset information requirements (AIR) for the purposes of 
satisfying the organizational information requirements (OIR). In the OIR, the organization 
shall determine, catalogue and maintain its requirements for information to meet the needs 
of its asset management system and other 

Having a Stakeholder Engagement Programme will report the following 
benefits: 1) stakeholder ownership and engagement; 2) much deeper 
understanding of the drivers and root causes behind demand for city 
services, and very significant benefits including how this demand can 
best be managed; 3) opportunities for city services to be delivered in 
entirely new ways, for example through direct citizen-to-citizen 
engagement. Use the  Data Framework to explore new services based 
on stakeholders' feedback from your Stakeholder Engagement 
Programme . Use the SERVICES  view to map COMMUNITY needs and 
identify oportunities for new SERVICES

Dos and don’ts for customer engagement, Checklist: DO: Start early; Take 
it seriously; Embrace digital; Be inclusive; Leverage your partners; Prepare 
a Stakeholder engagement programme led by senior executives that 
includes cross-sectoral partnership and external collaboration; Give feed- 
back to participants; Share more widely; Iterate; Measure. DON'T DO: 
Assume to know what customers think; Undertake a one-off consultation; 
Take a narrow, siloed view of who the customers are. Stick to the primary 
benefit of benefiting your stakeholders and share data accordingly. Aim at 
a self-service model for stakeholders to share data. Use the ITEMS view to 
articulate the sharing of data in your COMMUNITY

Dos and don’ts for supplier engagement, Checklist: DO: Start early; Take 
an inclusive approach; Include SMEs and local supply chains in your 
Stakeholder engagement programme; Create opportunities for suppliers 
to interact with your citizens; Engage on a multi-channel basis; Keep an 
open mind in relation to the potential need for new types of commercial 
and financial model; DON'T: Define detailed requirements;  Just talk to the 
usual suspects; Apply a one-size-fits all procurement; Make price the sole 
focus of engagement; Forget suppliers need to make a ROI. Leverage on 
the secondary purposes of data to innovate and include new initiatives 
and opportunities. Use the RESOURCES & DECISONS view to identify new 
oportunities and intiatives within your COMMUNITY. 

where the majority of graphical & non-graphical data and 
documents, known collectively as the project information 
model (PIM), accumulate. 

employer's information requirements (EIR) describe 
information exchanges and collaborative working 
requirements, which will form part of the employer’s 
requirements and will in turn be incorporated by a supplier 
into their BIM Execution Plan (BEP). 

PAS 1192-2:2013 2-Specification for information management for the 
capital/delivery phase of construction projects using building information 

modelling

PAS 1192-2:2013 2-Specification for information management for the 
capital/delivery phase of construction projects using building information 

modelling

City needs should be understood through a 
stakeholder engagement programme that includes 
customers and suppliers

The citizen-centric project, Checklist, Checklist: Do you have a 
detailed and segmented understanding of your customers 
and their needs? What are current touch points with them? 
Do you have data on services in which design and delivery 
citizens' and businesses' opinions have been considered? Is 
this data secure, proportionate and consent-based? Can you 
create better solutions for customers by re-think the 
commercial & financial models that the city currently uses in 
this area?

2N. Need for specific guidance on the information 
management requirements associated to projects using BIM. 
Project design and delivery are the CAPEX stages

Smart city programmes should ensure enough critical mass 
(time, money, resources and engaged stakeholders) to 
succeed. For stakeholder engagement it is essential to put 
togehter a two-way Stakeholder Engagement Programme for 
citizens and businesses. Stakeholders should be engaged on-
line and offline and consulted on the data sharing of data of 
the Data Framework. Use the OBJECTIVES view to desing your 
Stakeholder Engagement Programme  for your COMMUNITY of 
stakeholders 

2R1. Information delivery – Assessment and need: The 
information delivery cycle and the project stages shall begin 
at “CAPEX start” and end at Handover. Next to "CAPEX start",  

4R2. Purposes: The employer should state their purposes for requiring information 
deliverables, including the aspects of the Facility that are intended to be managed. A register 
of  assets should be provided to support accurate auditing and reporting. This should include 
both spatial and physical assets and their groupings. The employer should specifiy if

Develop an accounting mechanism to ensure transparency for 
the measurement of outcomes and investment performance 
evaluation. Key measurements and monitoring processes 
include: 1) key performance indicators (KPIs) (e.g.: Outcome 
indicators and Leading indicators); 2) baseline measurement; 
3) success criteria and targets (targets should be SMART: 
Specific, Measurabla, Achievable, Relevant, Time-bound); 4) 
trajectory monitoring; 5) impact evaluation. 

4R1. Business process: The process of exchanging COBie 
deliverables should be integral to the whole facility lifecycle 
to maximize the benefit and efficiency of the employer‑side 

Devlop a mechanism to monitor and evaluate performance of 
investment in terms of how far are the outcomes from the 
baseline situation. Map out clear line of sight between smart 
city investments and activities, outputs, intermediate 
outcomes, and end outcomes. Agree on measurable success 
criteria and trajectories for each benefit in the business case. 
Use the CASE view to present the case results and performance 
of your investments. 

COBie (Construction Operations Building information 
exchange), which is a standardised structure for the exchange 
of information about new and existing facilities, 

costs), as well as the evaluation of the business case for ownership and operation of the 
facility and the capacity and utilisation (including support for repurposing). Information is 
rquired to support the health and safety of the users of the facilty (including preventive 
maintenance and expected replacement servie life, and their should be required or 

pull for information. An employer should require the delivery 
of COBie from the lead designer and/or lead contractor. 
Governance should be in place throughout the process to 

including both buildings and infrastructure. supressed to support the management of the security and surveillance of the Facility and 
neighbouring or adjacent sites in line with the security requirements set out in the EIR. The 
employer should require information relating to the impacts from cost of environmental 
effects and decommissioning end‑of‑life costs.

ensure compliance with the COBie requirements, and to 
enable emerging issues to be addressed. 

Smart city's benefit-realisation strategy should 
consist of benefit mapping and benefit tracking

The digitally-enabled project, Checklist. What volume of 
customer engagements do we have, and how does this vary 
by channel? How does the unit cost to serve a customer vary 
by channel? Opportunities for our customers to co-create 
digital services? Can we organize our work and resources 
differently if real-time data analytics could give us 
information about current & future demand for city services? 
and about the performance of city assets? Do you have data 
to show how resilient, flexible and adaptable city systems 

4N. Need to integrating capital (CAPEX) and operational 
expenditure (OPEX) practices for a strategic and holistic 
management of assets. This support is offered through the 

The business case for a smart city project needs to be 
supported by a clear and measurable framework showing 
how project activities lead to delivery of project outcomes, 
underpinned by a credible theory of change to demonstrate 
causal relationships across all stages of the benefit chain. 
Need for linking the business case with the Benefit realisation 
plan.  

Develop Benefits Maps that are underpinned by an evidence-
based theory of change to map outcomes from the smart city 
programme showcasing expectations and real results

Your Benefits Maps should start with the strategic purpose 
providing real clarity on the problem that the project aims to 
address and establish clear baselines for all benefits targeted 
by the project. Moreover, you should use your Benefit 
realization plan to showcase correlations between investment 
and outputs and clear governance accountability 
arrangements. Use the ITEMS view to describe the benefits 
and either relate them to physical spaces (PLACES) or to virtual 
gains (ABSTRACT) 

project goals for collaboration and information modelling; c) major project milestones 
consistent with the project programme and supplier's assessment forms; d) project 
information model (PIM) deliverable strategy (for example the CIC* Schedule).*Construction 
Industry Council 

employer’s or asset owner’s organization. employer or asset owner shall require to unsuccessful bidders 
that all relevant data or information is returned or destroyed. 
Similar conditions should apply to end of contract situations. 

exchanged. This document shall form                                                                                                           
the basis for the operational contract                                                                         
documentation. 

BS 1192-4:2014 Collaborative production of information. Fulfilling 
employer’s information exchange requirements using COBie. Code of 

practice 

BS 1192-4:2014 Collaborative production of information. Fulfilling 
employer’s information exchange requirements using COBie. Code of 

practice 

BS 1192-4:2014 Collaborative production of information. Fulfilling 
employer’s information exchange requirements using COBie. Code of 

practice 

A Benefit realisation plan should be part of your Outcomes-
based procurement protocol and include building demand for 
your project once the project has been procured (discovery 
and alpha phase) and moves into the beta and live phases. 
And, once demand starts to take off, the strategy should 
move towards benefit realisation. Use the ITEMS view to 
identify the elements that participate in the live phases of your 
project, that is EVENTS, ROLES and ACCOUNTS. 

2R5. Information delivery – Asset information model (AIM) 
maintenance: The AIM corresponds to the handover process 
between CAPEX and OPEX. The effective transfer of 

Build a Strategy for Digital Inclusion engage with citizens and 
businesses through digital channels. That strategy should 
focus on accessible services in time and presentation, and 
over multiple channels able to identify citizens and 
businesses needs and opportunities for new digital services. 
Procure channel management. Use the COLLECTIONS view to 
group the ITEMS that participate in your project for which you 
should deliver over multiple channels (multiple STATES) 

contractual document. If the contract is awarded to the supplier, BEP will be re-submitted to 
confirm supply chain's capabilities and the master information delivery plan (MIDP). The 
contents of the pre-contract BEP shall consist of everything requested in the EIR plus the 
following information: a) the project implementation plan (PIP); b) 

suitably qualified and experienced individual to fulfil the role 
of built asset security manager. The built asset security 
manager role shall be employed by, or report directly to, the 

the access given to information relating to the built asset. 
When tendering or re-tendering contracts, sensitive 
information should be separated and suitably protected. The 

structured information between the asset lifecycle stages 
delivers signifi cant value. The document shall defi ne the 
structure, process and content of information to be 

Procure outcomes-based digitally inclusive projects 
that use agile delivery methods

The open and collaborative project, Checklist. How can we 
create spaces (both physical and digital) and opportunities for 
innovators? Do we really need to provide our current service, 
or could other city partners do it better if we organized 
differently? Do you have data on on-going initiatives for 
inclusive digitalization? Can we make our data more open, 
discoverable and useful for other city stakeholders, without 
exposing sensitive data? Use the OBSERVING & RESPONDING 
view to study alternative ROLES and STATES for your ITEMS 

Establish a more integrated, innovation-driven and citizen 
centric relationship with suppliers. Accompany this 
relationship with an outcomes-based procurement culture 
and develop an Outcomes-based procurement protocol which 
should cover the following policies: a) strengthening of local 
economic ecosystems and supply chains; b) creation of jobs 
and training opportunities in the city; c) regeneration and the 
development of local infrastructure; d) improvements to 
urban sustainability.

2R2. Information delivery – Procurement: As part of the main contract selection process, 
the employer shall request in the EIRs that bidders shall submit details of their approach to 
project information management, sufficient to demons-trate the supplier’s proposed 
approach, capability, capacity and competence to meet the EIR. This is the BEP, a pre-

Use an Agile Delivery strategy to define the outcomes and service 
levels that the project aims to achieve. Evolve through discovery and 
learning. It is therefore important to start implementation of the 
solution at an early stage rather than continue with ever-more detailed 
planning. Learn from that early implementation and then to move 
towards implementation at scale through an iterative, agile delivery 
process. Use the SERVICES view to analyse procurement constraints 
and legislation to establish your own delivery RULES.                          

Procurement mechanisms should respond to an integrative Agile 
delivery contracting perspective that focuses on procuring outcomes 
rahter than specifying inputs. Make sure you involve your Benefit 
Owner when procuring outcomes. Procurement policies should be 
oriented to interoperable outcomes with the inclusion of clauses on 
data release and use of open standards. Procurement policies should 
require that outcomes cover the social, economic, and environmental 
aspects of a given solution. Use the ITEMS view to design your 
outcomes-based and integrative procurement mechanisms. 

5R3. Appoint a built asset security manager: Where the 
security triage process identifies a need for a security-minded 
approach, the employer or asset owner shall nominate a 

As part of your Outcomes-based procurement protocol, 
implment smart procurement practices such as publication of 
city's procurement policies, publication of procurement 
opportunities, early and iterative supplier engagement. Take 
procurement decisions that are based not on initial project 
cost but on long-term value for money in the delivery of these 
outcomes, including: 1) total cost of ownership (including 
costs of exit); 2) the suppliers’ ability to innovate; and 3) 
confidence in delivering the expected outcomes.

5R8. Work with suppliers: The employer or asset owner shall 
take security-minded measures when working outside formal 
contracts (for example in pre-contract dealings) in relation to 

PAS 1192-2:2013 2-Specification for information management for the 
capital/delivery phase of construction projects using building information 

modelling

PAS 1192-5:2015  5-Specification for security-minded building 
information modelling, digital built environments and smart asset 

management 

PAS 1192-5:2015  5-Specification for security-minded building 
information modelling, digital built environments and smart asset 

management 

PAS 1192-2:2013 2-Specification for information management for the 
capital/delivery phase of construction projects using building information 

modelling

Developing the operating model for a smart city solution, Checklist: 
Baseline the “as is”; Apply smart thinking; Don’t do your thinking in 
silos; Appraise the key options for the future; Consider what data is 
required; Don’t commit too early; Don’t try to do everything at once; 
Bring the preferred option to life; provide/have one stop, need-
oriented, co-created public services offered over multiple channels; 
develop Benefit realisation plans that show benefit owners and 
dependencies and priorities across the project. Develop an ITEMS view 
to discover other AGENTS (besides the Benefit Owners ) behind your 
operating model

Developing the commercial model for a smart city solution, Checklist. 
“Sanity check” the solution to ensure it can be delivered commercially; 
Think “commissioning” not “procurement”; Take full advantage in any 
procurement of the more flexible procedures opened up by new public 
contracts regulations; Think local; Balance risk between parties; Use 
smart contracting principles to future-proof any contracts; Ensure all 
suppliers are security-minded; Use proof of concepts; Capture 
unintended benefits. Use the RESOURCES & DECISIONS view to assign 
DECISIONS to other AGENTS (stakeholders) involved. 

Developing the financial model for a smart city solution, Checklist. 
Ensure that the proposed operating model and commercial model for 
the solution is fundable and affordable; Think innovatively on how to 
do this; Provide a forum for issue escalation and resolution, and for 
sharing and collaboration between benefit owners; Leverage 
mainstream budgets; Define practical financial KPIs; manage city data 
as an asset in its own right (both within the city authority and in 
collaboration with data owners); Cross-dept.&flexible budgets. Use the 
CASE view to equip your AGENTS (stakeholders) with accounts to decide 
and manage EVENTS

Developing the delivery model for a smart city solution, Checklist. 
Connect the benefit owners realisation plan with budget;  Develop a 
phased roadmap for implementing the solution; Avoid a big-bang 
approach; Plan for impact at scale; Apply best practice programme and 
project management techniques; Open city data to any stakeholder 
(e.g. through a platform allowing data reuse); Plan for privacy, security 
& resilience from the start; Plan for external reviews & health checks; 
Capture & share learning. Your AGENTS (stakeholders) should use the 
COLLECTIONS view to explicitly list the number of ITEMS they are 
responsible for. 

out the specific information requirements around sensitive 
assets/systems based on the policies, processes and 
procedures contained in the BASMP. The BASIR shall be 
reviewed and updated to reflect any changes made to the 
BASMP.

Benefits' owners made responsible for the benefit 
realisation plan and its budget

Within your Data Framework, create your Data Value Chain 
which is a mechanism through which cities can view the flow 
of data from the point that it is collected throughout its 
entire lifecycle. Insigths in the Data Value Chain will turn the 
Data Framework into different kinds of actionable 
intelligence. The city should ensure that any risk of an 
adverse impact on an individual, organization or asset is 
considered prior to the sharing of the data from the Data 
Value Chain. 

Successful smart city solutions need to be clearly defined 
across 5 Key Dimensions: 1) the strategic purpose of the 
smart solution; 2) a new, need-oriented operating model; 3) 
the commercial model; 4) the financial model; 5) and the 
delivery model. Identify these 5 Key Dimensions in your Data 
Value Chain. Use the OBJECTIVES view to visualise the 
relationships between the AGENT responsible for your P/P and 
your ORGANISATION. 

5R7. Built asset security information requirements (BASIR): 
The employer or asset owner shall develop, maintain and 
implement a BASIR for the lifecycle of the asset which sets 

Agile scoping is about ensuring that the delivery of every 
intended outcome specified within the business case and 
associated with the Data Framework has an accountable 
Benefit Owner who proactively manages and monitors, with 
appropriate governance arrangements in place to support 
this process. Empower your Benefit Owner to lead on risk and 
management of their outcomes. Use the SERVICES view to 
identify AGENT (Benefit Owner) responsibilities.  Elaborate a 
Roles/Responsibilities matrix to assign these

3R3. Roles and responsibilities: Roles and responsibilities for 
information management shall be set out in the contract(s) 
between the owner or operator and the maintainer(s).

PAS 212 A. Automatic resource discovery for the IoT

PAS 1192-5:2015  5-Specification for security-minded building 
information modelling, digital built environments and smart asset 

management 

PAS 1192-3:2014 3-Specification for information management for the 
operational phase of assets using building information modelling (BIM)

AS. To create a common catalogue format that clients can use to 
discover data in servers that they can use. The catalogue is in a 
lightweight JSON-based hypermedia format for exposing collections 
of uniform resource identifiers (URIs). Each catalogue may expose 
any number of URIs, each with any number of resource description 
framework (RDF)-like triple statements about it. This allows 
developers to publish linked-data descriptions of resources and 
servers to provide a set of resources to a client, each with a set of 
metadata. 
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issues which are applicable to its business, assets, personnel and other occupants or 
users of the asset. For sensitive or potentially sensitive built assets, the employer or 
asset owner shall seek advice to gain an understanding of the range of traditional 
and evolving techniques of hostile reconnaissance to which the 

security of digital built assets within the built environment. 
This support is provided with the tool Built Asset Security 
Strategy (BASS), which is meant to be used to develop and

continuity and disaster recovery scenarios that may affect the 
operation and viability of projects utilizing digital 
technologies and digital built assets, and shall put in place 

business, asset, asset-related IT could be vulnerable. He/she shall be aware of the 
need to protect personally identifiable information, price sensitive or market 
sensitive data, especially during a tender or procurement process, and shall 
understand the consequences of the loss of, or unauthorized access to, that info.

maintain the strategy. Moreover, the BASS should be used as 
the mechanism to monitor and audit compliance. 

risk assessment and risk mitigation plans, to reduce the 
impact of failure or disruption on its operations and those of 
its stakeholders. The SB/IMP should be reviewed periodically. 

PAS 1192-5:2015  5-Specification for security-minded building 
information modelling, digital built environments and smart asset 

management 

Business case should be based on the critical 
success factors and account for potential risks 

The vision of a smart cities programme or project should be 
citizen-centric, digital, open and collaborative, and jointly 
owned by all implied stakeholders. Use a Data Framework to 
classify data assets (as either metadata, reference data or 
thematic data) that will document that vision 

A smart city business case should be agreed at the highest 
levels of governance and built on the 9 critical succes factors, 
and should also account for potential risks. Use the 
OBJECTIVES view to identify your ASSUMPTIONS (critical sucess 
factors and risk). ASSUMPTIONS are made by AGENTS (you, as 
city leader). The data that will feed your Data Framework 
might reside in legacy systems, make the necessary 
investments to unlock the value of data that resides in these 
legacy systems.

Besides investment to tackle the 9 critical sucess factors and 
cover potential risks, the business case should be used 
throughout the project lifecycle to: 1) ensure clear line-of-
sight between every investment and activity in the project, 
the immediate outputs these produce, and the final targeted 
outcomes; 2) prevent delivery teams from drifting into 
delivering what is easy to deliver rather than remaining 
focused on ensuring the successful delivery of outcomes. 
Keep adding updated data into your Data Framework

5R1. Understand the security context: The employer or asset owner shall appreciate that in 
respect of a built asset, a holistic approach needs to address security around the aspects 
of people and process, as well as physical and technological security. He/she shall be 
aware of the range of potential security

The business case shall identifies 9 critical sucess factors and potential 
risks, and although these cannot be standardised, there are common good 
practices that can help you prevent them: Describe project risks and 
associated impacts clearly and succinctly; Prioritise all risks; Focus on 
managing the risks themselves rather than the risk register; Ensure clear 
ownership; Clarify the risk appetite of key stakeholders; Schedule regular 
formal reviews of project risks; Set clear target closure dates; Integrate 
risk management within project governance. Identify these decisions in 
your Data Framework and, to properly make your decisions, establish a 
data spectrum to differenciate which data is closed, shareable or open. 

5N. Need to assist asset owners and stakeholders in 
understanding the key vulnerability issues and the nature of 
the controls required to deliver the trustworthiness and 

Your business case should be a live instrument and include 
the operating, commercial, financial and delivery models, and 
these should be permanently updated and documented using 
the data included in your Data Framework. Be aware of the 
risk of revealing sensitive information if you are creating 
derived data by combining data sets.  

5R6. Develop a security breach/incident management plan 
(SB/IMP): If the provisions in the BASS and BASMP fail, the 
employer or asset owner shall consider the business 

Include in your Prioritised business plan the developement of a city-
wide integrated business platform and IT architecture that unfolds as a 
virtual franchise businesses schema around specific customer 
segments allowing one-stop services. Ensure this schemas are 
resourced within the delivery of services without creating additional 
costs. For your IT architecture to achieve interoperability and effective 
data sharing, 7 Key Data Sharing Barriers have to be addressed: a) 
types of data; b) establishing a data sharing culture; c) data value chain; 
d) purposes for data use; e) assessing data states; f) defining access 
rights for data; and g) data formats/format of transportation.

Establish a quality control protocol for these customer 
franchise schemas that includes customer insight research to 
find out more user-centric ways of working. Establish 
mechanisms to ensure continued voluntary contribution to 
overcome evolutionary participation and effectively manage 
engagement lifecycles. 

throuhg guidance on the use and maintenance of the so-
called Asset Information Model (AIM), which provides 
support on the planning of preventive measures, 
maintenance programme and the management activity for 
the life cycle of the asset. 

PAS 1192-5:2015  5-Specification for security-minded building 
information modelling, digital built environments and smart asset 

management 

PAS 1192-5:2015  5-Specification for security-minded building 
information modelling, digital built environments and smart asset 

management 

being watched.

PAS 212. B. Spec.                                                                              
B5. OTHER EXTENSIONS

PAS 212. B. Specifications.                                                           
B4. SEARCH EXTENSIONS

PAS 1192-3:2014 3-Specification for information management for the 
operational phase of assets using building information modelling (BIM)

Cross-sectoral distributed leadership should be 
citizen-centric to collaboratively design customer 
franchised services

Smart city programmes should be designed on a city-wide 
basis, bottom-up approach making sure citizens' and 
businesses needs have been included, and empowering and 
enabling distributed leadership. Use the OBSERVING & 
RESPONDING view to capture STATES (citizens' and businesses 
needs) with the use of sensors and automatically respond with 
actuators providing the required SERVICE. 

Develop a Prioritised business plan to deliver and manage 
your portfolio of projects of your smart city programme. 

3N. Need to address the availability, integrity and transfer of 
data and information during the operational phase of an 
asset’s life (OPEX). This is addressed in this standard 

Ensure the right skills mix in your teams for effective 
distributed leadership. Desing decentralised teams (not solely 
led by city authorities). Establish a structure of 
responsibilities and authorities to deliver the smart city 
programme. Use the SERVICES view to elaborate a list of 
SERVICES to be delivered by the teams and within their 
responsibilities.  Use the Data Framework to share data across 
teams. 

Avoid technological lock-in of your Integrated business 
platform and IT architecture by understanding semantic 
interoperability. Use the RESOURCES & DECISIONS view to 
describe semantic interoperability in your IT Architecture as a 
RESOURCE applied to a SERVICE.

Bring valuable analogue data into your Integrated business 
platform and IT architecture by establishing collaboration 
with stakeholders (e.g.there might be a business oportunity in 
developing real-time APIs specific for smart cities since these 
do not exist yet) 

B5N. Subscription systems are needed for catalogues to use 
server-sent events. B5S. A client subscribed to a catalogue 
server receives a stream of events. Every event contains an

B3N. Catalogues are necessary to find items matching a 
specified set of metadata, and thus are search extensions. If a 
catalogue provides a search capability, it can advertise this to 

event ID, event name and event date. By first fetching a 
catalogue with HTTP(S), then accumulating these events, a 
client may keep a synchronized local copy of the catalogue 

defining a "urn:Xhypercat:rels:supportsSearch" metadata 
relation. Simple search is a catalogue extension allowing the 
search or filtering of a catalogue according to specified 

PAS 212. B. Specifications.                                                                              
B1. CATALOGUE FORMAT

PAS 212. B. Specifications. B2. SERVER API PAS 183 6. Data protection reform
EXTENSIONS

Build a non-siloed resources and assets 
management IT architecture to enable reuse and 
sharing

As part of your Data Framework, gather existing data on on 
the sharing and reuse of common data-sets, applications and 
ICT resources in general and analyse the degree of 
"siloedness"

Build your Integrated business platform and IT architecture as 
a federated platform that allows for the management of 
technology and digital assets as non-siloed city-wide 
resources. Take into account any considerations related to 
the structure of the data to be shared in the Data 
Framework. 

Build the Map of city's technological key assets to visualise 
potential for using and sharing them as assets separately 
from their original intended use. Prioritise these ICT city 
assets according to their potential for reuse and establish 
governance processes to enable them to be shared. 

For an effective reuse and sharing, your resources should be 
identified as distinct, across ownership domains, and 
associated with clear policies and processes. Moreover, there 
are common data structures that need to be used. This is 
specially important for unstructured data coming from the 
IoT. Use the ITEMS view to describe data as an ABSTRACT sub-
concept of ITEM. 

on the web. Each item in a catalogue refers to a single 
resource by its URI, which might itself be a further catalogue. 
All uniform resource names (URNs) relating to 

B2S. Every server shall provide a publicly readable /cat 
endpoint serving a catalogue. Where a client wishes to read 
an entire catalogue, the client shall GET the catalogue URL. 

for the General Data Protection Regulation (GDPR) – 12 steps 
to take now". This code should be referred to by the city 
when considering data that is shared with organizations to 

custodian/publisher, and the data owner/ originator but in 
all cases best practices for security have to be followed. 

this PAS are in the X-hypercat namespace and therefore begin 
with the string "urn:X-hypercat".

successfully serves an entire catalogue, the server shall 
respond with: an HTTP 200 status code; and the catalogue.

create value. The ICO has identified two main types of data 
sharing: systematic (routine data sharing, same data sets are 
shared between same organisations) and exceptional. 

Your Integrated business platform and IT architecture should be a 
federated open business platform that puts toghether data from a wide 
range of trusted organizations in a cross-trust model. Citizens should be 
able to manage their own data and data relationships through 
authorisation and autentication of data mechanisms. Individual requests 
for data should be dealt throuhg the Data Framework as a focal point for 
city data. Moreover, individual requests should be audited and analysed 
periodically to better understand the use of the Data Framework for the 
sharing of city data. This could allow the city to delvelop a commercial 
data offering based on, for example, demand patterns or frequency from 
individual requests. 

1N. Need for setting a common vocabulary and a common 
naming convention to be used by all parties involved in the 
construction process, for better communication; to 

Anonymise data: This is necessary to not identify any 
individual through data or its combination with other data. 
Spatial data should be anonymised too when it idenifies 
small geographical areas. Address safety and security 
considerations when sharing or publishing data, and use 
available regulation (refer to ICO's anonymisation managing 
data protection risk code of practice)

articulate the re-use and sharing of data; and to avoid data 
loss, contradiction or misinterpretation.

B1N. There is the need to create a common catalogue format 
for clients and servers to enable data discovery. A catalogue 
represents an unordered collection of resources 

B2N. Where an HTTP(S) application programming interface 
(API) is provided to allow clients to interact with catalogues, 
the server shall conform to the following requirements. 

Use available data sharing regulation: The Information 
Commissioner’s Office (ICO) as published an anonymisation 
managing data protection risk code of practice, "Preparing 

PAS 212. B4N. The contents of a catalogue provided by a 
server to individual clients may vary according to with 
business (commercial), privacy and security needs of the 

asset which holistically and consitently addresses the specific 
security risks or combinations of risks identified in the BASS. 
When undertaking a project, the employer shall use the 
BASMP to inform its strategic business case and strategic 
brief, and through those, its plain language questions and 
subsequent EIR. BASMP should be reviewed periodically. 

BS 1192:2007+A2:2016 1-Collaborative production of architectural, 
engineering and construction information – Code of practice

A common terminology and reference model for 
identity and privacy management should be created

As part of your Data Framework, gather data openess and 
privacy protocols, metadata and standardized conventions 
currenly being implemented as the basis for a Common 
terminology and relationships terms dictionary to better 
deliver your smart cities strategy. Use the  OBSERVING & 
RESPONDING view to record the different definitions and 
STATEs between terms. 

Accompany your Common terminology and relationships 
terms dictionary with a Repository to ensure availability and 
update of common terms and concepts. In your Data 
Framework, define access rights to any of the data that the 
city holds as part of it. Use the OBJECTIVES view to define the 
METRICS that will track your Repository and access rights 
protocols. 

Be aware of all the legislation and standards applicable to 
govern your access rights to city data. 

Use Government Digital Service (GDS) Identitiy and privacy 
principles to secure personal data. Include in your Data 
Framework control mechanisms for the citizen and users in 
general by using identity management methods. Use ITEMS 
view to desing access rights based on data sharing STATES.                                                                                                       

A. Smart thinking

PAS 1192-5:2015  5-Specification for security-minded building 
information modelling, digital built environments and smart asset 

management 

City vision should be driven by committed 
leadership

Broadly speaking, three things are needed to succeed in smart 
city programmes and project, 1) committed leadership and a 
process of engagement with stakeholders; 2) a willingness at 
all stages of project development to ask questions that 
challenge traditional thinking; 3) a rigorous  and publicly 
transparent approach to measurement. Moreover, the city 
has to transition to managing data as an asset in its own 
right, this will need a Data Leadership Plan within the Data 
Framework to coordinate all owners of data. 

An individual smart city project/programme is most effective when it 
is clearly aligned with an overall vision and strategy for the city as a 
whole which holistically integrates social, economic and 
environmental aspects. Use the OBJECTIVES view to and to establish a 
time-line for the accomplishment of your ASSUMP- TIONS (long-term, 
short-term, urgent, etc.).  Make sure your data in the Data Framework 
is discoverable so that data sharing activities can be performed for that 
project/programme and have a fit in the overall vision and strategy. 

Establish leadership and governance arrangements for the 
smart city project/programme to ensure accountability and 
accuracy. To facilitate accountability, use the SERVICES view to 
describe all the FUNCTIONS included in your P/P, 
COMMUNITIES, ORGANISATIONS and AGENTS involved. To 
facilitate accuracy, use a shared language for data governance 
in your Data Leadership Plan, this will also avoid 
misunderstandings. 

5R5. Develop a built asset security management plan 
(BASMP): The employer or asset owner shall develop, 
maintain and implement a BASMP for the lifecycle of the built 

Develop a Data Trust and Participation Model within your 
Data Framework to promote citizens' participation in your 
smart city project/programme.  A digital ethics code should 
be developed in consultation with citizens to provide publicly 
available guidance related to those citizens who will be 
providing their data to the Data Framework. Use the ITEMS 
view to create the concept for this model. 

Create a Data Commercialisation model within your Data 
Framework. The use of this shared data as part of a 
commercialization model will require negotiations with all the 
data creators involved. Commercialisation of data will give 
you sustained funding to address the ongoing costs 
associated with data evolution and usage. There are two 
main data commercialisation model types: Demand-led and 
Research-based

R3 R4

Smart City Standards Architecture                
AIM (Actionable Integrated Meta-standard) 

PATHWAYS

A. Guiding principles

The Need The Strategy R1 R2
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• BS 1192:2007 + A2:2016: Collaborative production of architectural, engineering and 

construction information – Code of practice. 

• PAS 1192-2:2013: Specification for information management for the capital/delivery phase 

of construction projects using building information modelling. 

• PAS 1192-3:2014: Specification for information management for the operational phase of 

assets using BIM. 

• BS 1192-4:2014: Collaborative production of information. Fulfilling employer’s information 

exchange requirements using COBie. Code of practice. 

• PAS 1192-5:2015: Specification for security-minded building information modelling, digital 

built environments and smart asset management. 

The IoT standard is a Publicly Available Specification integrated by a single volume: 

• PAS 212:2016: Automatic resource discovery for the IoT. Specification. 

Standards not included in this version: 

A number of additional standards identified to be included in this meta standard to provide the right 

functionality to the user, are: 

• BS 8536-1:2015: Briefing for design and construction. Code of practice for facilities 

management (Buildings infrastructure). 

• BS 8536-2:2016: Design and construction: Code of practice for asset management (Linear 

and geographical infrastructure). 

• BS 8587:2012: Guide to facility information management. 

• ISO/TS 8000-150:2011: Data quality - Part 150: Master data: Quality management 

framework. 

• BS 8210:2012: Guide to facilities maintenance management. 

• ISO 41011:2017: Facility management – Vocabulary. 

• ISO 41012:2017: Facility management – Guidance on strategic sourcing and the 

development of agreements. 

• ISO/TR 41013:2017: Facility management – Scope, key concepts and benefits. 

• ISO 41001: Facility management - Management systems - Requirements with guidance for 

use. 

It is worth noting that ISO 55002 identifies a number of topics that can be considered in the context 

of the Asset management meta standard, depending on the use or user envisaged for it. The 

following non-exhaustive list is contained in Annex A of ISO 55002 and includes: 

• Condition monitoring 

• Risk management 

• Quality management 

• Environmental management 

• Systems and software engineering 

• Lifecycle costing 

• Dependability (availability, reliability, maintainability, maintenance support) 

• Configuration management 

• Sustainable development 

• Inspection 
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• Non-destructive testing 

• Pressure equipment 

• Financial management 

• Value management 

• Shock and vibration  

• Acoustics 

• Qualification and assessment of personnel 

• Project management 

• Property and property management 

• Facilities management 

• Equipment management 

• Commissioning process 

• Energy management 

All of the above topics have a number of standards associated with them, both de jure and de facto, 

that can be linked to the meta standard. This detail mapping of de jure and de factor standards 

would create a comprehensive toolkit for a specific user, following the more strategic framework set 

out in the meta standard.  

The decision to include more specific guidance into the meta standard needs to be carefully 

considered given that it would duplicate existing information. In this case it would be better to 

signpost to the relevant standard. 

Where a competency from ISO 55000 aligns or complements a competency in the Actionable 

Integrated Standard, it has been copied alongside with a red border, as shown in Figure 19.  

 

9.1.2 Building the Asset management meta standard 

Here, the intention was to apply the same process with ISO 55000, ISO 55001 and ISO 55002 and 

then map PAS 212 and BSs and PASs 1192. However, the asset management standards are part of an 

interlinked series which are slightly different to the Smart City standards. Smart City standards 

overlap but are based on different subjects. Fusing ISO 55000, ISO 55001 and ISO 55002 in the same 

way makes little sense as each standard covers the same topics but in different levels of detail. The 

headings or standard competencies are the same throughout. 

Instead of fusing the three standards, ISO 55000 and 55001 provide a high-level summary, covering 

the relevant competencies for the meta standard as well as the topics and keywords necessary. The 

Asset management meta standard matrix is created following the steps outlined in the following 

methodology: 

 

Step 1- decomposition (as shown in Figure 22 - ISO 55000 decomposition 

 

 

 and  
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Figure 23.) 

 

Step 2 – fusion of the master standard was straightforward as all the competencies were the 

same, with relatively similar levels of detail.  The components of ISO 55000/55001 were 

summarised into one competency where applicable, creating one matrix, shown in Error! 
Reference source not found.. 

 

Step 3 – key word identification and mapping as shown in Error! Reference source not 
found., where key words are highlighted in purple. These keywords were then compared 

and mapped with keywords from the supplementary standards, as shown in Figure Error! 
Unknown switch argument.. The keywords from ISO 55000 form the circles of the diagram. 

The keywords from the other standards are then mapped to the key words identified in ISO 

55000. 

 

Step 4 and 5 – The meta standard matrix was then transposed to enable mapping of 

supplementary standards. The clauses can then be mapped to the relevant components as 

identified through the keyword mapping. The extract below, for example, shows 

components from different standards that are all relevant to the leadership competency.  

The ‘roles and responsibilities’ competency, under the Leadership section of ISO 55000, can 

be linked to the individual roles and responsibilities identified in BS1192, PASs 1192 and PAS 

212. 

 
Figure 15 - Extract from Asset management meta standard - leadership competency 

 

9.1.3 Discussion  

There are several gaps where none of the other standards map to the ISO 55000 components, such 

as in areas of ‘operations’, ‘performance evaluation’ or ‘support’. Gaps in the matrix do not 

necessarily indicate a gap in content, as the strategic guidance may have been covered already. The 

design of this tool in its final state, would ensure subordinate clauses or standards are compliant 

with the guidance and standards offered in the parent document. This is currently very challenging, 

but would be feasible if the content of the standards was digitised and linked. However, for an 

6.1 Where the security triage 
process identifies a need for a 
security-minded approach, the 
employer or asset owner shall 
nominate a suitably qualified 
and experienced individual to 
fulfil the role of built asset 
security manager.

In accordance with ISO/TS 8000-
150, a data manager should 
have the responsibility for 
accepting information into the 
shared area of the CDE and for 
authorizing it for the published 
area.

PAS1192-2 Information 
Manager. Under the BIM
Protocol, a client is obliged 
to appoint an information
manager at all project stages.

Roles and responsibilities for 
information management as 
defined in this PAS shall be set 
out in the contract(s) between 
the owner or operator and the 
maintainer(s).

Leadership and commitment from all managerial levels is 
essential for successfully establishing, operating and improving 

asset management within the organization. Roles, 
responsibilities and authorities should be clearly 

defined.Employees should be aware, competent, and 
empowered. Employees and stakeholders should be consulted 

with regarding asset management.
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actionable toolkit, the meta standard needs to provide links to standards and clauses that are 

actionable. The clauses in ISO 55001 point to ISO 55002, which provides more detailed advice on 

how to implement the relevant competency. It is important to ensure that advice for 

implementation is provided or signposted to ‘upstream’ actors where guidance to define this 

information can be found. For example, for setting asset management objectives, ISO 55002 has 

additional advice identifying what these should include: 

 

 
Figure 16 - extract from ISO 55002 

Some gaps can be identified that would benefit from additional guidance in the form of data or 

technical clauses. For example, linking asset reports to financial reports could benefit from further 

guidance on lifecycle costing. Figure 16 provides an extract from the newly assembled meta 

standard, pointing to the need for aligning the asset and organisations objectives, linking both to the 

financial reporting.  

 

 
Figure 17 - Extract from 55000 Meta standard 

In addition, some components request that asset data should be verified and consolidated. This 

would benefit from signposting in the relevant data management standards.  

 

 
Figure 17 - Extract from 55000 Meta standard 

Aligning the asset management objectives with the organizational objectives, as 
well as linking asset reports to financial reports, can improve the organization’s 
effectiveness and efficiency, The linking of asset reports to financial reports can 
also improve and clarify the assessment of the financial status and long-term 
funding requirements of the organization

The asset management system provides information to support the development of asset management 
plans and the evaluation of their effectiveness. Asset information systems can be extremely large and 
complex in some organizations, and there are many issues involved in collecting, verifying and 
consolidating asset data in order to transform it into asset information. Creating, controlling, and 
documenting this information is a critical function of the asset management system.
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It is possible to develop a meta standard framework for asset management as shown in this exercise. 

This framework needs to be further enhanced with specific guidance relevant to the use case at 

hand. This is further developed in WP6 as part of the demonstrator proposal.  

 

 

9.2 Smart Cities meta standard integration 
The original meta standard proof of concept, based on the Smart Cities PAS18x series, has taken the 

view of the city planner. It is at this early stage that the requirements are set for the future 

procurement, design, build, maintenance and operation of an asset and as such is paramount that 

the information requirements are specified with the future in mind. A big part of better planning is 

having information about the existing asset stock and its current performance to optimise that 

portfolio. To supplement the current Smart Cities meta standard with the right guidance regarding 

this, the ISO 55000 series has been mapped across, bringing in important competencies on the 

monitoring and performance of the asset, as well as strategic clauses related to the link between the 

asset and the organisational requirements.  

‘Smart Cities’ planning is upstream of most of the lifecycle stages of an asset and, as such, this meta 

standard has the potential need to be the most comprehensive in scope. This is because it needs to 

provide sufficient information to the user, for example, the asset portfolio manager, with key 

information to ensure future proofing of the development in question. In addition, this meta 

standard needs to enable the user to elaborate a brief that clearly fulfils the needs, not only 

economic, but social and environmental.  

At this stage, the brief should clearly identify the measures of performance, quality of service, 

outcomes and benefits that the development is seeking to enable, and the capability and capacity 

required to enable the outcomes and benefits.  

In this section, we complete the Smart Cities meta standard matrix with PAS 185, published after the 

first proof of concept, and then compare the gaps between the Smart Cities and Asset Management 

matrices’ competencies. We integrate asset management competencies into the original meta 

standard, thus creating the first DBB meta standard.  

9.2.1 Updating the matrix  

Since PAS 185 was only recently issued, it was not included in the initial meta standard. A matrix of 

the competencies of PAS 185 was created, and then mapped across the Smart Cities matrix. New 

clauses were created to ensure the Security Mindedness standard was explicitly included, given the 

criticality of this topic for our physical and digital infrastructure. In order to complete the next 

iteration of the meta standard we have followed the following steps: 

 

 

Step 1 – Updated the original meta standard to include PAS185. 

• We decomposed PAS185 into its competencies as shown in Error! Reference source not 
found.. 

• We mapped the components in the PAS 185 matrix to the meta standard matrix and fused 

these to create an updated meta standard based on the full PAS 18x series, as shown in 



© urban innovation labs   38 

Figure 28. The additions were made in purple and with a larger font for traceability. During 

this stage, we reviewed the dependencies with the other standards already mapped. 

Components with a red border are those from PAS 185. Figure 28 shows the full meta 

standard, with all the security relevant clauses mapped across to the relevant competencies 

and recommendations. 

 

 
Figure 18 - example of updated meta standard clauses to include PAS185 additions 

It is interesting to note that PAS 185 and PAS1192-5 have similar components and make very similar 

recommendations: have a SCSS (Smart City security strategy) and a BASS (built asset security 

strategy). They also have a similar approach –  to identify critical assets, manage risk, identify roles - 

but are designed to be applied at different scales.  This consistency is to be expected at all levels of 

the system although there is little evidence that this is the case in practice. Further work on the 

security aspects is recommended, as well as engaging a security practitioner to test the meta 

standard and advise on the development of this aspect. 

 
Step 2 – integrated the asset management competencies into the original meta standard. 
A gap analysis was performed between the Smart Cities and the asset management meta standards. 

Upon inspection, most competencies described in the Smart Cities meta standard are mirrored by 

the asset management meta standards. The competencies covered in both are: 

• Business case should be based on the critical success factors and account for potential risks. 

• City vision should be driven by commited leadership. 

• Benefits' owners made responsible for the benefit realisation plan and its budget. 

• Cross-sectoral distributed leadership should be citizen-centric to collaboratively design 

customer franchised services. 

• City needs should be understood through a stakeholder engagement programme that 

includes customers and suppliers. 

• Procure outcomes-based digitally inclusive projects that use agile delivery methods. 

• Build a non-siloed resources and assets management IT architecture to enable reuse and 

sharing. 

• Smart City's benefit-realisation strategy should consist of benefit mapping and benefit 

tracking. 
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Where a competency from ISO 55000 aligns or complements a competency in the Actionable 

Integrated Standard, it has been copied alongside with a red border, as shown in Figure 19.  

 

 

Figure 19 - Example of Asset management competency mapped across to the Smart Cities matrix 

 

A number of competencies in the Smart Cities framework are not contemplated in the Asset 

management 55000 suite. However, they are essential in the planning, execution and management 

of assets. These topics, primarity data focused, are: 

• The Smart City roadmap should leverage on physical and digital opportunities for people and 

businesses to interact, transact and connect. 

• City’s interoperability needs should be clearly identified. 

• A common terminology and reference model for identity and privacy management should 

be created. 

 

ISO 55001 is a strategic standard designed to guide how plan asset management. BS 1192 is more 

technical, and focuses on how the data is produced, procured and mangaged to support delivery of 

the asset management plan, while some topics regarding the implementation of the plan is covered 

in both. Figure 20 shows how 1192 is ‘nested’ within ISO 55000 and, in turn, how these are both 

linked to 9001:  
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Figure 20 - Extract from PAS1192-3 

 

While the Smart Cities framework speaks of the city scale, it is possible to address a different 

geospatial scale while still describing the same competencies in the meta standard. PAS 181 and 184 

and ISO 55000 are strategic standards that have several closely aligned themes. These themes are 

generally organisational management best practice themes that could be applied universally, and 

also link to ISO 9001: 

• Effective leadership. 

• Stakeholder engagement. 

• Managing risk and opportunities. 

• Setting and measuring objectives. 

• Setting responsibilities and accountabilities. 

• Communication and changing culture. 

• Coordination of resources. 

 

There are a number of competencies that, while not initially contained in the Smart Cities 

framework, are essential for fulfilling the performance sought in project, and are part of ISO 55000. 

These focused areas have more detailed guidance within the asset management standards (ISO 

55002 includes the detail) and should feature as competencies in the Smart Cities framework due to 

their important role in enabling feedback and performance evaluation: 

• Monitoring, analysis and evaluation. 

• Continual improvement. 

 

This study did not enable us to fully explore the link between these two competencies and the IoT 

and technology standards in existence. The IoT standards are introduced into the meta standard in 

relation to each system described in the asset management plan as a result of the capability, 

capacity, state and quality of service required to fulfil the outcomes initially identified. While the 

general interoperability standards have been considered, monitoring and continuous improvement 

are directly linked with the particular use case, and therefore need to be introduced in that manner. 
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WP6 sets out an experiment where specific performance indicators are to be monitored, providing a 

use case that enables the development of these meta standards into a user specific tool. 

 

 

9.3 Conclusions and recommendations  
 

9.3.1 Scalability  

 

We believe scalability of the meta standards is possible. The competencies described in the meta 

standards are applicable whether the asset group in question is a single building or a city asset 

portfolio. In addition, this approach allows for extensibility of the competencies to the meta 

standard, as we have seen with the addition of security components and the addition of asset 

management competencies. The level of detail of the standards mapped differs considerably, from 

the PAS 18x series, to 1192 to ISO 55000. This is a challenge that will persist in the future due to the 

different nature of PAS versus British Standards versus ISO. However, this challenge should not 

interfere with the purpose of the meta standards: to create a useful tool that provides the overall 

framework to understand the current and future requirements of an asset in its lifetime.  

A meta standard can be reviewed but not evolved. The extensibility of the meta standard is possible 

- but not straightforward. The meta standard toolkit must be developed sequentially; you cannot go 

back once the next step commences. Gaps should be filled before finalising the gap analysis. As with 

the example of the smart cities meta standard, the final matrix created as part of the first proof of 

concept (March 2017) had to be decomposed into its unfused state in order to be able to map new 

standards on the matrix. This means that when a particular user view has been created and the 

pertinent base matrix assembled and fused, the meta standard cannot be changed. This can pose a 

challenge for less established methods. However, for the well-established processes, the meta 

standard can be transformational in how users can be guided to take a more integrative approach in 

the way that the built environment is planned, designed, built, operated and reported on. 

Only de jure standards were used in the creation of the meta standard. However, we believe that a 

large proportion of the technical specifications used come from de facto standards and industry 

developed best practice. The meta standard sets out the framework where reference to industry 

best practice can be mapped. The addition of this information onto the proposed meta standard will 

increase the information contained in the tool, making manual development of the meta standard 

nearly impossible.  

The content of the standards at clause level is not currently available or accessible digitally, 

standards are flat files. This creates limitations to the creation of a meta standard. However, new 

technologies, including machine learning, AI and semantic ontologies, could make standards 

searchable at a clause level and linked to other relevant standards. This would automate many 

aspects of the meta standard, enabling scalability and functionality of this tool. Moreover, the 

current tools used are sufficient to prove the concept to develop the meta standard framework, 

however, in order to develop this to the next level of content, accuracy and robustness it is 

necessary to explore a different interface and database.  
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The meta standard concept is scalable and extensible given the right tools, process of development 

and domain expertise. This approach elevates flat standards into a useful, informative tool and 

strongly supports the Level 2 Convergence thesis, to enable different stakeholder in the asset 

lifecycle to practice with a higher level of awareness for the requirements of information.  

 

9.3.2 Usability  

The form factor of the meta standard in its current state is not consumable to users yet. The UIL 

team has been able to test the content and the concept with built environment expert practitioners 

with positive feedback regarding the purpose of the tool. However, the current format is not viable 

for further expansion or consultation. This work would benefit from the input of a user experience 

expert that can work along the CDBB team to explore the options for developing this concept further 

and support the user testing as part of the proposed demonstrator in WP6.    

The usability of the content is believed to be of value. However, if developed unilaterally, the meta 

standard can be quite subjective and likely that it would be slightly different depending on who 

compiled it. Therefore, a working group comprising of standards experts, subject matter experts, 

design experts and data/information experts should be assembled to ensure a level of consensus in 

the meta standard tools. The process of developing the meta standard would benefit from a user led 

development approach, similar to methods used for consumer product development - ultimately 

ensuring the expert team is responding to the needs of the user.  

 

9.3.3 Conformance  

We are not far away from a scenario of an automated planning application, where a building model 

is uploaded and the model automatically checked for planning approval, ensuring all the aspects of 

the proposed building conform to the regulation and constraints of the site.  

The meta standard tool as defined in this paper is a ‘playbook’ for practitioners to do their job more 

effectively and be better informed. However, the information codified in the meta standard would 

essentially provide a framework for conformance. Linking information about the design with the 

meta standard would enable immediate feedback on whether the proposal meets the expectations 

of the brief.  

As we have mentioned earlier, standards are not accessible documents. Therefore, information 

cannot be related to these clauses as to whether or not their requirements have been fulfilled. The 

Conformity Tool by BSI has produced one example of a self-conformity assessment for a specific 

clinical device. The use cases for self-certification in the built environment are numerous and an 

automating part of the conformance processes would not only reduce wasted time but help the 

supply chain to have confidence in their products and services for the Smart Cities and Digital Built 

Britain market. Products in the market already encode aspects such as technical design, for relevant 

standards in their functionality, however, none of them address the full lifecycle approach sought by 

Digital Built Britain.  

Developing conformance tools linked to the meta standard for each of the categories explored - 

strategy, data, financial and technical - would have considerable benefits for a full lifecycle 

approach.   
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10 Appendix A 
 
10.1 Process map 
 

 
 

 

Figure 21 - Meta standard development process 
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10.2 Meta standard matrices 

  
Figure 22 - ISO 55000 decomposition 

Asset management — 
Overview, principles and 
terminology

Fundamentals Context of the organisation Leadership Planning (SAMP) Support Operation Performance evaluation Improvement

Effective control and governance of assets by organizations is essential to realize 
value through managing risk and opportunity, in order to achieve the desired 
balance of cost, risk and performance. Asset management supports the 
realization of value while balancing financial, environmental and social costs, 
risk, quality of service and performance related to assets. This International 
Standard is intended to be used for managing physical assets in particular, but 
it
can also be applied to other asset types. The fundamentals of asset management 
and the supporting asset management system introduced in this International 
Standard, when integrated into the broader governance and risk framework of 
an organization, can contribute tangible benefits and leverage opportunities.

When establishing or reviewing its asset management system, an 
organization should take into account its internal and external contexts. 
The external context includes the social, cultural, economic and physical 
environments, as well as regulatory, financial and other constraints. The 
internal context includes organizational culture and environment, as 
well as the mission, vision and values of the organization. Stakeholder 
inputs, concerns and expectations are also part of the context of the 
organization. Theinfluences of stakeholders are key to setting rules for 
consistent decision making and also contribute to the setting of 
organizational objectives, which in turn, influence the design and scope 
of its asset management system.

Top management is responsible for developing the asset 
management policy and asset management objectives and for 
aligning them with the organizational objectives. Leaders at all 
levels are involved in the planning, implementation and 
operation of the asset management system. Top management 
should create the vision and values that guide policy, practice and 
actively promote these values inside and outside the 
organization. Top management also defines the responsibilities, 
accountabilities and asset management objectives and strategies, 
which create the environment for the asset management system. 
Leaders should lend their authority to supporting the asset 
management system, and should ensure its alignment to other 
management systems within the organization through 
appropriate organizational design.

The principles by which the organization intends applying 
asset management to achieve its organizational objectives 
should be set out in an asset management policy (see 3.1.18). 

The asset management system will require collaboration among many 
parts of the organization. This collaboration often involves the sharing 
of resources. 

The organization’s asset management system can enable the 
directing, implementation and control of its
asset management activities, including those that have been 
outsourced.

The organization should evaluate the performance of its 
assets, its asset management and its asset management 
system. Performance measures can be direct or indirect, 
financial or non-financial. Monitoring, analysis and 
evaluation of this information should be a continuous 
process.

Continual improvement is a concept that is applicable to 
the assets, the asset management activities and the asset 
management system, including those activities or processes 
which are outsourced.

This International Standard provides an overview of asset management, its 
principles and terminology, and the expected benefits from adopting asset 
management. It also provides the context for ISO 55001 and
ISO 55002. Asset management is based on a set of fundamentals.
a) Value: Assets exist to provide value to the organization and its stakeholders.
b) Alignment: Asset management translates the organizational objectives into 
technical and financial
decisions, plans and activities.
c) Leadership: Leadership and workplace culture are determinants of 
realization of value.
d) Assurance: Asset management gives assurance that assets will fulfil their 
required purpose.

The value (which can be tangible or intangible, financial or non-financial) 
will be determined by the organization and its stakeholders, in 
accordance with the organizational objectives.
This includes:
1) a clear statement of how the asset management objectives align with 
the organizational objectives;
2) the use of a life cycle management approach to realize value from 
assets;
3) the establishment of decision-making processes that reflect 
stakeholder need and define value.

Leadership and commitment from all managerial levels is 
essential for successfully establishing,
operating and improving asset management within the 
organization.
This includes:
1) clearly defined roles, responsibilities and authorities;
2) ensuring that employees are aware, competent, and 
empowered;
3) consultation with employees and stakeholders regarding asset 
management.

The approach to implementing
these principles should be documented in a strategic asset 
management plan (SAMP) (see 3.3.2).

Coordinating these resources and applying, verifying and improving 
their use should be objectives of the asset management system. It 
should also promote awareness of the asset management objectives 
across the whole organization

 Functional policies, technical standards, plans and processes for 
the implementation of the asset management plans should be fed 
back into the design and operation of the asset management 
system.

The need for assurance arises from the need to effectively 
govern an organization. Assurance
applies to assets, asset management and the asset 
management system.
This includes:
1) developing and implementing processes that connect the 
required purposes and performance
of the assets to the organizational objectives;
2) implementing processes for assurance of capability across 
all life cycle stages;
3) implementing processes for monitoring and continual 
improvement;
4) providing the necessary resources and competent 
personnel for demonstration of assurance,
by undertaking asset management activities and operating 
the asset management system.

R1

These influencing factors need to be considered when establishing, 
implementing, maintaining and
continually improving asset management.— the nature and purpose of the 
organization;
— its operating context;
— its financial constraints and regulatory requirements;
— the needs and expectations of the organization and its stakeholders

Asset management decisions (technical, financial and operational) 
collectively enable the achievement of the organizational objectives.
This includes:
1) the implementation of risk-based, information-driven, planning and 
decision-making processes
and activities that transform organizational objectives into asset 
management plans (see
2.5.3.4);
2) the integration of the asset management processes with the functional 
management processes
of the organization, such as finance, human resources, information 
systems, logistics and
operations;
3) the specification, design and implementation of a supporting asset 
management system

Top management and leaders at all levels are responsible for 
ensuring that appropriate resources are in place to support the 
asset management system. These resources include appropriate 
funding, adequate and competent human resources, and 
information technology support.

An organization’s SAMP should be used to guide the setting of 
its asset management objectives, and to describe the role of 
the asset management system in meeting these objectives. This 
includes the structures, roles and responsibilities necessary to 
establish the asset management system and to operate it 
effectively. Stakeholder support, risk management and 
continuous improvement are important issues to be 
addressed in the establishment and operation of the asset 
management system.The SAMP can have a timeframe that 
extends beyond the organization’s own business planning 
timeframe, requiring the asset management system to address 
the complete lifetimes of the assets.

The asset management system provides information to support the 
development of asset management plans and the evaluation of their 
effectiveness. Asset information systems can be extremely large and 
complex in some organizations, and there are many issues involved in 
collecting, verifying and consolidating asset data in order to transform 
it into asset information. Creating, controlling, and documenting this 
information is a critical function of the asset management system.

When an organization outsources some of its asset management 
activities, this should not remove those outsourced activities from 
the control of the organization’s asset management system

Asset performance evaluations should be conducted on 
assets managed directly by the organization and on assets 
which are outsourced.

Opportunities for improvement can be determined directly 
through monitoring the performance of the asset 
management system, and through monitoring asset 
performance.Nonconformities or potential 
nonconformities of the asset management system can also 
be identified through management reviews and internal or 
external audits. The nonconformities require corrective 
action and the potential nonconformities require 
preventive action.

R2

An asset management system is used by the organization to direct, coordinate 
and control asset management activities. It can provide improved risk control 
and gives assurance that the asset management objectives will be achieved on a 
consistent basis.key elements of an asset management system.In this context, 
the elements of the asset management

the elements of the asset management system should be viewed as a set of 
tools, including policies, plans, business processes and information
systems, which are integrated to give assurance that the asset management 
activities will be delivered
NOTE The grey highlighted box designates the boundary of the asset 
management system.
Figure B.1 — Relationship between key elements of an asset management 
system
﻿

Leaders should recognize and resolve conflicts between the 
internal culture of the organization and the performance of its 
asset management system.

The organization should also use its SAMP to guide its asset 
management system in the development
of its asset management plans (i.e. in establishing what to do). 
The asset management plans themselves
should define the activities to be undertaken on assets, and 
should have specific and measurable
objectives (e.g. timeframes and the resources to be used). 
These objectives can provide the opportunity
for alignment of operating plans with the organizational plan 
and any unit level business plans.

The asset management system should specify the competency 
requirements for personnel involved in asset management. The 
implementation, maintenance, evaluation and improvement of these 
competencies normally requires close cooperation with the 
organization’s human resource management system. These two 
systems should be mutually supportive.

Operation of the asset management system can sometimes require 
planned changes to asset management processes or procedures, 
which can introduce new risks. Risk assessment and control in the 
context of managing change is an important consideration in 
operating an asset management system

Asset management performance should be evaluated 
against whether the asset management objectives have 
been achieved, and if not, why not. Where applicable, 
any opportunities that arose from having exceeded the 
asset management objectives should also be examined, as 
well as any failure to realize them. The adequacy of the 
decision-making processes should be examined carefully.

emergency response planning and business continuity 
planning for identified risks should be addressed by the asset 
management system. All such incidents, including 
unanticipated events, should be investigated and reviewed 
to see if any improvements are needed to the asset 
management system, to prevent their recurrence and to 
mitigate their effects

R3

Not all asset management activities can be formalized through an asset 
management system. For example, aspects such as leadership, culture, 
motivation, behaviour, which can have a significant influence on the 
achievement of asset management objectives, may be managed by the 
organization using arrangements outside the asset management system.

Top management and leaders at all levels are responsible for 
communicating the organization’s asset management objectives 
and the importance of its asset management system to all 
employees, customers, suppliers, contractors and other 
stakeholders. Communication should be two-way, with leaders 
being open to receiving information aimed at improving the asset 
management system from all levels.

Aligning the asset management objectives with the 
organizational objectives, as well as linking asset reports to 
financial reports, can improve the organization’s effectiveness 
and efficiency, The linking of asset reports to financial reports 
can also improve and clarify the assessment of the financial 
status and long-term funding requirements of the organization

Periodic audits should be used to evaluate the  
performance of the asset management system; these may 
be complemented by self-assessments.

Improvements should be risk assessed prior to being 
implemented.

R4
Using an integrated management systems approach allows an organization’s 
asset management system to be built on elements of its other management 
systems, such as for quality, environment, health and safety, and risk 
management. Building on existing systems can reduce the effort and expense 
involved in creating and maintaining an asset management system. It can also 
improve integration across different disciplines and improve cross-functional 
coordination. Asset management, because it touches so many parts of the 
organization, is a natural candidate for an
integrated systems approach.

The results of performance evaluations should be used as 
inputs into management reviews

The need

The strategy

The recommend
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Figure 23 - ISO 55001 decomposition 

 

Fundamentals Context of the organisation Leadership Planning Support Operation Performance evaluation Improvement Intergrated Management System

This International Standard specifies requirements for an asset management system within 
the context of the organization.

R1

The organization shall establish, implement, maintain and continually improve an asset management 
system, including the processes needed and their interactions, in accordance with the requirements of this 
International Standard.

Understanding the organization and its context
The organization shall determine external and internal issues that are relevant to its purpose and that 
affect its ability to achieve the intended outcome(s) of its asset management system. Asset management 
objectives, included in the strategic asset management plan (SAMP), shall be aligned to, and consistent 
with, the organizational objectives.

5.1 Leadership and commitment
Top management shall demonstrate leadership and commitment with respect to the asset management 
system by:
— ensuring that the asset management policy, the SAMP and asset management objectives are
established and are compatible with the organizational objectives;
— ensuring the integration of the asset management system requirements into the organization’s
business processes;
— ensuring that the resources for the asset management system are available;
— communicating the importance of effective asset management and of conforming to the asset
management system requirements;
— ensuring that the asset management system achieves its intended outcome(s);
— directing and supporting persons to contribute to the effectiveness of the asset management system;
— promoting cross-functional collaboration within the organization;
— promoting continual improvement;
— supporting other relevant management roles to demonstrate their leadership as it applies to their areas 
of responsibility;
— ensuring that the approach used for managing risk in asset management is aligned with the
organization’s approach for managing risk.

6.1 Actions to address risks and opportunities for the asset management system
When planning for the asset management system, the organization shall consider the issues referred to in 
4.1 and the requirements referred to in 4.2 and determine the risks and opportunities that need to be 
addressed to:
— give assurance that the asset management system can achieve its intended outcome(s);
— prevent, or reduce undesired effects;
— achieve continual improvement.

Resources
The organization shall determine and provide the resources needed for the establishment,
implementation, maintenance and continual improvement of the asset management system.
The organization shall provide the resources required for meeting the asset management objectives and
for implementing the activities specified in the asset management plan(s).

8.1 Operational planning and control
The organization shall plan, implement and control the processes needed to meet requirements, and to 
implement the actions determined in 6.1, the asset management plan(s) determined in 6.2, and the 
corrective and preventive actions determined in 10.1 and 10.2 by:
— establishing criteria for the required processes;
— implementing the control of the processes in accordance with the criteria;
— keeping documented information to the extent necessary to have confidence and evidence that the
processes have been carried out as planned;
— treating and monitoring risks using the approach described in 6.2.2.

9.1 Monitoring, measurement, analysis and evaluation
The organization shall determine:
a) what needs to be monitored and measured; b) the methods for monitoring, measurement, analysis and 
evaluation, as applicable, to ensure valid
results;
c) when the monitoring and measuring shall be performed;
d) when the results from monitoring and measurement shall be analysed and evaluated.
The organization shall evaluate and report on
— the asset performance;
— the asset management performance, including financial and non-financial performance;
— the effectiveness of the asset management system.
The organization shall evaluate and report on the effectiveness of the processes for managing risks and
opportunities.
The organization shall retain appropriate documented information as evidence of the results of
monitoring, measurement, analysis and evaluation.
The organization shall ensure that its monitoring and measurement enables it to meet the requirements
of 4.2.

10.1 Nonconformity and corrective action
When a nonconformity or incident occurs in its assets, asset management or asset management system
the organization shall:
a) react to the nonconformity or incident, and, as applicable:
— take action to control and correct it;
— deal with the consequences;
b) evaluate the need for action to eliminate the causes of the nonconformity or incident, in order that
it does not occur or recur elsewhere, by:
— reviewing the nonconformity or incident;
— determining the causes of nonconformity or incident;
— determining if similar nonconformities exist, or could potentially occur;
c) implement any action needed;
d) review the effectiveness of any corrective action taken; and
e) make changes (see 8.2) to the asset management system, if necessary.
Corrective actions shall be appropriate to the effects of the nonconformities or incident encountered.
The organization shall retain documented information as evidence of:
— the nature of the nonconformities or incident and any subsequent actions taken;
— the results of any corrective action.

R2

The organization shall develop a SAMP which includes documentation of the role of the asset management 
system in supporting achievement of the asset management objectives.

Understanding the needs and expectations of stakeholders
The organization shall determine:
— the stakeholders that are relevant to the asset management system;
— the requirements and expectations of these stakeholders with respect to asset management;
— the criteria for asset management decision making;
— the stakeholder requirements for recording financial and non-financial information relevant to
asset management, and for reporting on it both internally and externally.

5.2 Policy
Top management shall establish an asset management policy that:
a) is appropriate to the purpose of the organization;
b) provides a framework for setting asset management objectives;
c) includes a commitment to satisfy applicable requirements;
d) includes a commitment to continual improvement of the asset management system.
The asset management policy shall:
— be consistent with the organizational plan;
— be consistent with other relevant organizational policies;
— be appropriate to the nature and scale of the organization’s assets and operations;
— be available as documented information;
— be communicated within the organization;
— be available to stakeholders, as appropriate;
— be implemented and be periodically reviewed and, if required, updated.

The organization shall plan:
a) actions to address these risks and opportunities, taking into account how these risks and
opportunities can change with time;
b) how to:
— integrate and implement the actions into its asset management system processes;
— evaluate the effectiveness of these actions.

Competence
The organization shall:
— determine the necessary competence of person(s) doing work under its control that affects its asset
performance, asset management performance and asset management system performance;
— ensure that these persons are competent on the basis of appropriate education, training, or
experience;
— where applicable, take actions to acquire the necessary competence, and evaluate the effectiveness
of the actions taken;
— retain appropriate documented information as evidence of competence;
— periodically review current and future competency needs and requirements

8.2 Management of change
Risks associated with any planned change, permanent or temporary that can have an impact on achieving 
the asset management objectives, shall be assessed before the change is implemented.
The organization shall ensure that such risks are managed in accordance with 6.1 and 6.2.2. The 
organization shall control planned changes and review the unintended consequences of changes, taking 
action to mitigate any adverse effects, as necessary.

9.2 Internal audit
9.2.1 The organization shall conduct internal audits at planned intervals to provide information to
assist in the determination on whether the asset management system:
a) conforms to:
— the organization’s own requirements for its asset management system;
— the requirements of this International Standard;
b) is effectively implemented and maintained.
9.2.2 The organization shall:
a) plan, establish, implement and maintain an audit programme(s), including the frequency, methods,
responsibilities, planning requirements and reporting. The audit programme(s) shall take into
consideration the importance of the processes concerned and the results of previous audits;
b) define the audit criteria and scope for each audit;
c) select auditors and conduct audits to ensure objectivity and the impartiality of the audit process;
d) ensure that the results of the audits are reported to relevant management; and
e) retain documented information as evidence of the results of the implementation of the audit
programme and the audit results.

10.2 Preventive action
The organization shall establish processes to proactively identify potential failures in asset performance
and evaluate the need for preventive action.
When a potential failure is identified the organization shall apply the requirements of 10.1.
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Determining the scope of the asset management system
The organization shall determine the boundaries and applicability of the asset management system to
establish its scope. The scope shall be aligned with the SAMP and the asset management policy. When
determining this scope, the organization shall consider:
— the external and internal issues referred to in 4.1;
— the requirements referred to in 4.2;
— the interaction with other management systems, if used.
The organization shall define the asset portfolio covered by the scope of the asset management system.
The scope shall be available as documented information

5.3 Organizational roles, responsibilities and authorities
Top management shall ensure that the responsibilities and authorities for relevant roles are assigned
and communicated within the organization.
Top management shall assign the responsibility and authority for:
a) establishing and updating the SAMP, including asset management objectives;
b) ensuring that the asset management system supports delivery of the SAMP;
c) ensuring that the asset management system conforms to the requirements of this International
Standard;
d) ensuring the suitability, adequacy and effectiveness of the asset management system;
e) establishing and updating the asset management plan(s) (see 6.2.2);
f) reporting on the performance of the asset management system to top management.

6.2 Asset management objectives and planning to achieve them
6.2.1 Asset management objectives
The organization shall establish asset management objectives at relevant functions and levels.
When establishing its asset management objectives, the organization shall consider the requirements of
relevant stakeholders and of other financial, technical, legal, regulatory and organizational requirements
in the asset management planning process.
The asset management objectives shall:
— be consistent and aligned with the organizational objectives;
— be consistent with the asset management policy;
— be established and updated using asset management decision-making criteria (see 4.2);
— be established and updated as part of the SAMP;
— be measurable (if practicable);
— take into account applicable requirements;
— be monitored;
— be communicated to relevant stakeholders;
— be reviewed and updated as appropriate.
The organization shall retain documented information on the asset management objectives.

7.3 Awareness
Persons doing work under the organization’s control, who can have an impact on the achievement of the
asset management objectives, shall be aware of:
— the asset management policy;
— their contribution to the effectiveness of the asset management system, including the benefits of
improved asset management performance;
— their work activities, the associated risks and opportunities and how they relate to each other;
— the implications of not conforming to the asset management system requirements.

8.3 Outsourcing
When the organization outsources any activities that can have an impact on the achievement of its asset 
management objectives, it shall assess the associated risks. The organization shall ensure that
outsourced processes and activities are controlled. The organization shall determine and document how 
these activities will be controlled and integrated into the organization’s asset management system. The 
organization shall determine:
a) the processes and activities that are to be outsourced (including the scope and boundaries of the 
outsourced processes and activities and their interfaces with the organization’s own processes and 
activities);
b) the responsibilities and authorities within the organization for managing the outsourced processes and 
activities;
c) the processes and scope for the sharing of knowledge and information between the organization and its 
contracted service provider(s); When outsourcing any activities, the organization shall ensure that:
— the outsourced resources meet the requirements of 7.2, 7.3 and 7.6;
— the performance of the outsourced activities is monitored in accordance with 9.1.
9 Performance

9.3 Management review
Top management shall review the organization’s asset management system, at planned intervals, to 
ensure its continuing suitability, adequacy and effectiveness. The management review shall include 
consideration of:
a) the status of actions from previous management reviews;
b) changes in external and internal issues that are relevant to the asset management systemc) information 
on the asset management performance, including trends in:
— nonconformities and corrective actions;
— monitoring and measurement results;
— audit results;
d) asset management activity;
e) opportunities for continual improvement;
f) changes in the profile of risks and opportunities.
The outputs of the management review shall include decisions related to continual improvement
opportunities and any need for changes (see 8.2) to the asset management system.
The organization shall retain documented information as evidence of the results of management reviews.

10.3 Continual improvement
The organization shall continually improve the suitability, adequacy and effectiveness of its asset
management and the asset management system

R4 6.2.2 Planning to achieve asset management objectives
The organization shall integrate the planning to achieve asset management objectives with other
organizational planning activities, including financial, human resources and other support functions.
The organization shall establish, document and maintain asset management plan(s) to achieve the asset
management objectives. These asset management plan(s) shall be aligned with the asset management
policy and the SAMP.
The organization shall ensure that the asset management plan(s) take(s) into account relevant
requirements coming from outside the asset management system.
When planning how to achieve its asset management objectives, the organization shall determine and
document:
a) the method and criteria for decision making and prioritizing of the activities and resources to
achieve its asset management plan(s) and asset management objectives;
b) the processes and methods to be employed in managing its assets over their life cycles;c) what will be 
done;
d) what resources will be required;
e) who will be responsible;
f) when it will be completed;
g) how the results will be evaluated;
h) the appropriate time horizon(s) for the asset management plan(s);
i) the financial and non-financial implications of the asset management plan(s);
j) the review period for the asset management plan(s) (see 9.1);
k) actions to address risks and opportunities associated with managing the assets, taking into account

7.4 Communication
The organization shall determine the need for internal and external communications relevant to assets, 
asset management and the asset management system including:
— on what it will communicate;
— when to communicate;
— with whom to communicate;
— how to communicate.

R5 7.5 Information requirements
The organization shall determine its information requirements to support its assets, asset management,
asset management system and the achievement of its organizational objectives. In doing this:
a) the organization shall include consideration of:
— the significance of the identified risks;
— the roles and responsibilities for asset management;
— the asset management processes, procedures and activities;
— the exchange of information with its stakeholders, including service providers;
— the impact of quality, availability and management of information on organizational decision
making;
b) the organization shall determine:
— the attribute requirements of identified information;
— the quality requirements of identified information;
— how and when information is to be collected, analysed and evaluated;
c) the organization shall specify, implement and maintain processes for managing its information;
d) the organization shall determine the requirements for alignment of financial and non-financial
terminology relevant to asset management throughout the organization;
e) the organization shall ensure that there is consistency and traceability between the financial and
technical data and other relevant non-financial data, to the extent required to meet its legal and
regulatory requirements while considering its stakeholders’ requirements and organizational
objectives.

R6 Documented Information 7.6.1 General
The organization’s asset management system shall include:
— documented information as required by this International Standard;
— documented information for applicable legal and regulatory requirements;
— documented information determined by the organization as being necessary for the effectiveness of
the asset management system, as specified in 7.5.

R7 7.6.2 Creating and updating
When creating and updating documented information the organization shall ensure appropriate:
— identification and description (e.g. a title, date, author, or reference number);
— format (e.g. language, software version, graphics) and media (e.g. paper, electronic);
— review and approval for suitability and adequacy

R8
7.6.3 Control of documented information
Documented information required by the asset management system and by this International Standard 
shall be controlled to ensure:
a) it is available and suitable for use, where and when it is needed;
b) it is adequately protected (e.g. from loss of confidentiality, improper use, or loss of integrity).
For the control of documented information, the organization shall address the following activities, as 
applicable:
— distribution, access, retrieval and use;
— storage and preservation, including preservation of legibility;
— control of changes (e.g. version control);
— retention and disposition.
Documented information of external origin determined by the organization to be necessary for
the planning

The need

The strategy

Th
e 

re
co

m
m

en
d

Asset management — 
Management systems 

— Requirements



© urban innovation labs   46 

 
 

Figure 24 - Asset management meta standard matrix showing key competencies 

 

 
 

 

Asset management — 
Overview,
principles and 
terminology

Fundamentals Context of the organisation Leadership Planning (SAMP) Support Operation Performance evaluation Improvement

Effective control and governance of assets by organizations is essential to 
realize value through managing risk and opportunity, in order to achieve the 
desired balance of cost, risk and performance. Asset management supports the 
realization of value while balancing financial, environmental and social costs, 
risk, quality of service and performance related to assets (assets don't have to be 
physical). 

organizations should take into account its internal and external 

contexts. The external context includes the social, cultural, economic 
and physical environments, as well as regulatory, financial and other 
constraints. The internal context includes organizational culture and 
environment, as well as the mission, vision and values of the 
organization. Stakeholder inputs, concerns and expectations are also 
part of the context of the organization. The influences of stakeholders are 
key to setting rules for consistent decision making and also contribute to 
the setting of organizational objectives, which in turn, influence the 
design and scope of its asset management system.

Top management is responsible for developing the asset 
management policy and asset management objectives and for 
aligning them with the organizational objectives. Leaders at all 
levels are involved in the planning, implementation and 
operation of the asset management system. Top management 
should create the vision and values that guide policy, practice and 
actively promote these values inside and outside the 
organization. Top management also defines the responsibilities, 

accountabilities and asset management objectives and strategies, 
which create the environment for the asset management system. 
Leaders should lend their authority to supporting the asset 
management system, and should ensure its alignment to other 
management systems within the organization through 
appropriate organizational design.

The principles by which the organization intends applying 
asset management to achieve its organizational objectives 

should be set out in an asset management policy (see 3.1.18). 

The asset management system will require collaboration among many 
parts of the organization. This collaboration often involves the sharing 
of resources. Coordinating these resources and applying, verifying 
and improving their use should be objectives of the asset management 
system. It should also promote awareness of the asset management 

objectives across the whole organization

The organization’s asset management system can enable the 
directing, implementation and control of its asset management 

activities, including those that have been outsourced.

The organization should evaluate the performance of its 

assets, its asset management and its asset management 

system. Performance measures can be direct or indirect, 
financial or non-financial. Monitoring, analysis and 

evaluation of this information should be a continuous 
process.

The need for assurance arises from the need to effectively 
govern an organization. Assurance

applies to assets, asset management and the asset 
management system.

 Asset management is based on a set of fundamentals. Assets exist to provide 
value to the organization and its stakeholders. Asset management translates 
the organizational objectives into technical and financial decisions, plans and 

activities. and provides assurance that assets will fulfil their required 
purpose.Leadership and workplace culture are determinants of realization of 
value. 

The value of an asset (which can be tangible or intangible, financial or 
non-financial) will be determined by the organization and its 
stakeholders, in accordance with the organizational objectives. The 
organisation should develop a statement of how the asset management 

objectives align with the organizational objectives; define  a life cycle 

management approach to realize value from assets and establish a 
decision-making processes that reflect stakeholder need and define 
value.

Leadership and commitment from all managerial levels is 
essential for successfully establishing, operating and improving 
asset management within the organization.
 Roles, responsibilities and authorities should be clearly 
defined.Employees should be aware, competent, and 

empowered. Employees and stakeholders should be consulted 

with regarding asset management.

The approach to implementing these principles should be 
documented in a strategic asset management plan (SAMP) 

(see 3.3.2).

The asset management system provides information to support the 
development of asset management plans and the evaluation of their 
effectiveness. Asset information systems can be extremely large and 
complex in some organizations, and there are many issues involved in 
collecting, verifying and consolidating asset data in order to 
transform it into asset information. Creating, controlling, and 
documenting this information is a critical function of the asset 
management system.

 Functional policies, technical standards, plans and processes for 
the implementation of the asset management plans should be fed 
back into the design and operation of the asset management 
system.

Asset performance evaluations should be conducted on 
assets managed directly by the organization and on assets 
which are outsourced.

.
Assurance includes
1) developing and implementing processes that connect the 
required purposes and performance of the assets to the 
organizational objectives;

2) implementing processes for assurance of capability across 
all life cycle stages;
3) implementing processes for monitoring and continual 

improvement;
4) providing the necessary resources and competent 

personnel for demonstration of assurance, by undertaking 
asset management activities and operating the asset 
management system.

R1

An asset management system is a set of tools used by the organization to 
direct, coordinate and control asset management activities; through policies, 

plans, business processes and information systems it can provide improved 
risk control and gives assurance that the asset management objectives will be 
achieved on a consistent basis.

Top management and leaders at all levels are responsible for 
ensuring that appropriate resources are in place to support the 
asset management system. These resources include appropriate 
funding, adequate and competent human resources, and 
information technology support.

An organization’s SAMP should be used to guide the setting of 

its asset management objectives, and to describe the role of 
the asset management system in meeting these objectives. 
This includes the structures, roles and responsibilities 
necessary to establish the asset management system and to 
operate it effectively. Stakeholder support, risk management 

and continuous improvement are important issues to be 
addressed in the establishment and operation of the asset 
management system.The SAMP can have a timeframe that 
extends beyond the organization’s own business planning 
timeframe, requiring the asset management system to address 
the complete lifetimes of the assets.

The asset management system should specify the competency 

requirements for personnel involved in asset management. The 
implementation, maintenance, evaluation and improvement of these 
competencies normally requires close cooperation with the 

organization’s human resource management system. These two 
systems should be mutually supportive.

When an organization outsources some of its asset management 
activities, this should not remove those outsourced activities from 
the control of the organization’s asset management system

Asset management performance should be evaluated 

against whether the asset management objectives have 

been achieved, and if not, why not. Where applicable, 
any opportunities that arose from having exceeded the 
asset management objectives should also be examined, as 
well as any failure to realize them. The adequacy of the 
decision-making processes should be examined carefully.

Opportunities for improvement can be determined directly 
through monitoring the performance of the asset 
management system, and through monitoring asset 

performance.Nonconformities or potential 
nonconformities of the asset management system can also 
be identified through management reviews and internal or 
external audits. The nonconformities require corrective 
action and the potential nonconformities require 
preventive action.

R2

Not all asset management activities can be formalized through an asset 
management system. For example, aspects such as leadership, culture, 

motivation, behaviour, which can have a significant influence on the 
achievement of asset management objectives, may be managed by the 
organization using arrangements outside the asset management system.

Leaders should recognize and resolve conflicts between the 
internal culture of the organization and the performance of its 
asset management system.

The organization should also use its SAMP to guide its asset 
management system in the development of its asset 

management plans (i.e. in establishing what to do). The asset 

management plans themselves should define the activities to 
be undertaken on assets, and should have specific and 
measurable objectives (e.g. timeframes and the resources to 
be used). These objectives can provide the opportunity for 
alignment of operating plans with the organizational plan and 
any unit level business plans.

Operation of the asset management system can sometimes require 
planned changes to asset management processes or procedures, 
which can introduce new risks. Risk assessment and control in the 

context of managing change is an important consideration in 
operating an asset management system

Periodic audits should be used to evaluate the  
performance of the asset management system; these may 
be complemented by self-assessments.

emergency response planning and business continuity 

planning for identified risks should be addressed by the asset 
management system. All such incidents, including 
unanticipated events, should be investigated and reviewed 
to see if any improvements are needed to the asset 
management system, to prevent their recurrence and to 
mitigate their effects

R3

Using an integrated management systems approach allows an organization’s 
asset management system to be built on elements of its other management 
systems, such as for quality, environment, health and safety, and risk 
management. Building on existing systems can reduce the effort and expense 
involved in creating and maintaining an asset management system. It can also 
improve integration across different disciplines and improve cross-functional 
coordination. Asset management, because it touches so many parts of the 
organization, is a natural candidate for an integrated systems approach.

Top management and leaders at all levels are responsible for 
communicating the organization’s asset management objectives 

and the importance of its asset management system to all 
employees, customers, suppliers, contractors and other 
stakeholders. Communication should be two-way, with leaders 
being open to receiving information aimed at improving the asset 
management system from all levels.

Aligning the asset management objectives with the 

organizational objectives, as well as linking asset reports to 

financial reports, can improve the organization’s effectiveness 
and efficiency, The linking of asset reports to financial reports 

can also improve and clarify the assessment of the financial 

status and long-term funding requirements of the 

organization

The results of performance evaluations should be used 

as inputs into management reviews

Improvements should be risk assessed prior to being 
implemented.

R4
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Asset management — Overview,
principles and terminology

R2

Fundamentals

Not all asset management activities can be 
formalized through an asset management 
system. For example, aspects such as 
leadership, culture, motivation, behaviour, 
which can have a significant influence on 
the achievement of asset management 
objectives, may be managed by the 
organization using arrangements outside 
the asset management system.

Context of the organisation

Procurement. Suppliers should be assessed using 
a capability assessment. As part of the main 
contract selection process, the employer shall 
request in the EIRs that bidders shall submit 
details of their approach to project information 
management, suffi cient to demonstrate the 
supplier’s proposed approach, capability, capacity 
and competence to meet the EIR

Leadership

Leaders should recognize and resolve 
conflicts between the internal culture of 
the organization and the performance of its 
asset management system.

Establish the OIR based on the asset 
management activities identified in the policy, 
strategy and plan, which may be developed 
through BS ISO 55000 – see 4.4. 

6.1 Where the security triage process 
identifies a need for a security-minded 
approach, the employer or asset owner 
shall nominate a suitably qualified and 
experienced individual to fulfil the role of 
built asset security manager.

In accordance with ISO/TS 8000-150, a data manager 
should have the responsibility for accepting information 
into the shared area of the CDE and for authorizing it for 
the published area.

PAS1192-2 Information Manager. 
Under the BIM
Protocol, a client is obliged to 
appoint an information
manager at all project stages.

Planning (SAMP)

7.1.1 The employer or asset owner shall develop 
and maintain a BASS which shall include: a) the 
security requirements determined by the security 
triage process; b) the built asset risk management 
strategy (see 7.2) comprising: i) the record of the 
risk assessment; ii) the record of the risk 
mitigation process; iii) the measures to be 
implemented; iv) a summary of the residual risks; 
c) a list of those to be informed about the 
residual risks; and d) the mechanisms for 
reviewing and updating the BASS (see 7.3).

§§

The employer or asset owner shall develop, 
maintain and implement a BASMP for the 
lifecycle of the built asset which addresses 
the specific security risks or combinations 
of risks identified in the BASS in a 
consistent and holistic manner

10.1 The employer or asset owner shall 
develop, maintain and implement a BASIR 
for the lifecycle of the asset which sets out 
the specific information requirements 
around sensitive assets/systems based on 
the policies, processes and procedures 
contained in the BASMP. 10.2 The BASIR 
shall inform the asset information 
requirements (AIR) and, in a project, the 
EIR (see Figure 2).

The IMP (Imformation Management plan) shall cover the 
operational lifecycle of the asset including, but not limited 
to, handover from design and construction, day-to-day 
operation of the asset, planned and reactive maintenance, 
minor works, major works, decommissioning, and 
dismantling or demolition.

Data interoperability should be considered. 
PAS 212 specifies a protocol whereby any 
compliant software client can automatically 
discover data that is stored within any 
compliant software server, without either 
the client or server having to be written to 
have been explicitly compatible with each 
other. PAS 212 can be used by 
commissioners of software projects, who, 
by recommending compliance to this 
specification, can promote open 
interoperability between the project parts, 
and thus avoid vendor lock-in.

PAS 1192-2 focuses specifi cally on project 
delivery, where the majority of graphical 
data, non-graphical data and documents, 
known collectively as the project 
information model (PIM), are accumulated 
fromdesign and construction activities.

provision of a clear definition of the 
employer’s information requirements (EIR) 
and key decision points (to form part of the 
contract possibly through adoption of the 
CIC BIM Protocol)

9.1.2 The employer or asset owner shall 
create and maintain a SB/IMP tailored to 
the enterprise, its function, and the assets 
that may be affected, to be followed both 
by its own personnel and, where 
appropriate, by its supply chain.

4.6.1 Creation of the AIM The AIM shall be created in accordance 
with the organization’s requirements. This shall be achieved through 
a variety of management activities, including some or all of the 
following: a) transfer of information and data from existing 
organizational systems into the AIM; b) recognizing or relabeling an 
existing data and information store as part of the AIM; c) collection 
of new or updated information and data from surveys of the physical 
asset; d) exchange of information and data with project information 
model(s) generated as a result of BIM Level 2 capital/delivery 
projects as specified by PAS 1192-2.

4R4. Implementation: The implementation 
of COBie and the  delivery of the EIR should 
be specific and appropriate to the facility 
and should be led by the employer. 
Implementation  should be through the use 
of robust applications, shared structured 
data and repeatable processes. Existing 
Facilities  and the context of new Facilities 
should be documented

Information requirements set out in the 
EIRs shall only provide enough information 
to answer the ”Plain Language Questions” 
(PLQs) required at a particular stage, at an 
appropriate level of detail.

Support

The asset management system will require 
collaboration among many parts of the 
organization. This collaboration often involves 
the sharing of resources. Coordinating these 
resources and applying, verifying and improving 
their use should be objectives of the asset 
management system. It should also promote 
awareness of the asset management objectives 
across the whole organization

Operation

The organization’s asset management system can 
enable the directing, implementation and control 
of its asset management activities, including 
those that have been outsourced.

Performance evaluation

The organization should evaluate the 
performance of its assets, its asset management 
and its asset management system. Performance 
measures can be direct or indirect, financial or 
non-financial. Monitoring, analysis and 
evaluation of this information should be a 
continuous process.

Improvement

The need for assurance arises from the need to 
effectively govern an organization. Assurance 
applies to assets, asset management and the 
asset management system.

Top management and leaders at all levels are responsible for communicating the 
organization’s asset management objectives and the importance of its asset 

management system to all employees, customers, suppliers, contractors and other 
stakeholders. Communication should be two-way, with leaders being open to 

receiving information aimed at improving the asset management system from all 
levels.

The results of performance evaluations should be used as inputs into management 
reviews

Improvements should be risk assessed prior to being implemented.

The recommend

R3

Top management and leaders at all levels are responsible for 
ensuring that appropriate resources are in place to support the 
asset management system. These resources include appropriate 

funding, adequate and competent human resources, and 
information technology support.

An asset management system is a set of tools used by the 
organization to direct, coordinate and control asset management 

activities; through policies, plans, business processes and 
information systems it can provide improved risk control and 
gives assurance that the asset management objectives will be 

achieved on a consistent basis.

R1

Operation of the asset management system can 
sometimes require planned changes to asset 
management processes or procedures, which can 
introduce new risks. Risk assessment and control 
in the context of managing change is an important 

Periodic audits should be used to evaluate the  
performance of the asset management system; 
these may be complemented by self-assessments.

emergency response planning and business 
continuity planning for identified risks should be 
addressed by the asset management system. All 
such incidents, including unanticipated events, 
should be investigated and reviewed to see if any 
improvements are needed to the asset 
management system, to prevent their recurrence 
and to mitigate their effects

The approach to implementing these principles in the policy should be documented in a strategic asset management plan (SAMP) (see 3.3.2).

BS 1192-4 defines the UK usage of 
COBie, an internationally agreed 
information exchange schema for 
exchanging facility information 
between the employer and the supply 
chain.

The asset management system provides information to support the development of asset management 
plans and the evaluation of their effectiveness. Asset information systems can be extremely large and 
complex in some organizations, and there are many issues involved in collecting, verifying and 
consolidating asset data in order to transform it into asset information. Creating, controlling, and 
documenting this information is a critical function of the asset management system.

 Functional policies, technical standards, plans and processes for the implementation of the asset 
management plans should be fed back into the design and operation of the asset management system.

Asset performance evaluations should be conducted on assets managed directly by the organization 
and on assets which are outsourced.

.
Assurance includes
1) developing and implementing processes that connect the required purposes and performance of the 
assets to the organizational objectives;
2) implementing processes for assurance of capability across all life cycle stages;
3) implementing processes for monitoring and continual improvement;
4) providing the necessary resources and competent personnel for demonstration of assurance, by 
undertaking asset management activities and operating the asset management system.

The asset management system should specify the competency 
requirements for personnel involved in asset management. The 
implementation, maintenance, evaluation and improvement of 

these competencies normally requires close cooperation with the 
organization’s human resource management system. These two 

systems should be mutually supportive.

When an organization outsources some of its asset management 
activities, this should not remove those outsourced activities 

from the control of the organization’s asset management system

Asset management performance should be evaluated against 
whether the asset management objectives have been achieved, 
and if not, why not. Where applicable, any opportunities that 
arose from having exceeded the asset management objectives 

should also be examined, as well as any failure to realize them. 
The adequacy of the decision-making processes should be 

examined carefully.

Opportunities for improvement can be determined directly 
through monitoring the performance of the asset management 

system, and through monitoring asset 
performance.Nonconformities or potential nonconformities of 
the asset management system can also be identified through 

management reviews and internal or external audits. The 
nonconformities require corrective action and the potential 

nonconformities require preventive action.

3R2. Common Data Environment (CDE) and Asset 
 Information Model (AIM): The organization shall implement 
processes to provide BS-1192's CDE in order to maintain integrity 
and control of the data and information throughout the supply 
chain. An existing AIM shall be identified, or a new AIM shall be 
created, at the inception of a trigger-event

Aligning the asset management objectives with the organizational objectives, as 
well as linking asset reports to financial reports, can improve the organization’s 
effectiveness and efficiency, The linking of asset reports to financial reports can 
also improve and clarify the assessment of the financial status and long-term 
funding requirements of the organization

5R2. Understand the overall security 
threat to a built asset:  The employer 
or asset owner shall apply a security 
triage  process to identify the need for 
a security-minded  approach

An EIR and AIR should be developed 
from the OIR. Asset Information 
Requirements (AIR) are data and 
information requirements of the 
organization in relation to the asset(s) 
it is responsible for. Where assets are 
subject to a capital/delivery phase this 
means there is a link with those 
information management processes 
defined in PAS 1192-2. PAS1192-2 
describes the requirements of an EIR.

Roles and responsibilities for information management as defined in this PAS shall be 
set out in the contract(s) between the owner or operator and the maintainer(s).

The principles by which the organization intends applying asset 
management to achieve its organizational objectives should be 
set out in an asset management policy (see 3.1.18). 

An organization’s SAMP should be used to guide the setting of its 
asset management objectives, and to describe the role of the 
asset management system in meeting these objectives. This 
includes the structures, roles and responsibilities necessary to 
establish the asset management system and to operate it 
effectively. Stakeholder support, risk management and 
continuous improvement are important issues to be addressed in 
the establishment and operation of the asset management 
system.The SAMP can have a timeframe that extends beyond the 
organization’s own business planning timeframe, requiring the 
asset management system to address the complete lifetimes of 
the assets.

The organization should also use its SAMP to 
guide its asset management system in the 
development of its asset management plans (i.e. 
in establishing what to do). The asset 
management plans themselves should define the 
activities to be undertaken on assets, and should 
have specific and measurable objectives (e.g. 
timeframes and the resources to be used). These 
objectives can provide the opportunity for 
alignment of operating plans with the 
organizational plan and any unit level business 
plans.

The value of an asset (which can be tangible or intangible, financial or non-financial) will be determined 
by the organization and its stakeholders, in accordance with the organizational objectives. The 
organisation should develop a statement of how the asset management objectives align with the 
organizational objectives; define  a life cycle management approach to realize value from assets and 
establish a decision-making processes that reflect stakeholder need and define value.

Leadership and commitment from all managerial levels is essential for successfully establishing, 
operating and improving asset management within the organization. Roles, responsibilities and 
authorities should be clearly defined.Employees should be aware, competent, and empowered. 
Employees and stakeholders should be consulted with regarding asset management.

Top management is responsible for developing the asset management policy and asset 
management objectives and for aligning them with the organizational objectives. Leaders 

at all levels are involved in the planning, implementation and operation of the asset 
management system. Top management should create the vision and values that guide 
policy, practice and actively promote these values inside and outside the organization. 

Top management also defines the responsibilities, accountabilities and asset management 
objectives and strategies, which create the environment for the asset management 

system. Leaders should lend their authority to supporting the asset management system, 
and should ensure its alignment to other management systems within the organization 

through appropriate organizational design.

organizations should take into account its internal and external contexts. The external 
context includes the social, cultural, economic and physical environments, as well as 

regulatory, financial and other constraints. The internal context includes organizational 
culture and environment, as well as the mission, vision and values of the organization. 

Stakeholder inputs, concerns and expectations are also part of the context of the 
organization. The influences of stakeholders are key to setting rules for consistent decision 

making and also contribute to the setting of organizational objectives, which in turn, 
influence the design and scope of its asset management system.

The strategy

 Asset management is based on a set of fundamentals. Assets exist to provide value to the organization 
and its stakeholders. Asset management translates the organizational objectives into technical and 
financial decisions, plans and activities. and provides assurance that assets will fulfil their required 
purpose.Leadership and workplace culture are determinants of realization of value. 

Effective control and governance of assets by organizations is essential to realize value 
through managing risk and opportunity, in order to achieve the desired balance of cost, 

risk and performance. Asset management supports the realization of value while 
balancing financial, environmental and social costs, risk, quality of service and 

performance related to assets (assets don't have to be physical). 

The need

Using an integrated management systems approach allows an organization’s asset 
management system to be built on elements of its other management systems, 

such as for quality, environment, health and safety, and risk management. Building 
on existing systems can reduce the effort and expense involved in creating and 

maintaining an asset management system. It can also improve integration across 
different disciplines and improve cross-functional coordination. Asset management, 
because it touches so many parts of the organization, is a natural candidate for an 

integrated systems approach.

Figure 26 -  Asset mapping meta standard with 1192 and 212 mapped 
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Figure 27 - PAS 185 decomposition 

PAS 
185:2017

Principal Components The security minded approach Understanding the security context
Developing a smart city security strategy 
(SCSS)

Developing a smart city security management 
plan
(SCSMP)

Security breach/incident management plan 
(SB/IMP)

Sharing and publication of data and 
information

Smart city projects

This PAS specifies requirements for establishing a framework for the security-
minded management of the city, including its associated assets, including data 
and information, and services.

Security minded approach is needed to respond to the vulnerabilities 
created by changes to existing ways of working without preventing 
delivery of the aims. 

There is a need to  mitigate against the reputational risks arising 
from security issues

If the provisions in the SCSS and SCSMP fail, smart city decision-
makers shall consider the business continuity and disaster recovery 
scenarios that might affect the operation and viability of city assets 
utilizing digital technologies, or compromise sensitive data or 
information. A security breach/incident management plan 
(SB/IMP) should be created.

This PAS outlines methods for identifying security threats to a smart city, 
including those that might also affect the people who live, work in, trade from, 
or visit it. It also sets out parameters for mitigating other adversities on security 
systems.

Smart city decision-makers (3.1.56) shall, following the requirements of 
this PAS, determine the cityspecific, holistic security-minded approach 
to be adopted, addressing security around the aspects of people, 
governance and accountability, as well as physical and technological 
security.

To assist in the development of the city specific, security-minded 
approach, smart city decision-makers shall use suitable security 
guidance in order to gain advice on the security risks that arise 
through greater availability of data and information, integration 
of services and systems, and the increased dependency on IT-
based systems.

Smart city decision-makers shall develop, document and 
maintain in a SCSS (smart security strategy) , the city’s high-
level requirements in relation to protecting the security of 
assets (including data and information), services, and citizens

Smart city decision-makers shall develop, document, implement and 
maintain a SCSMP (smart city security management plan)  for the 
smart city that addresses the specific security risks or combinations of 
risks identified in the SCSS in a consistent and holistic manner.

Smart city decision-makers shall develop, document, implement 
and maintain a SB/IMP tailored to the assets (including data and 
information) and services that might be affected by a security 
breach or incident

Prior to the sharing and/or publication of a new, or 
modified, city data or information set, the owner of that 
data or information set shall apply the data and 
information security triage process (see Figure 5) to 
identify the need for a security-minded approach to be 
applied.

R1

The city-specific, security-minded approach shall
take into consideration the requirements of relevant
organizations within the smart city as well as those
service providers that directly interface with it, even
if, for the most part, their services are outside the city
boundary.

smart city decision-makers shall gain an understanding of the 
range of threats that might seek to make use of vulnerabilities

The SCSS should be based on identification of the assets that 
are critical to the safety, security and wellbeing of citizens and 
the smooth and continuing operation of the city and the data 
and information that is held by an organization(s) associated 
with the city,in combination with an assessment of the state 
of that data and information

The SCSMP shall identify the senior roles at board or executive level 
within the relevant legal entities of the smart city that are accountable 
for the governance of the agreed security policies and processes. 
Where these legal entities change (see 4.1, Note 4), the SCSMP shall be 
updated to reflect this. NOTE The arrangements for setting up the 
governance

Smart city decision-makers shall set out the steps to be taken in the 
event of a discovery of a security breach or incident

In order to identify whether there are any personal data 
in the data set that the triage process is being applied to, 
the personal data test  shall be applied

Prior to the commencement of a project or initiative that 
involves the creation, introduction, non-routine 
refurbishment, improvement or decommissioning of an 
asset, service, or the sharing of data or information, a 
project-specific security risk management plan shall be 
developed.

R2
The city-specific, security-minded approach shall
also be deliverable across the contractual and service
delivery arrangements in place with the different
service providers.

smart city decision-makers shall gain an understanding of the 
range of traditional and evolving techniques of hostile 
reconnaissance to which asset-related, service-related and 
personal digital information could be vulnerable;

The SCSS shall include  the smart city risk management 
strategy determining potential threats, vulnerabilities, nature 
of harm, 

The SCSMP shall nominate suitably qualified and
experienced individuals within each city organization
that has access to, uses and/or shares city data and
information, to fulfil the role of a smart city data
officer (SCDO).

Smart city decision-makers shall set out the steps to be taken in the 
event of a security breach or incident to contain and recover from 
the event

A data and information sharing agreement, available to 
all relevant parties, shall be put in place prior to sharing 
of sensitive data or information that could be used to 
cause harm to assets, services and/or individuals.

R3 In order to develop and implement a city specific, security-minded 
approach, a formal mechanism shall be established for:
a) creating the required governance structure, b) appointing the smart 
city decision-makers; and c) reviewing and where appropriate updating 
the governance structure and appointments

the potential for, and potential impact of, malicious acts, 
including sabotage, caused by a range of external and insider 
threats, such as damage caused by malware, hackers or 
disaffected personnel;

The SCSS shall address security around the aspects
of people, governance and accountability, as well as
physical and technological security.

7.3.1 Smart city decision-makers shall develop, record, implement 
and manage appropriate and proportionate policies and processes 
relating to personnel and people security and the embedding of a 
security-minded culture.

Smart city decision-makers shall establish a suitable mechanism for 
performing periodic testing and review of the SB/IMP to check 
that it remains fit-for-purpose.

9.1.3.2 Where city data or information is subject to any 
access, licensing or distribution restrictions, is being 
acquired from a source which has access restrictions, or 
is to be published, the relevant SCDO shall, in 
consultation with the data owner, establish an 
appropriate and proportionate data and information 
sharing agreement

R4

the potential for insecure or poorly maintained systems to leak, 
expose or permit unauthorized access to sensitive data and/or 
information;

The SCSS shall take into consideration relevant
legislation and standards for the assets it comprises and
the services it delivers, as well as the associated data
and information

Smart city decision-makers shall develop, record, implement and 
manage appropriate and proportionate policies and processes relating 
to physical aspects

R5

e) the potential consequences of loss or disclosure of intellectual 
property and/or commercially sensitive data or information;

The SCSS shall identify the senior roles within the
relevant legal entities of the smart city accountable for
the governance of the agreed security requirements.

7.5 Data and information security
Smart city decision-makers shall develop, record, implement and 
manage appropriate and proportionate policies and processes 
relating to security-minded data and information management

R6

f) the potential consequences of release of personal data

Smart city decision-makers shall establish a
suitable mechanism for performing periodic reviews
of the SCSS to identify and assess any security risks
that have changed for political, economic, social,
technological, legal or environmental reasons

7.6.1 Smart city decision-makers shall ensure that any service using 
city data and/or information that identifies individuals or 
organizations: a) is designed, built and operated using the NCSC 
guidance on digital service security [NR1]; and b) is subject to regular 
vulnerability assessment and penetration testing, determined by the 
processes used for maintaining situational awareness

R7 g) the potential impact of metadata integrity being compromised 
by corruption or unauthorized
 changes, or loss of access

The accuracy, authenticity and long-term utility of data and 
information should be defined.

R8
the potential impact of master referential data integrity being 
compromised by corruption or unauthorized changes, or loss of 
access;

7.8 Technological security
7.8.1 Smart city decision-makers shall develop, record,
implement and manage appropriate and proportionate
policies and processes relating to technological aspects

R9 how data and information can be used to conduct pattern-of-life 
analysis to facilitate malicious or criminal exploitation of habits, 
routines and preferences;

The SCSMP shall set out the appropriate and proportionate 
monitoring and auditing measures which shall take place throughout 
the lifecycle of the city,

R10 j) the increased risks and sensitivities that can occur through the 
aggregation of data or information,

Smart city decision-makers shall establish a suitable mechanism for 
performing periodic reviews of the SCSMP to check that it remains fit-
for-purpose.

R11 the increased risks and sensitivities that can occur through the 
ability to derive new data and information by being able to 
analyse a wide range of existing data and information sources 
which might not have been previously available outside a smart 
city;

R12 smart city decision-makers shall gain an understanding of the 
impact and risks of making data or information available in real 
time;

R13 other adversities which can impact on the security
systems in place; and

The need

The strategy

The recommend

The recommend
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Figure 28 - Updated PAS18x matrix before fusing PAS185 

PLAN  ASSUMPTION PLAN

COMMUNITY

OBJECTIVE  FUNCTION  ORGANIZATION

AGENT PERSON AGENT ACCOUNT COLLECTION    

SERVICE   

COMMUNITY 

TARGET OBJECT/BUILDING TARGET OBJECT/BUILDING DECISION  

ITEM RULE ITEM

EVENT  

OBSERVATION   METRIC STATE

ABSTRACT RESOURCES ABSTRACT

CASE METHOD PLACE CASE

Smart city decision-makers shall develop, 
document and maintain in a SCSS (smart 

security strategy) , the city’s high-level 
requirements in relation to protecting the 

security of assets (including data and 

information), services, and citizens

The SCSMP shall nominate suitably qualified and
experienced individuals within each city 
organization
that has access to, uses and/or shares city data 
and
information, to fulfil the role of a smart city data

officer (SCDO).

The city-specific, security-minded approach 
shall
take into consideration the requirements of 

relevant

organizations within the smart city as well as 
those
service providers that directly interface with it, 
even
if, for the most part, their services are outside 

The SCSMP shall identify the senior roles at 
board or executive level within the relevant legal 
entities of the smart city that are accountable 

for the governance of the agreed security 

policies and processes. Where these legal 
entities change (see 4.1, Note 4), the SCSMP shall 
be updated to reflect this. NOTE The 
arrangements for setting up the governance

Prior to the sharing and/or publication of a 

new, or modified, city data or information set, 
the owner of that data or information set shall 
apply the data and information security triage 

process (see Figure 5) to identify the need for a 
security-minded approach to be applied.

The SCSS should be based on identification of 
the assets that are critical to the safety, security 
and wellbeing of citizens and the smooth and 
continuing operation of the city and the data 
and information that is held by an 
organization(s) associated with the city,in 
combination with an assessment of the state of 
that data and information

PAS 183 6. Data protection reform

articulate the re-use and sharing of data; and to avoid data loss, 

contradiction or misinterpretation.

BS 1192:2007+A2:2016 1-Collaborative production of architectural, 

engineering and construction information – Code of practice

catalogue custodian/publisher, and the data owner/ originator but in all cases best 

practices for security have to be followed. 

1N. Need for setting a common vocabulary and a common naming 

convention to be used by all parties involved in the construction 

process, for better communication; to 

and to enable the four levels of insight in a smart city.

There might be vaule in the analogue data. Analogue data refers to 
the data within a city that has not yet been digitized for use in the 
data framework. There is often 
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ABSTRACT sub-concept of ITEM: Although the 
contents of a collection can be physical ITEMS,  a 
COLLECTION is an ABSTRACT ITEM.

Dealing with real-time data: Real-time data is information that is 
delivered immediately after collection. APIs are commonly used to 
process real time data but API 

Audit of access requests. The city should have in place an accessible 
audit facility for all authorization and authentication requests for 
its city services as part of the 
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COMMUNITY subconcept of ITEM: the less obvious 
kind of ITEM (e.g. commuters or low-income 
families)

5N. Need to assist asset owners and stakeholders in understanding the key vulnerability 

issues and the nature of the controls required to deliver the trustworthiness and 

security of digital built assets within the built environment. This support is provided with 

the tool Built Asset Security Strategy (BASS), which is meant to be used to develop and

maintain the strategy. Moreover, the BASS should be used as the mechanism to monitor 

and audit compliance. 

data – across the data spectrum should be declared as part of the 
data framework. 

consider whether this also needs to be formalized as part of the data 
sharing agreements if it provides a part of the commercialization of 
their data framework.

mechanism to understand the provenance of the data it holds. A 
data user relies on the provenance of the data they use, reuse and 
publish to determine the value of a city’s data.

Accuracy should be included in the data framework to provide support to the 
development of new commercial models for shared data in a city. Accuracy should be 
a precision measure,

Availability should be included in the data framework to provide 
support to the development of new commercial models for shared 
data in a city. Availability encompasses the 

Timeliness should be included in the data framework to provide 
support to the development of new commercial models for shared 
data in a city. Timeliness is the time lag 

Provenance should be included in the data framework to provide 
support to the development of new commercial models for shared 
data in a city. For all the data states a city 
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ITEM has a role in EVENT: ITEM has a role in CASE: 

ITEM has a role in ACCOUNT:

C
O

LL
E

C
T

IO
N

s 
v

ie
w

ITEM has a STATE: ITEMS are often grouped togehter 
in a COLLECTION so that they can be managed or 
operated upon togehter (e.g. housing stock, vehicle 
fleets, manholes, roads, and contracts registers). 
COLLECTIONS enable lists of ITEMS  to be defined, 
created and shared across a city. 

Are your procurement policies oriented to interoperable outcomes 
with the inclusion of clauses on data release and use of open 
standards? Are you taking a broad view 

Do you have the need to find better ways to engage with citizens 
and businesses through digital channels? Do you think that a 
strategy for digital inclusion should focus on providing 

Cautions for reuse and distribution of data sharing: When data 
sharing from the data framework relates to the sharing of asset or 
service data this should take account of 

Apply access and control restrictions: When establishing the 
purpose of data sharing in a city and the basis on which it is to be 
used, it is important to decide how data is 

 include new initiatives and opportunities any sensitivities related to the data which is being shared (use ICO’s 
Data sharing code of practice and implement its “Data sharing 
checklist – systematic data sharing”) 

to be accessed and by whom. When the data framework is used to 
explore new purposes, the most stringent requirements for the data 
used should apply.

Stick to the primary purpose of data sharing: benefit the citizens. Smart city data 
sharing is predominantly done across the data spectrum for the benefit of citizens. 
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COMMUNITY sub-concept of ITEM

PAS 212 A. Automatic resource discovery for the IoT

PAS 212. B. Specifications.                                                                              

B1. CATALOGUE FORMAT

PAS 212. B. Specifications.                                                                              

B2. SERVER API

PAS 212. B. Specifications.                                                                              B4. 

SECURITY EXTENSIONS

PAS 212. B. Specifications.                                                                              B5. 

OTHER EXTENSIONS

PAS 212. B. Specifications.                                                                              

B4. SEARCH EXTENSIONS

2N. Need for specific guidance on the information management 

requirements associated to projects using BIM. Project design and 

delivery are the CAPEX stages

where the majority of graphical & non-graphical data and 

documents, known collectively as the project information model 

(PIM), accumulate. 

3N. Need to address the availability, integrity and transfer of data and 

information during the operational phase of an asset’s life (OPEX). This is 

addressed in this standard 

triple statements about it. This allows developers to publish linked-data descriptions of 
resources and servers to provide a set of resources to a client, each with a set of metadata. 

B1N. There is the need to create a common catalogue format for 

clients and servers to enable data discovery. A catalogue 

represents an unordered collection 

of resources on the web. Each item in a catalogue refers to a single 

resource by its URI, which might itself be a further catalogue. All 

uniform resource names (URNs) relating to 

this PAS are in the X-hypercat namespace and therefore begin 

with the string "urn:X-hypercat".

B2N. Where an HTTP(S) application programming interface (API) is provided to 

allow clients to interact with catalogues, the server shall conform to the 

following

requirements. B2S. Every server shall provide a publicly readable /cat endpoint 
serving a catalogue. Where a client wishes to read an entire catalogue, the client 
shall GET the 
catalogue URL. Where a server successfully serves an entire catalogue, the server 
shall respond with: an HTTP 200 status code; and the catalogue.

throuhg guidance on the use and maintenance of the so-called Asset 

Information Model (AIM), which provides support on the planning of 

preventive measures, 

Leverage on the secondary purposes: Data sharing can be used to 
establish a future innovation approach, as the evidence base 
created from data sharing can be extended to

programme led by senior executives that includes cross-sectoral partnership and 
external collaboration; Give feed- back to participants; Share more widely; Iterate; 
Measure. 

PAS 1192-5:2015  5-Specification for security-minded building information modelling, digital built 

environments and smart asset management 

Equally important is the need to consult stakeholders on these data 
sharing intentions, utilizing the learning from the open data agenda 
and engaging with stakeholders or stakeholder 

the value that data can bring to current city services, but for 
exploring future innovations based on data, while remaining 
mindful of the need to protect the safety and security of

Ultimately a citizen and stakeholder participation approach to data sharing in a city 
allows the move towards a self-service model for data that is shared.
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CASE raised from SERVICE: A log of the 
OBSERVATIONs, and settings is recorded in a CASE. 
CASE contains EVENT:
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SERVICE implements METHOD: a servoce 
implements one or more METHODS, which might be 
reused in other services.
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ITEM at PLACE: an item might be associated to a 
PLACE, to describe where an item is (geographical 
position or area). Although ABSTRACT items don't 
have a prhysical existence, they can still be relatd to 
a PLACE (e.g. to describe their coverage) PLACE has 
STATE:

C
A

S
E

s 
v

ie
w

CASE cointains EVENT: For a city, a case might be 
(e.g. a crime investigation, a planning application; or 
rectifying a fault on a network). A case contains the 
EVENTs that are relevant to an individual use of a 
SERVICE, until the CASE is closed.CASE has PLAN: For 
some CASEs, a plan might be devised givign 
estimated times and RESOURCEs fr future EVENTs. 
CASE raised from SERVICE: 

B3N. Catalogues are necessary to find items matching a specified 

set of metadata, and thus are search extensions. If a catalogue 

provides a search capability, it can advertise 

this to a client by defining a "urn:Xhypercat:rels:supportsSearch" 

metadata relation. Simple search is a catalogue extension 

allowing the search 

or filtering of a catalogue according to specified parameters.

4N. Need to integrating capital (CAPEX) and operational 

expenditure (OPEX) practices for a strategic and holistic 

management of assets. This support is offered through the 

COBie (Construction Operations Building information exchange), 

which is a standardised structure for the exchange of information 

about new and existing facilities, 

including both buildings and infrastructure. 

Do you have a mechanism to monitor performance of investment in 
terms of how far are the outcomes from the baseline situation? Are 
you maping out clear line of sight 

by channel? Opportunities for our customers to co-create digital 
services? Can we organize our work and resources differently if real-
time data analytics could give us informa- 

underpinned by a credible theory of                                                       change 
to demonstrate causal                                                                  relationships 
across all stages                                                                       

theory of change? baselines for all benefits targeted by the project? (to ensure that the project team 
knows where it is starting from). Are you using a benefit realization strategy based on 
showcasing 

well it is doing) Key measurements and monitoring processes 
include: 1) key performance indicators (KPIs) (e.g.: Outcome 
indicators and Leading indicators); 2) baseline measurement; 

between smart city investments and activities, outputs, 
intermediate outcomes, and end outcomes? Are you agreeing on 
measurable success criteria and trajectories for each 
benefit in the business case? (to ensure that the project team knows 
where it wants to get to)

B5N. Subscription systems are needed for catalogues to use server-sent events. B5S. A 
client subscribed to a catalogue server receives a stream of events. Every event contains an

Smart city's benefit-realisation strategy 

should consist of benefit mapping and 

benefit tracking

Checklist 3 – The digitally-enabled project. What volume of 
customer engagements do we have, and how does this vary by 
channel? How does the unit cost to serve a customer vary 

The business case for a smart city project needs to be supported by a 
clear and measurable framework showing how project activities 
lead to delivery of project outcomes, 

Do you have a mechanism to map outcomes from the smart city 
programme showcasing expectations and real results? Are your 
benefits maps underpined by an evidence-based 

As city leader, are you designing benefits maps that start with the strategic purpose, 
providing real clarity on the problem that the project aims to address? Are you 
establishing clear 

Do you have a mechanism to ensure transparency for the 
measurement of outcomes and to account investment 
performance? (to ensure that the project team knows how 

tion about current & future demand for city services? and about 
the performance of city assets? Do you have data to show how 
resilient, flexible and adaptable city systems are?

of the benefit chain correlations between investment and outputs and clear governance accountability 
arrangements?

3) success criteria and targets (targets should be SMART: Specific, 
Measurabla, Achievable, Relevant, Time-bound); 4) trajectory 
monitoring; 5) impact evaluation. 

uses. different ways. Although most cities are familiar with the needs of structured data, 
this is in reality the minority of the data in the data framework for smart cities. 

in the SCCM: 5 group concepts and 26 relationships that define the 
semantic interoperability of data in a city. The SCCM allows the 
data from any of the specific thematic 

valuable insight from analogue data, and the city should consider 
creating a digital data resource from this data.

standards are currently not defined for smart cities. In order to 
utilize real-time data as part of the data framework, APIs will be 
needed and used for at least the core city services, 
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Need to take into account considerations related to the structure of 
the data to be shared from the data framework. 

While the format of the data to be shared is dependent on the 
technologies used to support the data framework, there are a 
number of data structures that a data framework.
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ABSTRACT sub-concept of ITEM: non-phisical and 
non-obvious ITEM (e.g. a service, a contract, a 
decision, or a case)

Understand data structures: A city uses both encrypted and unencrypted formats 
across the data framework and these formats might need to be accessed and/or 
rendered in 
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RESOURCE applied to SERVICE: A resource can be 
allocated to a SERVICE or a PLAN. RESOURCE applied 

to PLAN: (a resorce is an ITEM that can be put to 
use, for a benefit). A resource can be allocated to a 
SERVICE or a PLAN

Understand semantic interoperability: The data framework for a 
smart city is assumed to be based on the SCCM described in PAS 
182. There are 22 prime concepts 

BS 1192-4:2014 Collaborative production of information. Fulfilling employer’s 

information exchange requirements using COBie. Code of practice 

Semi-structured and unstructured data forms the majority of the data in the data 
framework, especially as the city embraces the internet of things.

domains in a city to be mapped to the SCCM to facilitate the sharing 
of meaning and data at a city level.

Build a non-siloed resources and assets 

management IT architecture to enable 

reuse and sharing

Do you have data on the sharing and reuse of common data-sets, 
applications and ICT resources in general?

Do you have the need for changing the traditional silo-based 
approach to transform city's operating model? Do you think that a 
strategy based on the management of technology and 

Do you have a map depicting city's technological key assets to 
establish governance processes to enable them to be shared as an 
asset separately from their original

For an effective reuse and sharing, can your resources be identified as distinct, across 
ownership domains, and associated with clear policies and processes?

Do you have the need for a top level vision architecture to 
effectively align city technology and digital assets with the non-silo 
based approach? In order to avoid technological lock-

Do you have an open, service oriented, city wide IT Architecture 
developed in collaboration with stakeholders? Is your platform 
open data where not commercially or 

digital assets as city-wide resources would change the traditional 
silo-based approach?

intended use? Do you have a prioritization of ICT city assets 
according to their potential for reuse? 

in, do you think that a strategic IT platform that guarantees future 
agility as markets develop                                                                                               
and city priorities change would                                                                       

personally sensitive while encouraging data sharing and reuse?

be the solution? 

event ID, event name and event date. By first fetching a catalogue with HTTP(S), then 
accumulating these events, a client may keep a synchronized local copy of the catalogue 

being watched.

Commercial use of access data. The access data related to a city’s 
data framework can be used by the city to understand the 
development of the data ecosystem and 

experienced by the city. This should also be considered when 
defining access rights to any of the data that the city holds as part of 
its data framework. The city should consider the 

structure that is needed to support access rights to city data decide which method best supports citizens to share data and their access to city 
services. Current organization-centric approach will need to change for smart cities in 
order for

apply across the whole of the data framework, and some which are 
specific to the access restrictions related to shared data. It is 
important to consider not just the legislative and 

Information Act 2000 (FOI Act)), however this support should be 
extended to include the data within the data framework.

data framework. It should also facilitate analysis of requests, to 
better understand the use of the data framework for the sharing of 
city data. This approach to the analysis of the 

highlight specific challenges and opportunities for the 
development of a city’s commercial data offering. This could allow 
a city to develop a commercial license offering around 

As part of the restrictions that apply to all data across the data 
spectrum from legislative, regulatory and standards viewpoints, it 
is also important to consider the governance
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ITEM has a STATE: a STATE describes the condition 
of an ITEM or a PLACE and can be described 
subjectively from the -qualitative- point of view of 
the observer (e.g. the building condition is poor) or 
objectively -quantitative-, including statistics- (e.g. 
the building condition is poor). As a COLLECTION is 
itself a sub-concept of ITEM, its STATE can be 
described and tracked over time.

Use of identity management methods. The use of identity management methods is an 
emerging topic in the adoption of services used by citizens. Smart cities will need to 

Authorization and authentication of data. Authorization and 
authentication of data is a complex area and there are a number of 
factors to consider, some which 

Dealing with individual requests for data. Cities already support 
individual requests for data under existing freedom of information 
(FOI) legislation (see Freedom of

 them to deliver citizen-centric services. regulatory requirements that relate to shared data but also to 
consider the access rights which apply

access to city data can help ensure that this facility can be provided 
at minimum extra cost and also minimize the burden of the 
provision on the city.

the data framework based on, for example, demand patterns or 
frequency.
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OBSERVATION records STATE:For the second stage, 
a sensor takes a reading of the system, which is 
represented as an OBSERVATION capturing the 
STATE of an ITEM (e.g. a temperature sensor 
(OBJECT) takes a reading (OBSERVA- TION) of the 
temperature (STATE) of the room) For the third 
stage, a further device or actuator might then be 
configured to automatically react to an observed 
STATE by changing settings (see con't*in EVENT)
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METRIC about ITEM: METRICS are regularly 
published that track the actual STATE of an ITEM, 
and can be used to consider if TARGETS have been 
achieved)

The utilization of the data framework to support the four levels of 
insight in a city creates unique aggregations of data relevant to the 
challenges and opportunities 

requirements of users, stakeholders, organizations, machines and 
devices.

 technical architecture in place that supports the federated data 
platform? In your data platform, are citizens able to manage their 
own data and data relationships?

privacy control mechanisms?                                                                Government Digital Service (GDS)                                                                                                                    
Identitiy and privacy principles>

A common terminology and reference 

model for identity and privacy management 

should be created

Do you have information about city's data openess, privacy 
protocols, metadata and standardized conventions being 
implemented? Do you have the need for setting a terminology

Do you have any mechanisms in place such as repositories to ensure 
availability and update of common terms and concepts?

Do you have evidence on stakeholders having the right 
understanding of the smart cities programme?

Do you have the need to find ways to secure personal data and provide control 
mechanisms to the citizen? Do you think that the strategy for smarter identity and 
privacy management 

Do you have a federated open business architecture platform in 
place that puts data together from a wide range of trusted 
organizations in a cross-trust model? Do you have an open

and common relationships between terms for the shake of better 
delivery of your smart cities strategy?

should be a combination of more                                                                                                                          
open, interconnected and available                                                                real-time data with 
security and                                                                        

PAS 212. B4N. The contents of a catalogue provided by a server to individual clients may 

vary according to with business (commercial), privacy and security needs of the 
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EVENT has STATE: EVENTS occur over a period of 
time, and might cause a change in the STATE of a 
number of ITEMs (e.g. a driver being convicted of 
speeding might cause a change to the number of 
points on a driving licence, or the eligibility to drive) 
EVENT at PLACE:

a valid range of measurements, tolerances or sampling rates which are declared as part 
of the data framework.

publication of data across the data spectrum and the availability of 
the technology which is used to implement the data framework. 
The availability of data – including closed 

between data being updated in the real world and an update 
occurring in the data framework. In addition to including this 
measure as part of the data framework, the city should 

includes as part of its data framework, provenance is a fundamental 
element of the ability of a city to monetize its data. The city should 
use the data value chain as a key 
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EVENT has STATE: (*is con't of OBSERVATION) The 
actuator is also an OBJECT, which has a role in an 
EVENT that changes a STATE (a service (SERVICE) 
instructs (EVENT) the actuator (OBJECT) to change 
the valve setting (STATE) of a radiator (OBJECT). The 
impact of the change is then monitored via further 
OBSERVATIONs recorded within the CASE)

To fully embrace the commercial opportunities that are available to 
smart cities based on the sharing of data new business models will 
need to be developed to reflect data 

Traditionally, there has been a publication-averse culture that 
exists as a result of many factors. However, traditional aspects need 
not restrict the publication or reuse of data, 

Completeness should be included in the data framework to 
provide support to the development of new commercial models for 
shared data in a city. It is not always possible for 

sharing strategies. The data framework should provide an 
understanding of the data states for the data it holds.

providing the barriers are acknowledged in the data framework. 
One way of removing these publication barriers is to acknowledge 
the data states of the data in a city’s data 

a city to consider the data being shared with a measure of 
completeness, therefore as a minimum a completeness measure in 
the extent of the data’s coverage and its 

framework. continuity should be created by the data owner for the shared data 
in the data framework.

City’s interoperability needs should be clearly 

indentified

Do you have data on how  many services are provided digital only 
and how many are digitally interconnected? Are you addressing 
interoperability for sharing and reuse of city data 

Do you have some kind of interoperability strategy in place at both 
technical and systemic level? Do you have means to identify key 
barriers to interoperability in the city?

Would you have enough data and information to address the 
previously identified key barriers to interoperability? In terms of 
data interopreability for sharing and reusing purposes, are 

and assets? you collaborating or exchanging good practices with other cities?
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ITEM has a role in EVENT: An EVENT can refer to a 
number of ITEMS that take roles in the event (e.g. of 
EVENTS: an incident, a measurement. a change of 
setting, a transaction, and a use of service) So for 
e.g. a PERSON might take the role of applicant in one 
EVENT and the same person might take the role of 
patient, in another EVENT; or a candlestick as an 
OBJECT could be the murder weapon in a crime 
EVENT or; a tender as an ABSTRACT could be the 
subject of a contract signing EVENT.
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ITEM has STATE: For the first stage, the system is 
represented as an ITEM, for which one or more 
TARGET STATEs can be defined (e.g.:an optimum 
temperature (TARGET) of a room (OBJECT) can be 
set to reduce energy consumption (OBJECTIVE)) 
ITEM has role in EVENT:
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RULE for SERVICE: SERVICES are often constrained 
by RULES such as (e.g. Legislation, eligibility; and 
terms and conditions)
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A city contains ITEMs, which might be referred to in 
data from many organizations. Where a city can 
agree a common identifier for an ITEM, different 
organizations can provide information about it

accessible services in time and presentation, and over multiple 
channels? Do you have a roadmap for the delivery of future channel 
management that is able to identify citizens 

(e.g. standing orders) to assure themselves the necessary flexibility 
to achieve this?

more open, discoverable and useful for other city stakeholders, 
without exposing sensitive data?

and training opportunities in the city; c) regeneration and the 
development of local infrastructure; d) improvements to urban 
sustainability.

that early implementation and then to move                                                                      
towards implementation at scale through                                                           
an iterative, agile delivery process.

total cost of ownership (including costs of exit); 2) the suppliers’ 
ability to innovate; and 3) confidence in delivering the expected 
outcomes.

you shifiting your strategic focus towards building demand for your 
project? Once demand starts to take off, are you shifting your 
strategic focus towards benefit realisation? 

and businesses needs and identifies the opportunities for new 
digital services?

In order to monitor the performance on inclusion of your digital 
channels, are you auditing your channel management? Are you 
reviewing the local arrangements for procurement 

our current service, or could other city partners do it better if we 
organized differently? Do you have data on on-going initiatives for 
inclusive digitalization? Can we make our data

achieved by implementing a new outcomes-based procurement 
culture? (including, e.g: a) strengthening of local economic 
ecosystems and supply chains; b) creation of jobs 

and learning. It is therefore important to start implementa- tion of 
the solution at an early stage rather than continue with ever-more 
detailed planning. Learn from 

specifying inputs? In the ealry phases of the project, it is focused on safe and secure 
delivery? 

engagement, etc.? Are you taking procurement decisions that are 
based not on initial project cost but on long-term value for money 
in the delivery of these outcomes, including: 1)

considering the social, economic, and environmental nature of 
those outcomes? Once you have moved from the discovery and 
alpha phases into the beta and live phases, are 
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OBJECT sub-concept of ITEM: the most obvious 
physical kind of ITEM
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DECISION influenced by OBJECTIVE: A city might 
engage stakeholders about decisions, and 
particulary about how RESOURCES are allocated 
over SERVICES  and PLANs to achieve OBJECTIVEs. 
DECISION applies to ITEM:

Do you have mechanisms in place to move towards smart 
procurement such as publication of city's proc policies, publication 
of proc opportunities, early and iterative supplier 

Procure outcomes-based digitally inclusive 

projects that use agile delivery methods

Checklist 4 – The open and collaborative project. How can we 
create spaces (both physical and digital) and opportunities for 
innovators? Do we really need to provide 

Do you have the need to establish a more integrated, innovation-
driven and citizen centric relationship with suppliers? Do you 
believe that this new relationship can be 

Define early the outcomes and service levels that the project aims 
to achieve, and to avoid rushing into specifying particular ways of 
delivering these. Evolve through discovery 

Are your procurement mechanisms for smart cities in place designed from an 
integrative contracting perspective?  As a city leader, are focus on procuring 
outcomes, not 
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TARGET of OBJECTIVE:
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OBJECT sub-concept of ITEM: the SCCM represents 
a sensor as an OBJECT, which can be related to a 
PLACE that describes where it is. This view depits 
three stages: determining OBJECTIVES, and optimum 
STATES of a system; readings being taken by a 
sensor; and  a service responding to inputs by 
changing settings.
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TARGET about ITEM: Where an objective can be 
quantified, it can be linked to a series of TARGETS 
that are observable STATEs of the impacted ITEMs. 
TARGET of OBJECTIVE:

The city-specific, security-minded 
approach shall
also be deliverable across the contractual 

and service

delivery arrangements in place with the 
different
service providers.

The smart city roadmap should leverage on 

physical and digital oportunities for people 

and businesses to interact, trasnact and 

connect

Do you have data on on-going initiatves promoting the creation of 
digital and physical spaces for people and businesses to interact, 
transact and connect?

Did you collaborate/ are you collaborating with stakeholders in the 
identification of smart city topics for your city? 

Do you agree on the need to empower citizens and businesses by 
opening up city data to drive innovation and create new value?

Do you agree that a strategy based on the engagement of businesses and citizens as 
owners of and participants in the creation and delivery of city services will create 
public value and enhance services?

In your roadmap, do you have any prioritization of actions 
(time/money/risk based)? Do you have any mechanisms to include 
users/customers experiences/opinions? Do you have 

Do you think this 5-phases roadmap can successfully deliver your 
smart cities strategy?

any use cases or evidence on the results of smart cities solutions 
already implemented? Are you showcasing the benefits of using 
social media and smartphones to create
market and business opportunities? Do you have an open data 
platform in place which promotes open data culture and enables 
market demand by citizens?

individuals, services, sensitive assets and systems, and the benefits 
that city assets and services exist to deliver.
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COMMUNITY (contains) subconcept of ITEM: 

OBJECTIVEs can be set that have an impact on all 
manner of ITEMs. This view particularly illustrates 
where an ITEM might be a COMMUNITY, and 
therefore the OBJECTIVE is about the well-being of 
that COMMUNITY.

Based on the data that is in the data framework and the data 
spectrum that has been agreed upon, cities will have the need to 
understand the purpose of the data sharing that is intended. 
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SERVICE used by COMMUNITY: A SERVICE can be 
used by a COMMUNITY (e.g.: the residents of a city, 
the long-term unemplo-yed, commu-ters, and 
families). As both, COMMUNITY and SERVICE are 
subconcepts of ITEM, their STATES can be recorded 
over time. For SERVICE, this enables actual and 
TARGET values to be recorded for throughput and 
performance (e.g.: the number of abandoned 
vehicles reported over a perio, or average time taken 
to remove a vehicle) COMMUNITY contains 

COMMUNITY

groups both offline and online. 

In order for smart cities to evolve towards becoming sustainable 
and resilient cities, it is important to use the data framework as an 
evidence base not just for understanding 

Checklist 2 – The citizen-centric project: Do you have a detailed 
and segmented understanding of your customers and their needs? 
What are current touch points with them?

Do you believe you have enough critical mass and resources (time, 
money and encouragement) from external stake- holders to 
succesfully deliver the smart city programme?

Do you have a stakeholders' engagement programme? Projects that 
engage with customers in a genuine spirit of co-creation (rather 
than simply consultation) can experience 

Checklist 5 – Dos and don’ts for customer engagement: DO: Start early; Take it 
seriously; Embrace digital; Be inclusive; Leverage your partners; Prepare a stakeholder 
engagement 

Checklist 6. Dos and don’ts for supplier engagement: DO: Start 
early; Take an inclusive approach; Engage with SMEs and local 
supply chains; Create opportunities for suppliers to 

Do you have data on services in which design and delivery citizens' 
and businesses' opinions have been considered? Is this data secure, 
proportionate and consent-based?

In your smart city projects and programmes, do you have early, 
frequent and two-way engagement with the market? Both, with 
customers and a broad range of suppliers?

very significant benefits, including: a) stakeholder ownership and 
engagement; b) much deeper understanding of the drivers and root 
causes behind demand for city services, and 

City needs should be understood throuhg a 

stakeholder engagement programme that 

includes customers and suppliers

interact with your citizens; Engage on a multi-channel basis; Keep 
an open mind in relation to the potential need for new types of 
commercial and financial model; DON'T: Define detailed 

Can you create better solutions for customers by re-think the 
commercial & financial models that the city currently uses in this 
area?

how this demand can best be managed; c) opportunities for city 
services to be delivered in entirely new ways, for example through 
direct citizen-to-citizen engagement

DON'T DO: Assume to know what customers think; Undertake a one-off consultation; 
Take a narrow, siloed view of who the customers are.

requirements;  Just talk to the usual suspects; Apply a one-size-fits 
all procurement; Make price the sole focus of engagement; Forget 
suppliers need to make a ROI

Establishment of a data framework to share data: A framework 
model should be created in all these sharing situations: a) public 
sector and public sector; b) public sector 

To achieve interoperability and effective data sharing in the city, seven key data 
sharing barriers have to be addressed: a) types of data; b) establishing a data sharing 
culture; c) data 

Whilst this PAS does not cover data sharing between citizen and 
citizen, cities should make provision to allow a citizen to make 
requests related to the data it holds and shares. 

barriers to data interoperability in the city. Other aspects of data 
also need to be understood to create an appropriate framework for 
data interoperability in a smart city.

and local business or community; c) public sector and citizen; d) 
business or community and business or community; and e) business 
or community and citizen.

value chain; d) purposes for data use; e) assessing data states; f) defining access rights 
for data; and g) data formats/format of transportation.

The city should also be able to respond to this request in a timely 
manner and keep an audit trail of these interactions.
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SERVICE implements METHOD: A city might have a 
series of automated SERVICES that respond in real-
time to observated STATES, to adjust settings to re-
establish an optimum STATE (e.g.sensors and 
actuators can be used to manage traffic flows, 
control temperatures, and reduce energy 
consumption, etc.) The change of settings is a 
SERVICE, implementing a METHOD, provided by an 
AGENT.

The SCCM detailed in PAS 182 is a basis for understanding the 
semantic interoperability of data in a smart city. However the use of 
the SCCM guidance alone does not address all the 
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SERVICE contains SERVICE: for a city, services might 
include: energy provision, waste collection, 
licensing, car parking, and removing abandoned 
vehicles, etc. 

PAS 1192-2:2013 2-Specification for information management for the 

capital/delivery phase of construction projects using building information 

modelling

working? Do you have the mechanisms to ensure continued 
voluntary contribution to overcome evolutionary participation 
and effectively manage engagement lifecycles?

Do you have data on spaces and services in which desing and 
delivery citizens' and businesses' needs have been considered?

deliver the smart city programme? Is your smart city programme 
governed under a cross-sectoral leadershisp?

within the delivery of services without creating additional costs? 

Cross-sectoral distributed leadership should 

be citizen-centric to collaboratively design 

customer franchised services

Do you agree on the need for leadership aligned with effective 
governance processes in order to develop a compelling City Vision?

Do you have the necessary data to elaborate a prioritized business 
case to deliver and manage a formal portfolio of smart city 
programmes?

Do you have the right skills mix in your teams for a distributed 
leadership? Do you have a decentralized team (not solely led by city 
authorities) across the city to lead the smart city 

B10S. Do you think that a strategy based on a city-wide integrated business and IT 
architecture that unfolds as virtual franchise businesses around specific customer 
segments 

Do you have an established protocol for quality control of these 
customer franchise schemas which includes customer insight 
research to find out more user-centric ways of 

Do you agree that smart city programmes should be designed on a 
city-wide basis, bottom-up approach and empowering and 
enabling distributed leadership?

Do you have the need to overcome data-dependencies on 
organizational structures deliver more citizen-centric services that 
better serve citizens' needs?

programme? Do you have the mechanisms to implement an open 
and transparent governance process? Do you have an established 
structure of responsibilities and authorities to 

allowing one-stop services would help to deliver more need-centric services? Are your 
services delivered through a customer franchise schema? Are these schemas resourced 

maintenance programme and the management activity for the life cycle of the 

asset. 

be fulfilled: The Data Protection Act (DPA) three key responsibilities 
for the sharing of personal data: a) data controller; b) data 
processor; c) data subject. 
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AGENT has OBJECTIVE: AGENT has RESOURCE: 

AGENT takes DECISION: AGENTS take DECISIONS 
about ITEMS, which are influenced by OBJECTIVEs. A 
DECISION can be made about the application of a 
RESOURCE
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ACCOUNT owned by AGENT: An AGENT might 
maintain a series of accounts that contain a history 
of events which apply to one or more ITEMs (e.g. a 
medical history; a customer history; a criminal 
record; or a building maintenance record) ACCOUNT 

contains EVENT: 
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Link the data value chain with PAS 182 levels of insight
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SERVICE responsibility of/provided by AGENT: a 
SERVICE is the responsibility of an ORGANIZATION 
or an individual PERSON. The concepts of 
ORGANIZATION and PERSON are combined into the 
concept AGENT. The AGENT providng SERVICE  is 
not necessarily the same as the AGENT responsible 
for it.

Key roles to be fulfilled to maximize the impact of the data 
framework in a city. The roles that exist across the data value chain 
include: a) data creator; b) data owner; c) data 
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PERSON sub-concept of AGENT: less obvious kind 
of physical ITEM (e.g. a resident or a user of a 
service). PERSON member of ORGANIZATION:Security minded approach is needed 

to respond to the vulnerabilities 
created by changes to existing ways 
of working without preventing 
delivery of the aims. 
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AGENT has a PLAN: A city might wish to discover 
and track the PLANs from many AGENTs that apply 
to OBJECTIVES for ITEMs or PLACEs. AGENT has 

OBJECTIVE: 

The city should ensure that any risk of an adverse impact on an 

individual, organization or asset is considered prior to the sharing 

of the data from the data value chain. 
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AGENT has OBJECTIVE: the SCCM combines the 
concepts of PERSON and ORGANIZATION into the 
concept of AGENT. This simplifies the relationships 
that would need to refer to either.

and businesses event-level interactions with city systems?

Is the vision for the project closely aligned with the broader socio-
economic, political and environmental vision and purpose for the 
city’s future?

these benefit owner to lead on risk and                                                        
management of their outcomes?                                                                                                                                               

created public services offered over multiple channels; develop benefit realisation 
plans that show benefit owners and dependencies and priorities across the project. 

parties; Use smart contracting principles to future-proof any 
contracts; Ensure all suppliers are security-minded; Use proof of 
concepts; Capture unintended benefits

budgets; Define practical financial KPIs; manage city data as an asset 
in its own right (both within the city authority and in collaboration 
with data owners); Cross-dept.&flexible budgets  

stakeholder (e.g. through a platform allowing data reuse); Plan for 
privacy, security & resilience from the start; Plan for external 
reviews & health checks; Capture & share learning

Benefits' owners made responsible for the 

benefit realisation plan and its budget

PAS 1192-3:2014 3-Specification for information management for the operational phase of 

assets using building information modelling (BIM)

COLLECTION defined by AGENT: COLLECTIONS are 
defined by AGENTS so that the actual contents are 
either explicitly listed, or defined by a scoping 
statement. COLLECTION  contains ITEM: 

COLLECTION sub-concept of ABSTRACT:The data value chain is a mechanism through which cities can view 
the flow of data from the point that it is collected throughout its 
entire lifecycle. Each city has its own data flow 

custodian; d) primary publisher; e) secondary publisher; f) users 
(being the user of your own data); g) other cities (agreements in 
place with other cities). Key responsibilities to 

and needs from data, but the four key levels of insight within a city 
are created by analytical processes which turn the data framework 
into different kinds of actionable intelligence.

Checklist 9 – Developing the financial model for a smart city 

solution. Ensure that the proposed operating model and 
commercial model for the solution is fundable and 

Checklist 10 - Developing the delivery model for a smart city 

solution; Connect the benefit owners realisation plan with budget;  
Develop a phased roadmap for 

Do you have smart data (open, interoperable and real time data) on 
the performance and use of city's physical, spatial and digital 
assets? And on the real-time citizen 

Can you describe how life in the city will look and feel different as a 
result of our project?; Do you know how to measure progress 
towards our vision?

3) the commercial model; 4) the financial model; 5) and the 
delivery model.

proactively manages and monitors, with appropriate governance 
arrangements in place to                                                      support this 
process. Are you empowering 

the future; Consider what data is required; Don’t commit too early; Don’t try to do 
everything at once; Bring the preferred option to life; provide/have one stop, need-
oriented, co-

“procurement”; Take full advantage in any procurement of the 
more flexible procedures opened up by new public contracts 
regulations; Think local; Balance risk between 

affordable; Think innovatively on how to do this; Provide a forum 
for issue escalation and resolution, and for sharing and 
collaboration between benefit owners; Leverage mainstream 

implementing the solution; Avoid a big-bang approach; Plan for 
impact at scale; Apply best practice programme and project 
management techniques; Open city data to any 

Checklist 1 – The visionary project: Does our project have a vision 
for the future that is clear, compelling and jointly owned by all key 
stakeholders?

Successful smart city solutions need to be clearly defined across five 
key dimensions: 1) the strategic purpose of the smart solution; 2) a 
new, need-oriented operating model; 

Agile scoping is about ensuring that the delivery of every intended 
outcome specified within the business case and associated benefit 
map has an accountable owner who 

Checklist 7 – Developing the operating model for a smart city solution. Baseline the 
“as is”; Apply smart thinking; Don’t do your thinking in silos; Appraise the key options 
for 

Checklist 8 – Developing the commercial model for a smart city 

solution. “Sanity check” the solution to ensure it can be delivered 
commercially; Think “commissioning” not 

from having a single view of city data via the data framework. As 
cities transition from using structured data to curating IoT and 
other streaming data, cloud services will be needed.

steps should be taken to identify and protect information that 
could impact on the safety and security of individuals, services, 
sensitive assets and systems

create value. The ICO has identified two main types of data sharing: 
systematic (routine data sharing, same data sets are shared between 
same organisations) and exceptional. 

Anonymise data: This is necessary to not identify any individual 
through data or its combination with other data. Spatial data 
should be anonymised too when it idenifies small 

within the city and coordination of all the owners of data within 
the data framework. 

for ensuring that data is discoverable. ensure that appropriate governance is in place. Ensuring 
appropriate governance requires leadership and comprehensive 
coordination from the city.

citizen data that is shared by the city. A digital ethics code should be developed in 
consultation with citizens to provide publicly available guidance related to those 
citizens who will 

the domain specialists, responsible for management and oversight 
of city services. Articulate the benfits of a data sharing culture 

properly: The benefits will initially accrue 

geographical areas (e.g. smaller than at building/block level) or 
people's trajectories. Address safety and security considerations 
when sharing or publishing data. In particular, 

for the General Data Protection Regulation (GDPR) – 12 steps to 
take now". This code should be referred to by the city when 
considering data that is shared with organizations to 

FUNCTION contains SERVICE: SERVICES from many 
AGENTS can be grouped toghether into FUNCTIONs. 
FUNCTION is a sub-concept of COLLECTION. A 
FUNCTION can list the SERVICEs that serve a 
particular COMMUNITY, for example, waste 
management (FUNCTION) might contain SERVICEs 
for refuse collection, recycling and waste disposal, 
and those SERVICEs might be provided by different 
ORGANIZATIONs in the city

Use a shared language for data governance: In a city it is important 
that the language used for the sharing of data is common across the 
city and city organizations in order to 
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ORGANIZATION sub-concept of AGENT: less 
obvious physical kind of ITEM (e.g. local council or 
energy supplier)

Promote trust and participation: It is important to determine how to build a trust 
model that can be shared with citizens and used to develop a citizen participation 
model for 

Use a knowlege creation approach to generate data capabilities, 

which consits on ensuring that data is federated beyond data 
specialists, and is in the hands of the majority of 

Use available data sharing regulation: The Information 
Commissioner’s Office (ICO) as published an anonymisation 
managing data protection risk code of practice, "Preparing 

Establish a data spectrum to differentiate the data hold by the framework on the basis 
of whether it is considered closed, shareable or open. It is important as part of the 
data

Are you establishing leadership and governance arrangements for 
the project that ensure a clear focus on accountability and costs 
accuracy?
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The city has to transition to managing data as an asset in its own 
right and in collaboration with other significant data owners in the 
city. This needs specific data leadership 
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OBJECTIVE influenced by ASSUMPTION: individual 
PERSONS have a series of OBJECTIVES setting their 
reasoning and ambitions for the changes that they 
desire. Some of these might be long-term (e.g. 
providing suitable housing, reducing carbon 
emissions, reducing unemployment) others might 
be  more immediate or real-time (optimum real-time 
energy use, maintaining safe water levels) 

Coordination of activities to establish a data sharing culture should 
have appropriate focus on understanding the demand for the data 
and the most appropriate mechanisms 
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City vision should be driven by commited 

leadership

Broadly speaking, three things are needed to succeed in smart city 
programmes and project, 1) committed leadership and a process of 
engagement with stakeholders; 2) a willingness at 

An individual smart city project/programme is most effective when 
it is clearly aligned with an overall vision and strategy for the city as 
a whole which holistically integrates social,

As ctiy leader, do you have a vision how life in the city will look and 
feel different as a result of the smart city solution being successfully 
implemented? 

Is your smart city programme/project iterative, inclusive, informed, participated and 
designed in a collaborative manner with citizens and stakeholders? Are you focusing 
on 

all stages of project development to ask questions that challenge 
traditional thinking; 3) a rigorous  and publicly transparent 
approach to measurement

economic and environmental aspects.  Can you ensure that your project/programme has senior leadership, 
shared vision from the team behind it? 

the tangible benefits to citizens? Are you developing your programme/project in a 
measurable way?

be providing their data to the data framework

an essential tool to manage the                                                                   
programme/project and change                                                        
throughout its life-span. 

delivering what is easy to deliver rather than remaining focused on 
ensuring the successful delivery of outcomes

Integrate risk management within project governance; DON'T: Just identify risks at the outset of the project; Forget 
that risk mitigation actions may themselves create new risks; Just focus on delivery risks; Ignore risks related to the 
security; Actively hide risks from key stakeholder groups.

4
. T

yp
e

s 
o

f 
d

at
a

P
LA

N
s 

v
ie

w

PLAN has TARGET:a PLAN records the steps and 
decision points that are applied to achieve a TARGET 
STATE of an ITEM or PLACE, as part of adressing an 
OBJECTIVE.PLAN plans EVENT: as a PLAN is enacted, 
EVENTs occur that record the actual outcomes as 
compared to those planned.PLAN delive-red from 

METHOD: a PLAN might be derived from existing 
METHODS that have been devised to achieve the 
desired outcome. PLAN influences by OBJEC-TIVE: 

PLAN contains PLAN

Use a data framework to classify the data assets as either metadata, 
reference data or thematic data.                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                
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legacy systems. This transition is not technology-led – rather 
technology is an enabler – it is data-led.

access, same for groups; and 3) public access is when data is made available publically 
but only under certain terms and conditions that cannot be considered open.

Data creators should be aware that there are risks associated with 
the aggregation of data, resulting in derived data being created that 
relates to, or reveals sensitive information. 

Decide on data usage: for all types of data within the data 
framework, it is important to consider the data usage when 
deciding on the value that is created from that data.

which are cumbersome and costly to change and cannot be 
operated in new ways. Some investment is required in technology 
to unlock the value of data that resides in these 

Understanding the data assets of a city is the first step in creating 
value from the data and maximizing the value of the data assets to 
the city. 

spectrum to understand there are three top level access restrictions which apply to 
shared data: 1) specific access is when data is made to either named individual(s); 
group 

Unveil derived data to add vaule to city data: Derived data is when 
one or more measures used by a city are combined from one or 
multiple datasets to create new data attributes

ASSUMPTION about ITEM: OBJECTIVEs can be set on the 
basis of a series of ASSUMPTIONs, which capture a 
predicted future STATE of one or more ITEMs. The gap 
betwe-en an ASSUMPTION and a TARGET can be used to 
define the change that is sought by the OBJECTIVE 
(COLLECTION: houses for rent under £400 per week, 
TARGET: 10000 by 2016, OBJECTIVE: provide adequate 
affordable housing; and, ASSUMP-TION: 10000 households 
will requi-re affordable housing by 2016). ASSUMPTION 

made by AGENT:

The city collects, processes and validates data for the essential 
operation of services provided to citizens. This city data estate 
resides largely in disconnected legacy systems 

Existing city data has to continue adding value, alongside the new 
data which the city creates, for example from sensors forming part 
of its new transport infrastructure.

A. Smart thinking

Business case should be based on the 

critical success factors and account for 

potential risks 

The vision of a smart cities programme or project should be jointly 

owned by all implied stakeholders. It should also explore the 
digital opportunities for innovation, 

Are you able to identify the 9 critical success factors and manage 
the major risks (usually non-technology related) for your smart city 
programme to succeed?

Besides investment to tackle the 9 critical sucess factors and cover 
potential risls, the business case should be used throughout the 
project lifecycle to: 1) ensure clear line-of-

Do you have data to identify, measure and manage the critical success factors and 
potential risks? (for Critical success factors see 2nd box in this row) Dos and don’ts for managing key project 

risks. 

In your business case, are you documenting your 
programme/project for the operating, commercial, financial and 
delivery models? Are programme/project pruposes,

R3 R4 R5
PAS 182 into                                                               

PAS 181 & PAS 184 fusion 

A. Guiding principles

The Need The Strategy R1 R2

transformation and ways of working. Therefore the smart city 

guiding principles are visionary, citizen-centric, digital, open and 

collaborative.

A clear and quantified business case (agreed at the highest levels of 
governance) built on the critical succes factors that aslo accounts 
for potential risks. 

sight between every investment and activity in the project, the 
immediate outputs these produce, and the final targeted 
outcomes; 2) prevent delivery teams from drifting into delivering 

smart city decision-makers shall gain an 
understanding of the impact and risks of 
making data or information available in real 
time;

7.3.1 Smart city decision-makers shall develop, 
record, implement and manage appropriate 
and proportionate policies and processes 

relating to personnel and people security and 
the embedding of a security-minded culture.

7.6.1 Smart city decision-makers shall ensure that any service 
using city data and/or information that identifies individuals or 

organizations: a) is designed, built and operated using the NCSC 
guidance on digital service security [NR1]; and b) is subject to 
regular vulnerability assessment and penetration testing, 
determined by the processes used for maintaining situational 
awareness

A data and information sharing agreement, available to all 
relevant parties, shall be put in place prior to sharing of sensitive 

data or information that could be used to cause harm to assets, 
services and/or individuals.

In order to identify whether there are any 
personal data in the data set that the triage 
process is being applied to, the personal data 

test  shall be applied

There is a need to  mitigate against 
the reputational risks arising from 
security issues

The accuracy, 

authenticity and long-

term utility of data and 

information should be 

defined.

DO: Describe project risks and associated impacts clearly and succinctly; Prioritise all risks; Focus on managing the 
risks themselves rather than the risk register; Ensure clear ownership; Clarify the risk appetite of key stakeholders; 
Schedule regular formal reviews of project risks; Set clear target closure dates; 

 outputs and benefits measurable? Is your business case a living 
document trhougout the project, that can be refined as more 
evidence and user feedback becomes available? 

AS. To create a common catalogue format that clients can use to discover data in servers that 
they can use. The catalogue is in a lightweight JSON-based hypermedia format for

exposing collections of uniform resource identifiers (URIs). Each catalogue may expose any 
number of URIs, each with any number of resource description framework (RDF)-like 

address the ongoing cost associated with data evolution and its 
usage. There are two main data commercialisation model types: 
Demand-led and Research-based

Create a data commercialisation model for data: The data within 
the data framework which should be considered for 
commercialization extends beyond open data to consider 
shared data. The use of this shared data as part of a 
commercialization model will require negotiations with all the 
data creators involved. Sustainable funding would 
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A smart city should base its decisions on a shared 
understanding of the STATE of ITEMs, either in real-
time, or by implementing PLANs to bring about 
changes to STATEs.
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Figure 29 - DBB meta standard concept (asset management competencies are marked with a red box around them) 

ASSUMPTION PLAN

COMMUNITY

The approach to implementing these 
principles should be documented in a 
strategic asset management plan (SAMP) (see 
3.3.2).
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PAS 212. B. 
Specifications.                 

The organization should evaluate the performance 
of its assets, its asset management and its asset 
management system. Performance measures can be 
direct or indirect, financial or non-financial. 
Monitoring, analysis and evaluation of this 
information should be a continuous process.

Asset management performance should be evaluated 
against whether the asset management objectives have 
been achieved, and if not, why not. Where applicable, any 
opportunities that arose from having exceeded the asset 
management objectives should also be examined, as well 
as any failure to realize them. The adequacy of the decision-
making processes should be examined carefully.

Periodic audits should be used to evaluate 
the  performance of the asset management 
system; these may be complemented by 
self-assessments.

Effective control and governance of assets by 
organizations is essential to realize value through 
managing risk and opportunity, in order to achieve 
the desired balance of cost, risk and performance. 
Asset management supports the realization of value 
while balancing financial, environmental and social 
costs, risk, quality of service and performance 
related to assets (assets don't have to be physical). 

Top management is responsible for developing the 
asset management policy and asset management 
objectives and for aligning them with the 
organizational objectives. Leaders at all levels are 
involved in the planning, implementation and 
operation of the asset management system. Top 
management should create the vision and values 
that guide policy, practice and actively promote 
these values inside and outside the organization. Top 
management also defines the responsibilities, 
accountabilities and asset management objectives 
and strategies, which create the environment for the 
asset management system. Leaders should lend their 
authority to supporting the asset management 
system, and should ensure its alignment to other 
management systems within the organization 

The principles by which the organization 
intends applying asset management to achieve 
its organizational objectives should be set out 
in an asset management policy (see 3.1.18). 

articulate the re-use and sharing of data; and to avoid data loss, 
contradiction or misinterpretation.

B1N. There is the need to create a common catalogue format for clients and 
servers to enable data discovery. A catalogue represents an unordered 
collection of resources 

B2N. Where an HTTP(S) application programming interface (API) is provided to allow clients to interact with 
catalogues, the server shall conform to the following requirements. 

Use available data sharing regulation: The Information 
Commissioner’s Office (ICO) as published an anonymisation 
managing data protection risk code of practice, "Preparing 

PAS 212. B4N. The contents of a catalogue provided by a server to 
individual clients may vary according to with business 
(commercial), privacy and security needs of the catalogue 

BS 1192:2007+A2:2016 1-Collaborative production of architectural, 
engineering and construction information – Code of practice

exchanged. This document shall form                                                                                                           
the basis for the operational contract                                                                         
documentation. 

organizational functions. Based on the OIR, specific AIR shall be specified as part of a 
contract or as an instruction to in-house teams and may use data and information from the 
AIM (asset information model) relating to the asset management activities being carried out.

PAS 1192-3:2014 3-Specification for information management for the 
operational phase of assets using building information modelling (BIM)

Having a Stakeholder Engagement Programme will report the following 
benefits: 1) stakeholder ownership and engagement; 2) much deeper 
understanding of the drivers and root causes behind demand for city 
services, and very significant benefits including how this demand can best 
be managed; 3) opportunities for city services to be delivered in entirely 

new ways, for example through direct citizen-to-citizen engagement. The 
security minded approach should take into 
consideration the needs of stakeholders. Use 

the  Data Framework to explore new services based on stakeholders' 

feedback from your Stakeholder Engagement Programme . Use the 

SERVICES  view to map COMMUNITY needs and identify oportunities for 

new SERVICES

Dos and don’ts for customer engagement, Checklist: DO: Start early; Take it 
seriously; Embrace digital; Be inclusive; Leverage your partners; Prepare a 
Stakeholder engagement programme led by senior executives that includes cross-
sectoral partnership and external collaboration; Give feed- back to participants; 
Share more widely; Iterate; Measure. DON'T DO: Assume to know what customers 
think; Undertake a one-off consultation; Take a narrow, siloed view of who the 
customers are. Stick to the primary benefit of benefiting your stakeholders and 
share data accordingly. Aim at a self-service model for stakeholders to share data. 
Use the ITEMS view to articulate the sharing of data in your COMMUNITY

Dos and don’ts for supplier engagement, Checklist: DO: Start early; Take an 
inclusive approach; Include SMEs and local supply chains in your Stakeholder 
engagement programme; Create opportunities for suppliers to interact with your 
citizens; Engage on a multi-channel basis; Keep an open mind in relation to the 
potential need for new types of commercial and financial model; DON'T: Define 
detailed requirements;  Just talk to the usual suspects; Apply a one-size-fits all 
procurement; Make price the sole focus of engagement; Forget suppliers need to 
make a ROI. Leverage on the secondary purposes of data to innovate and include 
new initiatives and opportunities. Use the RESOURCES & DECISONS view to identify 
new oportunities and intiatives within your COMMUNITY. 

where the majority of graphical & non-graphical data and documents, 
known collectively as the project information model (PIM), 
accumulate. 

organizations should take into account its internal and 
external contexts. The external context includes the 
social, cultural, economic and physical environments, as 
well as regulatory, financial and other constraints. The 
internal context includes organizational culture and 
environment, as well as the mission, vision and values of 
the organization. Stakeholder inputs, concerns and 
expectations are also part of the context of the 
organization. The influences of stakeholders are key to 
setting rules for consistent decision making and also 
contribute to the setting of organizational objectives, 
which in turn, influence the design and scope of its asset 
management system.

4R2. Purposes: The employer should state their purposes for requiring information 
deliverables, including the aspects of the Facility that are intended to be managed. A register 
of  assets should be provided to support accurate auditing and reporting. This should include 
both spatial and physical assets and their groupings. The employer should specifiy if

Develop an accounting mechanism to ensure transparency for the 
measurement of outcomes and investment performance 
evaluation. Key measurements and monitoring processes include: 
1) key performance indicators (KPIs) (e.g.: Outcome indicators and 
Leading indicators); 2) baseline measurement; 3) success criteria 
and targets (targets should be SMART: Specific, Measurabla, 
Achievable, Relevant, Time-bound); 4) trajectory monitoring; 5) 
impact evaluation. 

4R1. Business process: The process of exchanging COBie 
deliverables should be integral to the whole facility lifecycle to 
maximize the benefit and efficiency of the employer-side 

Devlop a mechanism to monitor and evaluate performance of 
investment in terms of how far are the outcomes from the 
baseline situation. Map out clear line of sight between smart city 
investments and activities, outputs, intermediate outcomes, and 
end outcomes. Agree on measurable success criteria and 
trajectories for each benefit in the business case. Use the CASE view 

to present the case results and performance of your investments. 

COBie (Construction Operations Building information exchange), 
which is a standardised structure for the exchange of information 
about new and existing facilities, 

costs), as well as the evaluation of the business case for ownership and operation of the 
facility and the capacity and utilisation (including support for repurposing). Information is 
rquired to support the health and safety of the users of the facilty (including preventive 
maintenance and expected replacement servie life, and their should be required or 

pull for information. An employer should require the delivery of 
COBie from the lead designer and/or lead contractor. Governance 
should be in place throughout the process to 

including both buildings and infrastructure. supressed to support the management of the security and surveillance of the Facility and 
neighbouring or adjacent sites in line with the security requirements set out in the EIR. The 
employer should require information relating to the impacts from cost of environmental 
effects and decommissioning end-of-life costs.

ensure compliance with the COBie requirements, and to enable 
emerging issues to be addressed. 

Avoid technological lock-in of your Integrated business platform 
and IT architecture by understanding semantic interoperability. 
Use the RESOURCES & DECISIONS view to describe semantic 

interoperability in your IT Architecture as a RESOURCE applied to 

a SERVICE.

Bring valuable analogue data into your Integrated business 
platform and IT architecture by establishing collaboration with 
stakeholders (e.g.there might be a business oportunity in 
developing real-time APIs specific for smart cities since these do not 
exist yet) 

B5N. Subscription systems are needed for catalogues to use server-
sent events. B5S. A client subscribed to a catalogue server receives 
a stream of events. Every event contains an

B3N. Catalogues are necessary to find items matching a specified 
set of metadata, and thus are search extensions. If a catalogue 
provides a search capability, it can advertise this to a client by 

event ID, event name and event date. By first fetching a catalogue 
with HTTP(S), then accumulating these events, a client may keep a 
synchronized local copy of the catalogue 

defining a "urn:Xhypercat:rels:supportsSearch" metadata 
relation. Simple search is a catalogue extension allowing the 
search or filtering of a catalogue according to specified 

PAS 212. B. Specifications.                                                                              
B1. CATALOGUE FORMAT

PAS 212. B. Specifications. B2. SERVER API PAS 183 6. Data protection reform PAS 212. B. Specifications. B4. SECURITY EXTENSIONS

Anonymise data: This is necessary to not identify any individual 
through data or its combination with other data. Spatial data 
should be anonymised too when it idenifies small geographical 
areas. Address safety and security considerations when sharing or 
publishing data, and use available regulation (refer to ICO's 
anonymisation managing data protection risk code of practice)

Top management and leaders at all 
levels are responsible for 
communicating the organization’s 
asset management objectives and the 
importance of its asset management 
system to all employees, customers, 
suppliers, contractors and other 
stakeholders. Communication should 
be two-way, with leaders being open 
to receiving information aimed at 
improving the asset management 
system from all levels.

The asset management system will require collaboration among 
many parts of the organization. This collaboration often involves the 
sharing of resources. Coordinating these resources and applying, 
verifying and improving their use should be objectives of the asset 
management system. It should also promote awareness of the asset 
management objectives across the whole organization

Smart city's benefit-realisation strategy should consist 
of benefit mapping and benefit tracking

The digitally-enabled project, Checklist. What volume of customer engagements 
do we have, and how does this vary by channel? How does the unit cost to serve a 
customer vary by channel? Opportunities for our customers to co-create digital 
services? Can we organize our work and resources differently if real-time data 
analytics could give us information about current & future demand for city 
services? and about the performance of city assets? Do you have data to show how 
resilient, flexible and adaptable city systems are?

4N. Need to integrating capital (CAPEX) and operational expenditure 
(OPEX) practices for a strategic and holistic management of assets. This 
support is offered through the 

The business case for a smart city project needs to be supported by a clear and measurable 
framework showing how project activities lead to delivery of project outcomes, underpinned 
by a credible theory of change to demonstrate causal relationships across all stages of the 
benefit chain. Need for linking the business case with the Benefit realisation plan.  

Develop Benefits Maps that are underpinned by an evidence-based 
theory of change to map outcomes from the smart city programme 
showcasing expectations and real results

Your Benefits Maps should start with the strategic purpose 
providing real clarity on the problem that the project aims to 
address and establish clear baselines for all benefits targeted by the 
project. Moreover, you should use your Benefit realization plan to 
showcase correlations between investment and outputs and clear 
governance accountability arrangements. Use the ITEMS view to 

describe the benefits and either relate them to physical spaces 

(PLACES) or to virtual gains (ABSTRACT) 

being watched.

BS 1192-4:2014 Collaborative production of information. Fulfilling employer’s 
information exchange requirements using COBie. Code of practice 

PAS 212. B. Spec.                                                                              
B5. OTHER EXTENSIONS

BS 1192-4:2014 Collaborative production of information. Fulfilling employer’s 
information exchange requirements using COBie. Code of practice 

BS 1192-4:2014 Collaborative production of information. Fulfilling employer’s 
information exchange requirements using COBie. Code of practice 

Build a non-siloed resources and assets management IT 
architecture to enable reuse and sharing

As part of your Data Framework, gather existing data on on the sharing and reuse 
of common data-sets, applications and ICT resources in general and analyse the 
degree of "siloedness"

Build your Integrated business platform and IT architecture as a federated platform that allows 
for the management of technology and digital assets as non-siloed city-wide resources. Take into 
account any considerations related to the structure of the data to be shared in the Data 
Framework. 

Build the Map of city's technological key assets to visualise 
potential for using and sharing them as assets separately from 
their original intended use. Prioritise these ICT city assets 
according to their potential for reuse and establish governance 

processes to enable them to be shared. A SCSS should be 
developed based on the assets, data and 
information that are critical

For an effective reuse and sharing, your resources should be 
identified as distinct, across ownership domains, and associated 
with clear policies and processes. Moreover, there are common 
data structures that need to be used. This is specially important 
for unstructured data coming from the IoT. Use the ITEMS view to 

describe data as an ABSTRACT sub-concept of ITEM. 

on the web. Each item in a catalogue refers to a single resource by its URI, 
which might itself be a further catalogue. All uniform resource names 
(URNs) relating to 

B2S. Every server shall provide a publicly readable /cat endpoint serving a catalogue. Where a client wishes to 
read an entire catalogue, the client shall GET the catalogue URL. Where a server 

for the General Data Protection Regulation (GDPR) – 12 steps to 
take now". This code should be referred to by the city when 
considering data that is shared with organizations to 

custodian/publisher, and the data owner/ originator but in all 
cases best practices for security have to be followed. 

this PAS are in the X-hypercat namespace and therefore begin with the 
string "urn:X-hypercat".

successfully serves an entire catalogue, the server shall respond with: an HTTP 200 status code; and the 
catalogue.

create value. The ICO has identified two main types of data sharing: 
systematic (routine data sharing, same data sets are shared between 
same organisations) and exceptional. 

A common terminology and reference model for 
identity and privacy management should be created

As part of your Data Framework, gather data openess and privacy protocols, 
metadata and standardized conventions currenly being implemented as the basis 
for a Common terminology and relationships terms dictionary to better deliver 
your smart cities strategy. Use the  OBSERVING & RESPONDING view to record the 

different definitions and STATEs between terms. 

Accompany your Common terminology and relationships terms dictionary with a Repository to 
ensure availability and update of common terms and concepts. In your Data Framework, define 
access rights to any of the data that the city holds as part of it. Use the OBJECTIVES view to 

define the METRICS that will track your Repository and access rights protocols. 

Be aware of all the legislation and standards applicable to govern 

your access rights to city data. Prior to sharing or 
publishing any data the data and security 
triage process should be followed.

Use Government Digital Service (GDS) Identitiy and privacy 
principles to secure personal data. Include in your Data Framework 
control mechanisms for the citizen and users in general by using 
identity management methods. Use ITEMS view to desing access 

rights based on data sharing STATES.                                                                                                       

Your Integrated business platform and IT architecture should be a federated open 
business platform that puts toghether data from a wide range of trusted 
organizations in a cross-trust model. Citizens should be able to manage their own 
data and data relationships through authorisation and autentication of data 
mechanisms. Individual requests for data should be dealt throuhg the Data 
Framework as a focal point for city data. Moreover, individual requests should be 
audited and analysed periodically to better understand the use of the Data 
Framework for the sharing of city data. This could allow the city to delvelop a 
commercial data offering based on, for example, demand patterns or frequency 
from individual requests. 

1N. Need for setting a common vocabulary and a common naming 
convention to be used by all parties involved in the construction 
process, for better communication; to 

project goals for collaboration and information modelling; c) major project milestones consistent with the project 
programme and supplier's assessment forms; d) project information model (PIM) deliverable strategy (for example 
the CIC* Schedule).*Construction Industry Council 

employer’s or asset owner’s organization. employer or asset owner shall require to unsuccessful bidders that 
all relevant data or information is returned or destroyed. Similar 
conditions should apply to end of contract situations. 

City’s interoperability needs should be clearly 
indentified

Indentify city's interoperability needs by mapping the services that are currently 
provided digital only and the ones that are digitally interconnected. Address 
interoperability needs considerig the sharing and reuse of city data and assets. 
You can embrace commercial oportunities of interoperability by mapping 
interoperability needs in your Data Framework. Use the OBSERVING & 

RESPONDING view to map interoperability needs by assigning a STATE to the 

different EVENTS and SERVICES. 

Design an interoperability strategy that tackles both systemic and technical levels and that is 
able to identify key barriers to interoperability. Map Key barriers to interoperability in your 
Data Framework and equip yourself with enough data and information to address these.

Partner with other cities to learn good practices and standards on data 
interoperability for sharing and reusing purposes. Establish parntership 

agreements as required. Decide on a minimim quality standard for data to 
be shared and commercialised and include it in your Data Framework. This 

standard should give boundaries to the following data characteristics: 

Completeness, Acuracy, Availability, Timeliness (is the time lag between data 

being updated in the real world and an update occurring in the Data 

Framework), and Provenance. 

Use a knowlege creation approach to generate data capabilities, 
which consits on ensuring that data is federated beyond data 
specialists and is in the hands of the majority of the domain 
specialists, responsible for management and oversight of city 
services. Articulate the benfits of a data sharing culture properly: 
the benefits will initially accrue from having a single view of city 
data via the Data Framework

A Benefit realisation plan should be part of your Outcomes-based 
procurement protocol and include building demand for your 
project once the project has been procured (discovery and alpha 
phase) and moves into the beta and live phases. And, once demand 
starts to take off, the strategy should move towards benefit 
realisation. Use the ITEMS view to identify the elements that 

participate in the live phases of your project, that is EVENTS, 

ROLES and ACCOUNTS. 

2R5. Information delivery – Asset information model (AIM) maintenance: 
The AIM corresponds to the handover process between CAPEX and OPEX. The 
effective transfer of 

Build a Strategy for Digital Inclusion engage with citizens and 
businesses through digital channels. That strategy should focus on 
accessible services in time and presentation, and over multiple 
channels able to identify citizens and businesses needs and 
opportunities for new digital services. Procure channel 
management. Use the COLLECTIONS view to group the ITEMS that 

participate in your project for which you should deliver over 

multiple channels (multiple STATES) 

Audit the channel management you procured to evaluate the 
performance of your Strategy for Digital Inclusion. Review your 
procurement policies to ensure they have the necessary flexibility 
for smart procurement and to procure channel management. Use 

the EVENTS view to identify the different ROLES your ITEMS can 

take in your multi-channel strategy.  

contractual document. If the contract is awarded to the supplier, BEP will be re-submitted to confirm supply chain's 
capabilities and the master information delivery plan (MIDP). The contents of the pre-contract BEP shall consist 
of everything requested in the EIR plus the following information: a) the project implementation plan (PIP); b) 

suitably qualified and experienced individual to fulfil the role of 
built asset security manager. The built asset security manager role 
shall be employed by, or report directly to, the 

the access given to information relating to the built asset. When 
tendering or re-tendering contracts, sensitive information should 
be separated and suitably protected. The 

structured information between the asset lifecycle stages delivers signifi cant 
value. The document shall defi ne the structure, process and content of 
information to be 

PAS 1192-2:2013 2-Specification for information management for the 
capital/delivery phase of construction projects using building information 

modelling

Procure outcomes-based digitally inclusive projects that 
use agile delivery methods

The open and collaborative project, Checklist. How can we create spaces (both 
physical and digital) and opportunities for innovators? Do we really need to 
provide our current service, or could other city partners do it better if we 
organized differently? Do you have data on on-going initiatives for inclusive 
digitalization? Can we make our data more open, discoverable and useful for other 
city stakeholders, without exposing sensitive data? Use the OBSERVING & 

RESPONDING view to study alternative ROLES and STATES for your ITEMS 

Establish a more integrated, innovation-driven and citizen centric relationship with suppliers. 
Accompany this relationship with an outcomes-based procurement culture and develop an 
Outcomes-based procurement protocol which should cover the following policies: a) 
strengthening of local economic ecosystems and supply chains; b) creation of jobs and training 
opportunities in the city; c) regeneration and the development of local infrastructure; d) 
improvements to urban sustainability.

2R2. Information delivery – Procurement: As part of the main contract selection process, the employer shall 
request in the EIRs that bidders shall submit details of their approach to project information management, sufficient 
to demons-trate the supplier’s proposed approach, capability, capacity and competence to meet the EIR. This is the 
BEP, a pre-

Use an Agile Delivery strategy to define the outcomes and service levels 
that the project aims to achieve. Evolve through discovery and learning. It is 

therefore important to start implementation of the solution at an early stage 

rather than continue with ever-more detailed planning. Learn from that early 

implementation and then to move towards implementation at scale through 

an iterative, agile delivery process. Use the SERVICES view to analyse 

procurement constraints and legislation to establish your own delivery 

RULES.                          

Procurement mechanisms should respond to an integrative Agile delivery 
contracting perspective that focuses on procuring outcomes rahter than 
specifying inputs. Make sure you involve your Benefit Owner when 
procuring outcomes. Procurement policies should be oriented to 

interoperable outcomes with the inclusion of clauses on data release and use 

of open standards. Procurement policies should require that outcomes cover 

the social, economic, and environmental aspects of a given solution.The 
city-specific, security-minded approach shall 
be a deliverable across the contractual and 
service delivery arrangements. Use the ITEMS view to 

design your outcomes-based and integrative procurement mechanisms. 

5R3. Appoint a built asset security manager: Where the security 
triage process identifies a need for a security-minded approach, the 
employer or asset owner shall nominate a 

As part of your Outcomes-based procurement protocol, implment 
smart procurement practices such as publication of city's 
procurement policies, publication of procurement opportunities, 
early and iterative supplier engagement. Take procurement 
decisions that are based not on initial project cost but on long-term 
value for money in the delivery of these outcomes, including: 1) 
total cost of ownership (including costs of exit); 2) the suppliers’ 
ability to innovate; and 3) confidence in delivering the expected 
outcomes.

5R8. Work with suppliers: The employer or asset owner shall take 
security-minded measures when working outside formal contracts 
(for example in pre-contract dealings) in relation to 

PAS 1192-2:2013 2-Specification for information management for the capital/delivery phase of 
construction projects using building information modelling PAS 1192-5:2015  5-Specification for security-minded building information 

modelling, digital built environments and smart asset management 
PAS 1192-5:2015  5-Specification for security-minded building information 

modelling, digital built environments and smart asset management 

PAS 1192-2:2013 2-Specification for information management for the capital/delivery 
phase of construction projects using building information modelling

to convey the responsibilities for delivery of each suppliers information. to manage the 
delivery of information during the project. The PDM will coordinate the task team managers 
(TTM) which will compile their own task information delivery plan (TIDP).

2R3. Information delivery – Post contract-award: In the BEM resubmission, suppliers shall 
ensure that information delivered by their supply chain is to a standard consistent with the 
contract (the employer information exchanges), and shall deliver information to their supply 
chain partners at pre-defi ned points during the project (the supply chain
information exchanges). The contents of the post contract-award BEP shall consist of 
everything requested in the EIR plus the following information: a) management; b) planning 
and documentation, c) standard method and procedure; d) the IT solutions. The BEP will also 
include the MIPD, which will be used by the project delivery manager (PDM) 

The smart city roadmap should leverage on physical and 
digital oportunities for people and businesses to 
interact, trasnact and connect

Use the 5-Phases Roadmap to deliver your smart city strategy. Put special 
emphasis on offering digital and physical spaces for people and businesses to 
interact, transact and connect. Use the OBSERVING & RESPONDING view to relate 

your OBJECTS/BUILDINGS to PLACES. 

Collaborate with stakeholders in the identification of smart city targets for your city. Use the 

OBJECTIVES view to quantify these TARGETS. 

Empower citizens and businesses by opening up city data to drive 
innovation and create new value

Base the strategy of your Stakeholder Engagement Programme on 
the engagement of businesses and citizens as owners of and 
participants in the creation and delivery of city services. Use the 

ITEMS view to identify the OBJECTS/BUILDINGS involved in that 

strategy.  

Use use cases or evidence on the results of smart cities solutions 
already implemented to showcase the benefits of your roadmap to 
stakeholders and strength and promote furhter engament. Make 
sure your Integrated business platform and IT architecture 
promotes open data culture and enables market demand by 
citizens. Use the RESOURCES & DECISIONS view to present your 

benefits to your stakeholders so they can make a DECISION on 

furhter engagement (OBJECTIVE)

3R1. Asset information management process (IMP) is a responsibility of the organization 
managing an asset. This shall be achieved through the organization’s direct actions or 
through delegated or sub-contracted authority. The IMP shall operate with enterprise 
systems to optimize the capture, processing, storage and analysis of the data and 
information specified in the asset information requirements (AIR) for the purposes of 
satisfying the organizational information requirements (OIR). In the OIR, the 
organization shall determine, catalogue and maintain its requirements for information to meet 
the needs of its asset management system and other 

employer's information requirements (EIR) describe information exchanges and 
collaborative working requirements, which will form part of the employer’s 

requirements and will in turn be incorporated by a supplier into their BIM 
Execution Plan (BEP). 

Establish a quality control protocol for these customer franchise 
schemas that includes customer insight research to find out more 
user-centric ways of working. Establish mechanisms to ensure 
continued voluntary contribution to overcome evolutionary 
participation and effectively manage engagement lifecycles. 

throuhg guidance on the use and maintenance of the so-called Asset Information 
Model (AIM), which provides support on the planning of preventive measures, 

maintenance programme and the management activity for the life cycle of the 
asset. 

PAS 1192-2:2013 2-Specification for information management for the 
capital/delivery phase of construction projects using building information modelling

PAS 1192-2:2013 2-Specification for information management for the capital/delivery phase of 
construction projects using building information modelling

City needs should be understood throuhg a 
stakeholder engagement programme that includes 
customers and suppliers

The citizen-centric project, Checklist, Checklist: Do you have a detailed and 
segmented understanding of your customers and their needs? What are current 
touch points with them? Do you have data on services in which design and 
delivery citizens' and businesses' opinions have been considered? Is this data 
secure, proportionate and consent-based? Can you create better solutions for 
customers by re-think the commercial & financial models that the city currently 
uses in this area?

2N. Need for specific guidance on the information management 
requirements associated to projects using BIM. Project design and 
delivery are the CAPEX stages

Smart city programmes should ensure enough critical mass (time, money, resources and 
engaged stakeholders) to succeed. For stakeholder engagement it is essential to put togehter a 
two-way Stakeholder Engagement Programme for citizens and businesses. Stakeholders should 
be engaged on-line and offline and consulted on the data sharing of data of the Data Framework. 
Use the OBJECTIVES view to desing your Stakeholder Engagement Programme  for your 

COMMUNITY of stakeholders 

2R1. Information delivery – Assessment and need: The information delivery cycle 
and the project stages shall begin at “CAPEX start” and end at Handover. Next to 
"CAPEX start",  

PAS 1192-3:2014 3-Specification for information management for the operational phase of 
assets using building information modelling (BIM)

Cross-sectoral distributed leadership should be citizen-
centric to collaboratively design customer franchised 
services

Smart city programmes should be designed on a city-wide basis, bottom-up 
approach making sure citizens' and businesses needs have been included, and 
empowering and enabling distributed leadership. Use the OBSERVING & 

RESPONDING view to capture STATES (citizens' and businesses needs) with the use 

of sensors and automatically respond with actuators providing the required 

SERVICE. 

Develop a Prioritised business plan to deliver and manage your portfolio of projects of your 
smart city programme. 

3N. Need to address the availability, integrity and transfer of data and information 
during the operational phase of an asset’s life (OPEX). This is addressed in this 
standard 

Ensure the right skills mix in your teams for effective distributed 
leadership. Desing decentralised teams (not solely led by city 
authorities). Establish a structure of responsibilities and authorities 

to deliver the smart city programme. Senior roles 
accountale for the governance of agreed 
security policies and processes should be 
identified. Use the SERVICES view to elaborate a list of 

SERVICES to be delivered by the teams and within their 

responsibilities.  Use the Data Framework to share data across 
teams. 

Include in your Prioritised business plan the developement of a city-wide 
integrated business platform and IT architecture that unfolds as a virtual 
franchise businesses schema around specific customer segments allowing 
one-stop services. Ensure this schemas are resourced within the delivery of 

services without creating additional costs. For your IT architecture to achieve 

interoperability and effective data sharing, 7 Key Data Sharing Barriers have 

to be addressed: a) types of data; b) establishing a data sharing culture; c) 

data value chain; d) purposes for data use; e) assessing data states; f) 

defining access rights for data; and g) data formats/format of transportation.

Developing the financial model for a smart city solution, Checklist. Ensure 

that the proposed operating model and commercial model for the solution is 

fundable and affordable; Think innovatively on how to do this; Provide a 

forum for issue escalation and resolution, and for sharing and collaboration 

between benefit owners; Leverage mainstream budgets; Define practical 

financial KPIs; manage city data as an asset in its own right (both within the 

city authority and in collaboration with data owners); Cross-dept.&flexible 

budgets. Use the CASE view to equip your AGENTS (stakeholders) with 

accounts to decide and manage EVENTS

Developing the delivery model for a smart city solution, Checklist. Connect 

the benefit owners realisation plan with budget;  Develop a phased roadmap 

for implementing the solution; Avoid a big-bang approach; Plan for impact at 

scale; Apply best practice programme and project management techniques; 

Open city data to any stakeholder (e.g. through a platform allowing data 

reuse); Plan for privacy, security & resilience from the start; Plan for external 

reviews & health checks; Capture & share learning. Your AGENTS 

(stakeholders) should use the COLLECTIONS view to explicitly list the number 

of ITEMS they are responsible for. 

out the specific information requirements around sensitive assets/systems based 
on the policies, processes and procedures contained in the BASMP. The BASIR 
shall be 
reviewed and updated to reflect any changes made to the BASMP.

PAS 1192-5:2015  5-Specification for security-minded building information modelling, digital 
built environments and smart asset management 

PAS 1192-3:2014 3-Specification for information management for the 
operational phase of assets using building information modelling (BIM)

Leadership and commitment from all 
managerial levels is essential for successfully 
establishing, operating and improving asset 
management within the organization.
 Roles, responsibilities and authorities should 
be clearly defined.Employees should be 
aware, competent, and empowered. 
Employees and stakeholders should be 
consulted with regarding asset management.

Benefits' owners made responsible for the benefit 
realisation plan and its budget

Within your Data Framework, create your Data Value Chain which is a mechanism 
through which cities can view the flow of data from the point that it is collected 
throughout its entire lifecycle. Insigths in the Data Value Chain will turn the Data 
Framework into different kinds of actionable intelligence. The city should ensure 
that any risk of an adverse impact on an individual, organization or asset is 
considered prior to the sharing of the data from the Data Value Chain. 

Successful smart city solutions need to be clearly defined across 5 Key Dimensions: 1) the 
strategic purpose of the smart solution; 2) a new, need-oriented operating model; 3) the 
commercial model; 4) the financial model; 5) and the delivery model. Identify these 5 Key 
Dimensions in your Data Value Chain. Use the OBJECTIVES view to visualise the relationships 

between the AGENT responsible for your P/P and your ORGANISATION. A security 
minded approach is required to respond to the vulnerabilites 
to the changes to existing ways of working.

5R7. Built asset security information requirements (BASIR): The employer or asset 
owner shall develop, maintain and implement a BASIR for the lifecycle of the asset 
which sets 

Agile scoping is about ensuring that the delivery of every 
intended outcome specified within the business case and 
associated with the Data Framework has an accountable Benefit 
Owner who proactively manages and monitors, with appropriate 
governance arrangements in place to support this process. 
Empower your Benefit Owner to lead on risk and management of 
their outcomes. Use the SERVICES view to identify AGENT (Benefit 

Owner) responsibilities.  Elaborate a Roles/Responsibilities matrix 

to assign these. A smart city data officer (SCDD) 
should be appointed

3R3. Roles and responsibilities: Roles and responsibilities for 
information management shall be set out in the contract(s) 
between the owner or operator and the maintainer(s).

Create a Data Commercialisation model within your Data 
Framework. The use of this shared data as part of a 
commercialization model will require negotiations with all the 
data creators involved. Commercialisation of data will give you 
sustained funding to address the ongoing costs associated with 
data evolution and usage. There are two main data 
commercialisation model types: Demand-led and Research-based

asset which holistically and consitently addresses the specific 
security risks or combinations of risks identified in the BASS. When 
undertaking a project, the employer shall use the 
BASMP to inform its strategic business case and strategic brief, and 
through those, its plain language questions and subsequent EIR. 
BASMP should be reviewed periodically. 
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Developing the operating model for a smart city solution, Checklist: Baseline 

the “as is”; Apply smart thinking; Don’t do your thinking in silos; Appraise the 

key options for the future; Consider what data is required; Don’t commit too 

early; Don’t try to do everything at once; Bring the preferred option to life; 

provide/have one stop, need-oriented, co-created public services offered 

over multiple channels; develop Benefit realisation plans that show benefit 

owners and dependencies and priorities across the project. Develop an 

ITEMS view to discover other AGENTS (besides the Benefit Owners ) behind 

your operating model

Developing the commercial model for a smart city solution, Checklist. 
“Sanity check” the solution to ensure it can be delivered commercially; Think 

“commissioning” not “procurement”; Take full advantage in any 

procurement of the more flexible procedures opened up by new public 

contracts regulations; Think local; Balance risk between parties; Use smart 

contracting principles to future-proof any contracts; Ensure all suppliers are 

security-minded; Use proof of concepts; Capture unintended benefits. Use 

the RESOURCES & DECISIONS view to assign DECISIONS to other AGENTS 

(stakeholders) involved. 

Aligning the asset management 
objectives with the organizational 
objectives, as well as linking asset 
reports to financial reports, can 
improve the organization’s 
effectiveness and efficiency, The 
linking of asset reports to financial 
reports can also improve and clarify 
the assessment of the financial status 
and long-term funding requirements 
of the organization

PAS 212 A. Automatic resource discovery for the IoT PAS 1192-5:2015  5-Specification for security-minded building information 
modelling, digital built environments and smart asset management 

City vision should be driven by commited leadership

Broadly speaking, three things are needed to succeed in smart city programmes 
and project, 1) committed leadership and a process of engagement with 
stakeholders; 2) a willingness at all stages of project development to ask 
questions that challenge traditional thinking; 3) a rigorous  and publicly 
transparent approach to measurement. Moreover, the city has to transition to 
managing data as an asset in its own right, this will need a Data Leadership Plan 
within the Data Framework to coordinate all owners of data. 

An individual smart city project/programme is most effective when it is clearly aligned with an overall vision 
and strategy for the city as a whole which holistically integrates social, economic and environmental 
aspects. Use the OBJECTIVES view to and to establish a time-line for the accomplishment of your ASSUMP- 

TIONS (long-term, short-term, urgent, etc.).  Make sure your data in the Data Framework is discoverable so 

that data sharing activities can be performed for that project/programme and have a fit in the overall vision 

and strategy. 

Establish leadership and governance arrangements for the smart 
city project/programme to ensure accountability and accuracy. 
To facilitate accountability, use the SERVICES view to describe all 

the FUNCTIONS included in your P/P, COMMUNITIES, 

ORGANISATIONS and AGENTS involved. To facilitate accuracy, use a 
shared language for data governance in your Data Leadership Plan, 
this will also avoid misunderstandings. 

5R5. Develop a built asset security management plan (BASMP): 
The employer or asset owner shall develop, maintain and 
implement a BASMP for the lifecycle of the built 

Develop a Data Trust and Participation Model within your Data 
Framework to promote citizens' participation in your smart city 
project/programme.  A digital ethics code should be developed in 
consultation with citizens to provide publicly available guidance 
related to those citizens who will be providing their data to the 

Data Framework. Develop, record and implement 
policies and processes relating to personnel 
and people security. Use the ITEMS view to create the 

concept for this model. 

AS. To create a common catalogue format that clients can use to discover 
data in servers that they can use. The catalogue is in a lightweight JSON-
based hypermedia format for exposing collections of uniform resource 
identifiers (URIs). Each catalogue may expose any number of URIs, each 
with any number of resource description framework (RDF)-like triple 
statements about it. This allows developers to publish linked-data 
descriptions of resources and servers to provide a set of resources to a 
client, each with a set of metadata. 
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The value of an asset (which can be tangible or 
intangible, financial or non-financial) will be 
determined by the organization and its 
stakeholders, in accordance with the 
organizational objectives. The organisation 
should develop a statement of how the asset 
management objectives align with the 
organizational objectives; define  a life cycle 
management approach to realize value from 
assets and establish a decision-making 
processes that reflect stakeholder need and 
define value.

issues which are applicable to its business, assets, personnel and other occupants or users of 
the asset. For sensitive or potentially sensitive built assets, the employer or asset owner 
shall seek advice to gain an understanding of the range of traditional and evolving 
techniques of hostile reconnaissance to which the 

security of digital built assets within the built environment. This 
support is provided with the tool Built Asset Security Strategy 
(BASS), which is meant to be used to develop and

continuity and disaster recovery scenarios that may affect the 
operation and viability of projects utilizing digital technologies and 
digital built assets, and shall put in place 

5N. Need to assist asset owners and stakeholders in understanding 
the key vulnerability issues and the nature of the controls 
required to deliver the trustworthiness and 

Your business case should be a live instrument and include the 
operating, commercial, financial and delivery models, and these 
should be permanently updated and documented using the data 
included in your Data Framework. Be aware of the risk of revealing 
sensitive information if you are creating derived data by combining 
data sets.  

5R6. Develop a security breach/incident management plan 
(SB/IMP): If the provisions in the BASS and BASMP fail, the 
employer or asset owner shall consider the business 

maintain the strategy. Moreover, the BASS should be used as the 
mechanism to monitor and audit compliance. 

risk assessment and risk mitigation plans, to reduce the impact of 
failure or disruption on its operations and those of its stakeholders. 
The SB/IMP should be reviewed periodically. 

Business case should be based on the critical success 
factors and account for potential risks 

The vision of a smart cities programme or project should be citizen-centric, 
digital, open and collaborative, and jointly owned by all implied stakeholders. 
Use a Data Framework to classify data assets (as either metadata, reference data or 
thematic data) that will document that vision 

A smart city business case should be agreed at the highest levels of governance and built on 

the 9 critical succes factors, and should also account for potential risks including 
security risks. Use the OBJECTIVES view to identify your ASSUMPTIONS (critical sucess 

factors and risk). ASSUMPTIONS are made by AGENTS (you, as city leader). The data that will 
feed your Data Framework might reside in legacy systems, make the necessary investments to 
unlock the value of data that resides in these legacy systems.

Besides investment to tackle the 9 critical sucess factors and cover 
potential risks, the business case should be used throughout the 
project lifecycle to: 1) ensure clear line-of-sight between every 
investment and activity in the project, the immediate outputs 
these produce, and the final targeted outcomes; 2) prevent 
delivery teams from drifting into delivering what is easy to deliver 
rather than remaining focused on ensuring the successful delivery 
of outcomes. Keep adding updated data into your Data Framework

5R1. Understand the security context: The employer or asset owner shall appreciate that in 
respect of a built asset, a holistic approach needs to address security around the aspects of 
people and process, as well as physical and technological security. He/she shall be aware 
of the range of potential security

The business case shall identifies 9 critical sucess factors and potential risks, and 
although these cannot be standardised, there are common good practices that 
can help you prevent them: Describe project risks and associated impacts clearly 
and succinctly; Prioritise all risks; Focus on managing the risks themselves rather 
than the risk register; Ensure clear ownership; Clarify the risk appetite of key 
stakeholders; Schedule regular formal reviews of project risks; Set clear target 
closure dates; Integrate risk management within project governance. 

Develop a Smart City Security Strategy 
(SCSS). Identify these decisions in your Data Framework and, to properly 

make your decisions, establish a data spectrum to differenciate which data is 
closed, shareable or open. 

business, asset, asset-related IT could be vulnerable. He/she shall be aware of the need to 
protect personally identifiable information, price sensitive or market sensitive data, 
especially during a tender or procurement process, and shall understand the consequences of 
the loss of, or unauthorized access to, that info.

Smart City Standards Architecture 
towards AIM                                                        

(Actionable Integrated Meta-standard) A. Smart thinking

PAS 1192-5:2015  5-Specification for security-minded building information 
modelling, digital built environments and smart asset management 

PAS 1192-5:2015  5-Specification for security-minded building information 
modelling, digital built environments and smart asset management 

PAS 1192-5:2015  5-Specification for security-minded building information 
modelling, digital built environments and smart asset management 

R3 R4 R5

A. Guiding principles

The Need The Strategy R1 R2
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